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¢ƘŜ ǇǊŜǎŜƴǘ ǘǊŀƴǎƭŀǘƛƻƴ ƛǎ ŦǳǊƴƛǎƘŜŘ ŦƻǊ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎƻƴǾŜƴƛŜƴŎŜ ƻƴƭȅΦ ¢ƘŜ ƻǊƛƎƛƴŀƭ DŜǊƳŀƴ ǘŜȄǘ ƻŦ ǘƘŜ ϦDŜƴŜǊŀƭ ¢ŜǊƳǎ ŀƴŘ Conditions of 
Deutsche Handelsbank" ("Geschäftsbedingungen der Deutschen Handelsbank AG") is binding in all respects. In the event of any divergence between 
the English and the German texts, constructions, meanings or interpretations, the German text, constructions, meanings or interpretations shall 
govern exclusively. 
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General Information about the bank1 
 
I. Name and address of the bank 

Deutsche Handelsbank AG  
Elsenheimerstr. 41 
80687 München / Germany  

Headquarters: Munich 

IŜǊŜƛƴŀŦǘŜǊ ǊŜŦŜǊǊŜŘ ǘƻ ŀǎ ǘƘŜ ά.ŀƴƪέ 
 
Legally authorized representatives of the Bank: 
Management board: Daniel Kreis, Dr. Frank Schlaberg, Dr. Michael Eberhardt 
Supervisory board: Dr. Michael Riemenschneider 
 
II. Communication with the bank 

Telephone: +49 (0)89 244 157 - 200 
Telefax: +49 (0)89 244 157 - 999 

E-Mail: info@handelsbank.com 

The addresses having direct relevance to the business relationship will be communicated separately by the Bank, as well as other Communication addresses. 

 
III. Competent Supervisory Authority  

Bundesanstalt für Finanzdienstleistungen  (BaFin), Graurheindorfer Strasse 108, 53117 Bonn und 
Marie-Curie-Strasse 24-28, 60439 Frankfurt am Main  
BaFin registration number: 117974 

 
IV. Entry in the trade registry 

District Court Munich HRB 183219 

 
V. Language of contract 

The authoritative language for this contract relationship and the communication with the customer for the duration of the contract is German. 
VI. Additional information  
 
Sales tax identification number DE207957940 
 
Bank code (BLZ)   700 111 10  
 
Bank Identifier Code (BIC)  DEKTDE7GXXX  

 

                                                      
1  Änderungen der allgemeinen Informationen zur Bank ergeben sich aus unserer Geschäftskorrespondenz oder dem Kontoauszug.   
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Place of jurisdiction  
Lƴ ŀŎŎƻǊŘŀƴŎŜ ǿƛǘƘ {ŜŎǘƛƻƴ с ǇŀǊŀƎǊŀǇƘ м ƻŦ ǘƘŜ άDŜƴŜǊŀƭ .ǳǎƛƴŜǎǎ ¢ŜǊƳǎέΣ DŜǊƳŀƴ ƭŀǿ ƛǎ ŀǇǇƭƛŎŀōƭŜ ǘƻ ǘƘŜ ŎƻƴŎƭǳǎƛƻƴ ƻŦ ǘƘŜ Ŏontract and the 
entire business relationship between the customer and the Bank. There is no contractual place of jurisdiction clause.  

 
Notice concerning the existence of the legal deposit guarantee  
The Bank is a member of the German banks´ compensation scheme (EdB). Deposits are thus guaranteed up to an amount of 100.000 Euros as 
well as liabilities from transactions in securities with 90%, at a maximum the equivalent of 20.000 Euros.  
You can find further information on the Internet page of the German banks´ compensation scheme.  

 
Conclusion of the contract  
Provided no deviating agreements exist, a contract is concluded if the Bank accepts the written application of the customer. Prior to the 
conclusion of the contract utilization of the account is not possible.  

 
Prices and services  
The authorization for online banking (PIN/TAN procedure) is free of charge. Fees for additional services (for example transaction payments) are 
listed in the price and service index. Modifications of fees during the period of the contract are carried out according to the specifications in No. 
мн ƻŦ ǘƘŜ άDŜƴŜǊŀƭ .ǳǎƛƴŜǎǎ ¢ŜǊƳǎέΦ ¢ƘŜ ǊŜǎǇŜŎǘƛǾŜƭȅ ǾŀƭƛŘ ǇǊƛŎŜ ŀƴŘ ǎŜǊǾƛŎŜ ƛƴŘŜȄ ƛǎ ŀǾŀƛƭŀōƭŜ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊ ǳƴŘŜǊ 
www.handelsbank.com/legal-notices  

 
Payment and fulfilment of the contract  
The accumulating fees for online transactions are debited to the current account over the account statement.  

 
Communication  
The communication from the Bank to customer takes place via the post box in the online banking in general. The customer foregoes receiving 
letter mail of documents and messages. Regarding statements and billing letter mail is sent only if the customer states this to be his wish. The 
costs for this service are listed on the price and service list.  
 
Contractual cancellation rules / Minimum duration of the contract  
¢ƘŜ ŎŀƴŎŜƭƭŀǘƛƻƴ ǊǳƭŜǎ ŀǊŜ ŘŜǘŜǊƳƛƴŜŘ ŦƻǊ ǘƘŜ ŎǳǎǘƻƳŜǊ ŀƴŘ ǘƘŜ .ŀƴƪ ƛƴ bƻΦ му ŀƴŘ мф ƻŦ ǘƘŜ άDŜƴŜǊŀƭ ¢ŜǊƳǎ ϧ /ƻƴŘƛǘƛƻƴǎέΦ ¢ƘŜre is no minimum 
duration.  
 
Other rights and obligations of the Bank and customer  
¢ƘŜ ōŀǎƛŎ ǊǳƭŜǎ ŦƻǊ ǘƘŜ ŜƴǘƛǊŜ ōǳǎƛƴŜǎǎ ǊŜƭŀǘƛƻƴǎƘƛǇ ōŜǘǿŜŜƴ ǘƘŜ .ŀƴƪ ŀƴŘ ŎǳǎǘƻƳŜǊ ŀǊŜ ŘŜǎŎǊƛōŜŘ ƛƴ ǘƘŜ άDŜƴŜǊŀƭ ¢ŜǊƳǎ ϧ /ƻƴŘƛǘƛƻƴǎέ ƻŦ ǘƘŜ .ŀƴƪΦ 
Further, the enclosed special conditions, which contain deviaǘƛƻƴǎ ƻǊ ǎǳǇǇƭŜƳŜƴǘŀǘƛƻƴǎ ǘƻ ǘƘŜǎŜ άDŜƴŜǊŀƭ ¢ŜǊƳǎ ŀƴŘ /ƻƴŘƛǘƛƻƴǎέ ŀǇǇƭȅ.  
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A) Prices for services in standardized business transactions with corporate customers (account processing, 
credit business, provision of information, guaranty commission, electronic banking) 

 
Product/Service Price (plus VAT) 

Account Business Active2  

Account management fee 9.90 EUR per month 

Accounting entry per standard transaction 0.07 EUR per transaction 

Return direct debit to receiver of payment 2.00 EUR plus third party fees 

Provision of account statements in the online banking postbox (PDF format) Free of charge 

Interest, provision, and other price calculations by the Bank  Free of charge  

Registration fee for customers registered in Germany 30.00 EUR per transaction 

Registration fee for customers registered abroad 99.00 EUR per transaction 

  

Account Business Individual3  

Account management fee Individual Agreement 

Accounting entry per standard transaction Individual Agreement 

Return direct debit to receiver of payment Individual Agreement 

Provision of account statements in the online banking postbox (PDF format) Free of charge 

Interest, provision, and other price calculations by the Bank  Free of charge  

Registration fee for customers registered in Germany or abroad Individual Agreement 

  

Credit interest (valid for all account types)  

Interest paid on credit balances demand deposits  no interest  

  

Financing – Standard services  

Interest for agreed demands and claims (debit interest)1  10.00 % p.a.  

Return direct debit to receiver of payment1  14.00 % p.a.  

  

Financing – Special services  

Bank inquiry (Obtain / grant) 
- Domestic bank inquiry  
- Foreign bank inquiry  

 
20.00 EUR plus third party fees  
Dependent upon work involved plus third party fees  

Confirmation of interest  
- for overdraft 
- for other loans 

 
Dependent upon work involved; at least 25.00 EUR 
Dependent upon work involved; at least 5.00 EUR 

  

Financing – Aval  

Registration fee 50.00 EUR per transaction 

Commission per aval Individual Agreement 

Modifications 50.00 EUR per transaction 

  

 

 

  

                                                      
2 For companies in the merchandise trade, industry, trade, services and travel sector. Not for companies in the content, financial services and payment service provider sector. 
3 For companies in the content, financial services, payment service provider sector. Not for companies in the merchandise trade, industry, trade, services and travel sector. 
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Product/Services Price (plus VAT) 

Other prices within account processing  

Creation and issuance of duplicate statements  4.95 EUR each statement byPDF; possibly plus shipping 
fees 

Confirmation of balance (to customer specification) Dependent upon work involved; at least 25.00 EUR 

Schedule of income (to customer specification) Dependent upon work involved; at least 25.00 EUR 

Payment confirmation (to customer specification) Dependent upon work involved; at least 25.00 EUR 

Other confirmation (to customer specification) Dependent upon work involved; at least 25.00 EUR 

Account blockage attributable to customer  20.00 EUR 

Seizing order or transfer blockage  50.00 EUR 

Justified account blockage attributable to the Bank  50.00 EUR 

Inspection of trade register by the Bank  
- by online access 
- no online access available; paper-based transaction 
 
(in responsibility by the customer and/or required by the customer) 

 
5.00 EUR plus third party fees  
Dependent upon work involved; at least 19.90 EUR  
plus third party fees  
 

Inquiry beneficial owners of customers registered in Germany  
(in responsibility by the customer and/or required by the customer) 

10.00 EUR plus third party fees 

Inquiry beneficial owners of customers registered abroad  
(in responsibility by the customer and/or required by the customer)  

19.90 EUR plus third party fees 

Asset processing  
(Unless extraordinary measures in the processing of the estate are required or 
empowered by the heirs) 

20.00 EUR; possibly plus shipping fees and expenses 

Address inquiry  50.00 EUR 

Hourly rate for individual processing, flat rate  80.00 EUR 

  

Electronic Banking „SWIFT-Connection“  

Registration fee as of 5.000 EUR  

Shipping account statements MT940 
- by SWIFT FileAct 
- by SWIFT FIN 
 

 
as of 330.00 EUR per month 
Individual Agreement (currently not yet technically 
available) 

Accounting entry for standard transaction  Dependent upon the type of account 

  

Electronic Banking with EBICS  

Registration fee 75.00 EUR per user 

Basic fee 8.50 EUR per month 

Modifications 20.00 EUR per transaction 

  

Electronic Banking „Service data centers (e.g. DATEV eG)”  

Basic fee, each account 8.50 EUR per month 

Release of payment orders by the signed data carriers accompanying note (paper-
based/scan/fax) 

5.00 EUR each data carriers accompanying note 

  

Other Electronic Banking services  

Regeneration of access data for online banking or TAN numbers (in responsibility by 
the customer)  

5.00 EUR per transaction  

Special shipping of access data or TAN numbers for online banking  
(e.g. by e-mail, express shipping / courier) 

49.00 EUR plus shipping fees 
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B) Features and Prices in relation to the use of payments services (cash payments or receipts, bank 
transfers, direct debits and card payments) and cheque transactions with corporate customers 

I. Bank transfers and direct debits 

 
Product/Services Price (plus VAT) 

SEPA payment transactions  

New device / modification / deletion of SEPA standing orders 
- by Electronic-Banking 
- paper-based 

 
Free of charge  
4.90 EUR per transaction 

New device / modification / deletion of SEPA Direct Debit Mandate 
- paper-based 

 
4.90 EUR per transaction 

SEPA payment orders with IBAN and BIC in EUR (receipt or outgoing payments) 
Accounting entry for standard transaction dependent 
upon the type of account 

  

TARGET2 payment transactions  

TARGET2 incoming payments with fees transfer SHA oder BEN  
- up to 2.500 EUR 
- 2.500 - 12.500 EUR 
- more than 12.500 EUR 

 
  5.50 EUR 
12.50 EUR 
0.15%, at least 20.00 EUR; maximum 100,00 EUR 

TARGET2 outgoing payments 
- with fees transfer SHA oder BEN  
- with fees transfer OUR 

 
0.15%, at least 20.00 EUR 
plus 30.00 EUR third party fees 

  

International payment transactions (SWIFT)  

SWIFT incoming payments with fees transfer SHA oder BEN 
- up to 2.500 EUR 
- 2.500 - 12.500 EUR 
- more than 12.500 EUR 

 
  5.50 EUR 
12.50 EUR 
0.15%, at least 20.00 EUR; maximum 100.00 EUR 

SWIFT outgoing payments 
- with fees transfer SHA oder BEN  
- with fees transfer OUR 

 
0.15%, at least 20.00 EUR 
plus 30.00 EUR third party fees 

  

Other prices within payment transactions  

Paper-based order (postal/scan/fax) 
- by formal order with standard form of the Bank 
- by informal order 

 
4.90 EUR per document 
plus 5.00 EUR per document 

Fee of notification over the justified refusal / non-execution of a payment order 
(direct debit / transfer) 

3.00 EUR per notification 

Orders with the customer's instructions for an urgent inquiry (e.g. "Urgent", "Prio", 
"URGP", "SDVA", or similar identification) 

10.00 EUR additional to the standard fees 

Cancellation of a transfer, outgoing / Effort of the Bank to the replacement of a 
transfer instruction with incorrect specification of the customer identifier of the 
payee 
- domestic transfers  
- international transfers 

 
 
 
19.90 EUR 
75.00 EUR 

Cancellation of a transfer, incoming 19.90 EUR per transfer 

Investigations / returns due to incomplete or unclear information 30.00 EUR 

Fee of repair for paper-based orders, which can not be processed automatically (e.g. 
ƴƻ ǾŀƭƛŘ L.!b ŀƴŘ κ ƻǊ .L/ ǿŀǎ ǇǊƻǾƛŘŜŘύ κ bƻ α{ǘǊŀƛƎƘǘ ¢ƘǊƻǳƎƘ tǊƻŎŜǎǎƛƴƎά ǇŀȅƳŜƴǘ 
orders 

10.00 EUR per transaction; plus third party fees 

Inquiries and investigations into the whereabouts of the transfer amount  
- domestic transfers  
- international transfers  
 
(will only be charged if not in responsibility by the Bank) 

 
 
19.90 EUR 
Dependent upon work involved; at least 30.00 EUR, 
maximum 100.00 EUR 
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II. Custody fee (for all account models) 

As long as the business accounts of the account holder have a credit balance, the bank holds this credit on behalf of the account holder. The 
bank may charge a custody fee for the assets in accordance with the provisions below. To the extent that a fee has been agreed for the account 
management, this shall remain unaffected by the custody charge. If the business account is overdrawn, the account holder can not derive any 
claims against the bank from this. 

The bank will grant each account holder a free allowance of EUR 500,000.00. The fee is charged for credit balances. The fee is variable and is 
calculated as follows: The reference rate is the interest rate of the Eurosystem for the Monetary Deposit Facility. This interest rate is variable. 
If the reference rate is less than zero, the bank requires a fee as a percentage p.a. based on the credit balance. This percentage is determined 
by the respective current level of the reference rate: this value is multiplied by -1. If the reference rate rises to or above zero, no fee will be 
charged. The account holder can not derive any claims from this. Any contractual interest claims on the part of the account holder remain 
unaffected. 

The respective level of the reference interest rate can be queried via the Bundesbank website www.bundesbank.de. Changes in the amount 
of the custody fee will be effective upon the announcement of any changes in the aforementioned interest rate on the aforementioned website 
of Bundesbank. 

Payment of the custody fee shall be made by debiting the account for which the custody fee is due. Billing and payment are made monthly at 
the end of the billing period. The balances are determined on the basis of end of day balance.  The end of day balance includes all account 
movements up to the end of the respective day according to the regulations on the value date. 

The month is expected to be 30 days and the year to 360 days. If the bank temporarily waives all or part of the collection of the custody fee, 
this does not constitute a claim for such a waiver in the future either. 

 

III. Additional Conditions 
 

(1) The statement of accounts is issued at the end of the month. 

(2) The value date takes place on the day of payment receipt by the Bank. 

(3) The Bank has opted for VAT; for our German customers, the fees and conditions are understood to be subject to the current legal VAT rate 
of 19% 

(4) Acceptance and execution terms: 

The term of acceptance for payment orders is set at 2.30 pm for all filing methods (online banking, HBCI, EBICS, paper-based, non-paper 
based).  

Payment orders that are received by the Bank after the term of acceptance are processed on the same day where possible; however there 
is no guarantee. In the alternative payment orders that are received after the term of acceptance will be processed on the following business 
day. 

The bŀƴƪ ƛǎ ƻōƭƛƎŜŘ ǘƻ ŜƴǎǳǊŜ ǘƘŀǘ ǘƘŜ ǇŀȅƳŜƴǘ ǊŜŎƛǇƛŜƴǘΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǊŜŎŜƛǾŜǎ ǘƘŜ ǘǊŀƴǎŦŜǊ ŀǎ ŦƻƭƭƻǿǎΥ 

 

Transfer area Type of transfer Currency Execution period 

Transfers within Germany and in 
other countries of the European 
Economic Area 

Non-paper based 
 

EUR Max. 1 business day 

Transfers within Germany and in 
other countries of the European 
Economic Area 

Paper-based EUR Max. 2 business days 

Transfers within Germany and in 
other countries of the European 
Economic Area 

Non-paper based 
 

EEA currency Max. 4 business days 

Transfers within Germany and in 
other countries of the European 
Economic Area 

Paper-based EEA currency Max. 5 business days 

Transfers within Germany, in other 
countries of the European Economic 
Area and in third countries 

Non-paper and paper based Third countries currency As soon as possible 

 

(5) Bank business days for transactions: 

Business days are those days on which the payment service providers involved in the execution of a payment maintain the business 
operations required for the execution of payments. The Bank maintains the business operations required for the execution of payments on 
all business days with the exception of 

- Saturdays 
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- 24th and 31st December 

- Regional holidays (e.g. Holy Three Kings, Corpus Christi, Holy Assumption, Reformation Day) 

- .ǳǎƛƴŜǎǎ Řŀȅǎ ƻƴ ǿƘƛŎƘ ǘƘŜ ōŀƴƪΩǎ ŀŎŎƻǳƴǘ-holding branch is closed due to regional special occasions (e.g. carnival) 

(6) Transactions are considered to be transfers, direct debits and the processing of standing orders. 

(7) Fees for international payment transactions: 

Outgoing payments:  

The payer pays the charges of his bank (= Share transfer), unless there are other agreements. 

The following arrangements are possible: 

 

Instruction key Description 

SHARE (SHA) The payer pays the fees of his bank and the recipient will pay the remaining charges. 

BEN The recipient pays all charges (The fee that brought by Deutsche Handelsbank AG in deduction is equal to the 
fee of a Share transfer.). 

OUR The payer pays all charges of his bank plus a foreign fee. 

 

Incoming payments: 

Who has to pay the charges payable for the execution of the transfer is determined by the charging scheme between the payer and the 
bank. 

The following arrangements are possible: 

 

Instruction key Description 

OUR The payer pays all fees. 

SHARE (SHA) The payer pays all charges of his bank and the recipient pays the remaining charges. 

BEN The recipient pays all fees. 

 

Notes: 

With a SHARE (SHA) transfer charges may already have been deducted by an intermediary bank from the transfer amount. 

With a BEN transfer charges may already have been deducted from any upstream bank (over-looking or financial institution intermediary) 
from the transfer amount. 

Deutsche Handelsbank AG may deduct their charges before issuing the credit of the transmitted amount of the transfer. In this case, 
Deutsche Handelsbank AG will report the full amount of the transfer and their charges separately. 

(8) Exchange rates for foreign currency transactions: 

The Bank expects customer transactions in foreign currencies at the transfer of funds and the other buying and selling foreign currency, 
unless otherwise agreed, from the 1.30pm of each trading day determined by their rates of international foreign exchange market. 

The buying and selling of foreign currencies which the Bank as part of the normal course is no longer possible to the settlement date, the 
bank settles at the exchange rate of the next billing date. 

The bid and offer prices the Bank determines in its reasonable discretion (§ 315 BGB) and publish it on your web pages. These rates are valid 
only for orders with standard value date; for contracts with non-standard currencies may apply different rates; the Bank determined this 
also in its reasonable discretion (§ 315 BGB). 
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Basic Rules Governing the Relationship between the 
Customer and the Bank 
 
1 Scope of application and amendments of these Business 

Conditions and the Special Conditions for particular business 
relations 

 
1.1 Scope of application 

The General Business Conditions govern the entire business 
relationship between the customer and the domestic offices of the 
Bank. In addition, particular business relations (securities 
transactions, payment services and savings accounts, for example) 
are governed by Special Conditions, which contain deviations from, or 
additions to, these General Business Conditions; they are agreed with 
the customer when the account is opened or an order is given. If the 
customer also maintains business relations with foreign offices, the 
.ŀƴƪΩǎ ƭƛŜƴ όbƻΦ мп ƻŦ ǘƘŜǎŜ .ǳǎƛƴŜǎǎ /ƻƴŘƛǘƛƻƴǎύ ŀƭǎƻ ǎŜŎǳǊŜǎ ǘƘŜ 
claims of such foreign offices. 

 
1.2 Amendments 

Any amendments of these Business Conditions and the Special 
Conditions shall be offered to the customer in text form no later than 
two months be- fore their proposed date of entry into force. If the 
customer has agreed an electronic communication channel (e.g. 
online banking) with the Bank within the framework of the business 
relationship, the amendments may also be offered through this 
channel. The customer may indicate either approval or disapproval of 
the amendments before their proposed date of entry into force. The 
amendments shall be deemed to have been approved by the 
customer, unless the customer has indicated disapproval before their 
proposed date of entry into force. The Bank shall expressly draw the 
ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ŎƻƴǎŜǉǳŜƴǘ ŀǇǇǊƻǾŀƭ ƛƴ ƛǘǎ ƻŦŦŜǊΦ 

If the customer is offered amendments of conditions governing 
payment services (e.g. conditions for credit transfers), the customer 
may also terminate the payment services framework contract free of 
charge with immediate effect before the proposed date of entry into 
force of the amendments. The Bank shall expressly draw the 
ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ǊƛƎƘǘ ƻŦ ǘŜǊƳƛƴŀǘƛƻƴ ƛƴ ƛǘǎ ƻŦŦŜǊΦ 

 
2 Banking secrecy and disclosure of banking affairs 

 
2.1 Banking secrecy 

The Bank has the duty to maintain secrecy about any customer-
related facts and evaluations of which it may have knowledge 
(banking secrecy). The Bank may only disclose information concerning 
the customer if it is legally required to do so or if the customer has 
consented thereto or if the Bank is authorized to disclose banking 
affairs. 

 
2.2 Disclosure of banking affairs 

Any disclosure of details of banking affairs comprises statements and 
comments of a general nature concerning the economic status, the 
credit- worthiness and solvency of the customer; no information shall 
be disclosed as to amounts of balances of accounts, of savings 
deposits, of securities deposits or of other assets entrusted to the 
Bank or as to amounts drawn under a credit facility. 

 
2.3 Prerequisites for the disclosure of banking affairs 

The Bank shall be entitled to disclose banking affairs concerning legal 
entities and on businesspersons registered in the Commercial 
Register, pro- vided that the inquiry relates to their business 
activities. The Bank shall not, however, disclose any information if it 
has received instructions to the contrary from the customer. Details 
of banking affairs concerning other persons, in particular retail 

customers and associations, shall be disclosed by the Bank only if such 
persons have expressly agreed thereto, either generally or in an 
individual case. Details of banking affairs shall be disclosed only if the 
requesting party has substantiated its justified interest in the in- 
formation requested and there is no reason to assume that the 
disclosure of such information would be contrary to the cusǘƻƳŜǊΩǎ 
legitimate concerns. 

 
2.4 Recipients of disclosed banking affairs 

The Bank shall disclose details of banking affairs only to its own 
customers as well as to other credit institutions for their own 
purposes or those of their customers. 

 
3 Liability of the Bank; contributory negligence of the customer 

  
3.1 Principles of liability  

In performing its obligations, the Bank shall be liable for any 
negligence on the part of its staff and of those persons whom it may 
call in for the performance of its obligations. If the Special Conditions 
for particular business relations or other agreements contain 
provisions inconsistent herewith, such provisions shall prevail. In the 
event that the customer has contributed to the occurrence of the loss 
by any own fault (e.g. by violating the duties to cooperate as 
mentioned in No. 11 of these Business Conditions), the principles of 
contributory negligence shall determine the extent to which the Bank 
and the customer shall have to bear the loss.  

 
3.2 Orders passed on to third parties  

If the contents of an order are such that the Bank typically entrusts a 
third party with its further execution, the Bank performs the order by 
passing it on to the third party in its own name (order passed on to a 
third party). This applies, for example, to obtaining information on 
banking affairs from other credit institutions or to the custody and 
administration of securities in other countries. In such cases, the 
liability of the Bank shall be limited to the careful selection and 
instruction of the third party.  

 
3.3 Disturbance of business  

The Bank shall not be liable for any losses caused by force majeure, 
riot, war or natural events or due to other occurrences for which the 
Bank is not responsible (e.g. strike, lock-out, traffic hold-ups, 
administrative acts of domestic or foreign high authorities).  

 
4 Set-off limitations on the part of the customer who is 

not a consumer 

A non-consumer customer may only set off claims against those of the 
.ŀƴƪ ƛŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎƭŀƛƳǎ ŀǊŜ ǳƴŘƛǎǇǳǘŜŘ ƻǊ ƘŀǾŜ ōŜŜƴ ŎƻƴŦƛǊƳŜŘ 
by a final court decision. This set-off limitation shall not apply to any 
claim for which offsetting is invoked by the client that has its legal 
basis in a loan or financial support pursuant to Sections 513 and 491-
512 of the German Civil Code [BGB]. 

 
5  Right of disposal upon the death of the customer  

Upon the death of the customer, any person who approaches the 
.ŀƴƪ ŎƭŀƛƳƛƴƎ ǘƻ ōŜ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƭŜƎŀƭ ǎǳŎŎŜǎǎƻǊ ǎƘŀƭƭ ōŜ ǊŜǉǳƛǊŜŘ 
to furnish suitable proof to the Bank of their entitlement under 
inheritance law. If an If an official or certified copy of the 
testamentary disposition (last will or contract of inheritance) together 
with the relevant record of probate proceedings is presented to the 
Bank, the Bank may consider any person designated therein as heir or 
executor as the entitled person, allow this person to dispose of any 
assets and, in particular, make payment or delivery to this person, 
thereby discharging its obligations. This shall not apply if the Bank is 
aware that the person designated therein is not entitled to dispose 
(e.g. following challenge or invalidity of the will) or if this has not 
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come to the knowledge of the Bank due to its own negligence. 

 
6  Applicable law and place of jurisdiction for customers who are 

companies or public entities  

 
6.1 Applicability of German law  

German law shall apply to the business relationship between the 
customer and the Bank.  

 
6.2 Place of jurisdiction for domestic customers  

If the customer is a businessperson and if the business relation in 
dispute is attributable to the conducting of such busƛƴŜǎǎǇŜǊǎƻƴΩǎ 
trade, the Bank may sue such customer before the court having 
jurisdiction for the Bank office keeping the account or before any 
other competent court; the same applies to legal entities under public 
law and separate funds under public law. The Bank itself may be sued 
by such customers only before the court having jurisdiction for the 
bank office keeping the account. 

 
6.3 Place of jurisdiction for foreign customers  

The agreement upon the place of jurisdiction shall also apply to 
customers who conduct a comparable trade or business abroad and 
to foreign institutions which are comparable with domestic legal 
entities under public law or a domestic separate fund under public 
law. 

 

Keeping of Accounts 
 
7 Periodic balance statements for current accounts  

 
7.1 Issue of periodic balance statements  

Unless otherwise agreed, the Bank shall issue a periodic balance 
statement for a current account at the end of each calendar quarter, 
thereby clearing the claims accrued by both parties during this period 
(including interest and charges imposed by the Bank). The Bank may 
charge interest on the balance arising therefrom in accordance with 
No. 12 of these Business Conditions or any other agreements entered 
into with the customer.  

 
7.2 Time allowed for objections; approval by silence  

Any objections a customer may have concerning the incorrectness or 
in- completeness of a periodic balance statement must be raised not 
later than six weeks after its receipt; if the objections are made in text 
form, it is sufficient to dispatch these within the period of six weeks. 
Failure to make objections in due time shall be considered as 
approval. When issuing the periodic balance statement, the Bank shall 
ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ŎƻƴǎŜǉǳŜƴŎŜΦ ¢ƘŜ 
customer may demand a correction of the periodic balance statement 
even after expiry of this period, but must then prove that the account 
was either wrongly debited or mistakenly not credited.  

 
8 Reverse entries and correction entries made by the Bank  

 
8.1 Prior to issuing a periodic balance statement  

Incorrect credit entries on current accounts (e.g. due to a wrong 
account number) may be reversed by the Bank through a debit entry 
prior to the issue of the next periodic balance statement to the extent 
that the Bank has a repayment claim against the customer (reverse 
entry); in this case, the customer may not object to the debit entry on 
the grounds that a disposal of an amount equivalent to the credit 

                                                      
4 Bank working days are all working days except Saturdays, 24 December and 31 

December.   

entry has already been made.  

 
8.2 After issuing a periodic balance statement  

If the Bank ascertains an incorrect credit entry after a periodic balance 
statement has been issued and if the Bank has a repayment claim 
against the customer, it shall debit the account of the customer with 
the amount of its claim (correction entry). If the customer objects to 
the correction entry, the Bank shall re-credit the account with the 
amount in dispute and assert its repayment claim separately.  
 
8.3 Notification to the customer; calculation of interest  

The Bank shall immediately notify the customer of any reverse entries 
and correction entries made. With respect to the calculation of 
interest, the Bank shall effect the entries retroactively as of the day 
on which the in-correct entry was made. 

 
9 Collection orders  

 
9.1 Conditional credit entries effected upon presentation of 

documents  

If the Bank credits the counter value of cheques and direct debits 
prior to their payment, this is done on condition of payment, even if 
these items are payable at the Bank itself. If the customer surrenders 
other items, instructing the Bank to collect an amount due from a 
debtor (e.g. interest coupons), and if the Bank effects a credit entry 
for such amount, this is done under the reserve that the Bank shall 
obtain the amount. This reserve shall also apply if the cheques, direct 
debits and other items are payable at the Bank itself. If cheques or 
direct debits are not paid or if the Bank does not obtain the amount 
under the collection order, the Bank shall cancel the conditional credit 
entry regardless of whether or not a periodic balance statement has 
been issued in the meantime.  

 
9.2 Payment of direct debits and of cheques made out by the 

customer  

Direct debits and cheques shall be deemed to have been paid, unless 
the debit entry is cancelled prior to the end of the second bank 
working day4 - in the case of SEPA business-to-business (B2B) direct 
debits, prior to the end of the third bank working day - after it was 
made. Cheques payable in cash shall be deemed to have been paid 
once their amount has been paid to the presenting party. Cheques 
shall also be deemed to have been paid as soon as the Bank 
dispatches an advice of payment. Cheques presented through the 
clearing of paid, unless they are returned by the time stipulated by 
the Bundesbank.  

 
10 Foreign currency transactions and risks inherent in foreign 

currency accounts  

 
10.1 Execution of orders relating to foreign currency accounts  

Foreign currency accounts of the customer serve to effect the 
cashless settlement of payments to and disposals by the customer in 
foreign currency. Disposals of credit balances on foreign currency 
accounts (e.g. by means of credit transfers to the debit of the foreign 
currency credit balance) are settled through or by banks in the home 
country of the currency, unless the Bank executes them entirely 
within its own organization.  

 
10.2 Credit entries for foreign currency transactions with the 

Customer  

If the Bank concludes a transaction with the customer (e.g. a forward 
ex- change transaction) under which it owes the provision of an 
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amount in a foreign currency, it shall discharge its foreign currency 
obligation by crediting the account of the customer in the respective 
currency, unless otherwise agreed.  

 
10.3 Temporary limitation of performance by the Bank  

¢ƘŜ .ŀƴƪΩǎ Řǳǘȅ ǘƻ ŜȄŜŎǳǘŜ ŀ ŘƛǎǇƻǎŀƭ ƻǊŘŜǊ ǘƻ ǘƘŜ ŘŜōƛǘ ƻŦ ŀ ŦƻǊŜƛƎƴ 
currency credit balance (10.1) or to discharge a foreign currency 
obligation (10.2) shall be suspended to the extent that and for as long 
as the Bank cannot or can only restrictedly dispose of the currency in 
which the foreign currency credit balance or the obligation is 
denominated, due to political measures or events in the country of 
the respective currency. To the extent that and for as long as such 
measures or events persist, the Bank is not obligated either to 
perform at some other place outside the country of the respective 
currency, in some other currency (including Euros) or by providing 
cŀǎƘΦ IƻǿŜǾŜǊΣ ǘƘŜ .ŀƴƪΩǎ Řǳǘȅ ǘƻ ŜȄŜŎǳǘŜ ŀ ŘƛǎǇƻǎŀƭ ƻǊŘŜǊ ǘƻ ǘƘŜ 
debit of a foreign currency credit balance shall not be suspended if 
the Bank can execute it entirely within its own organization. The right 
of the customer and of the Bank to set off mutual claims due in the 
same currency against each other shall not be affected by the above 
provisions.  

 
10.4 Exchange rate  

The exchange rate for foreign currency transactions shall be 
ŘŜǘŜǊƳƛƴŜŘ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und 
Leistungsverzeichnis). Payment services hall be governed in addition 
by the payment services framework contract. 

 
11 Duties of the customer to cooperate  

 
11.1 Notification of changes  

A proper settlement of business requires that the customer notify the 
Bank without ŘŜƭŀȅ ƻŦ ŀƴȅ ŎƘŀƴƎŜǎ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƴŀƳŜ ŀƴŘ 
address, as well as the termination of, or amendment to, any powers 
of representation towards the Bank conferred to any person (in 
particular, a power of attorney). This notification duty also exists 
where the powers of representation are recorded in a public register 
(e.g. the Commercial Register) and any termination thereof or any 
amendments thereto are entered in that register. Additional 
statutory notification requirements, resulting from the German 
Money Laundering Act (Geldwäschegesetz) in particular, may apply.  

 
11.2 Clarity of orders  

Orders must unequivocally show their contents. Orders that are not 
worded clearly may lead to queries, which may result in delays. In 
particular, when giving orders, the customer must ensure that the 
information the customer provides, particularly the domestic account 
number and bank code ƴǳƳōŜǊ όά.ŀƴƪƭŜƛǘȊŀƘƭέύ ƻǊ L.!b5 and BIC6 and 
the currency, are complete and correct. Amendments, confirmations 
or repetitions of orders must be designated as such.  

 
11.3 Special reference to urgency in connection with the execution 

of an order  

If the customer feels that an order requires particularly prompt 
execution, the customer shall notify the Bank of this fact separately. 
For orders issued on a printed form, this must be done separately 
from the form.  

 
11.4 Examination of, and objections to, notification received from 

the Bank  

The customer must immediately examine account statements, 
securities contract notes, statements of securities holdings and 
earnings, other statements, advices of execution of orders, as well as 

                                                      
5 International Bank Account Number   

information on expected payments and consignments (advices), as to 
their correctness and completeness and immediately raise any 
objections relating thereto.  

 
11.5 Notice to the Bank in case of non-receipt of statements  

The customer must notify the Bank immediately if periodic balance 
statements and statements of securities holdings are not received. 
The duty to notify the Bank also exists if other advices expected by 
the customer are not received (e.g. securities contract notes, account 
statements after execution of customer orders or regarding payments 
expected by the customer). 

 

Cost of Bank Services 
 
12 Interest, charges and out-of-pocket expenses  

 
12.1 Interest and charges for private banking  

The amount of interest and charges for the customary services which 
the Bank provides to consumers, including the amount of any 
payments in addition to the remuneration agreed for the principal 
ǎŜǊǾƛŎŜΣ ƛǎ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ άtǊƛŎŜ 5ƛǎǇƭŀȅ ς Standard rates for retail 
ōŀƴƪƛƴƎέ (Preisaushang ς Regelsätze im standardisierten 
Privatkundengeschäft) and the ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und 
Leistungsverzeichnis). If a customer makes use of a service included 
therein, and unless otherwise agreed between the Bank and the 
customer, the interest and charges stated in the then valid Price 
Display or List of Prices and Services are applicable. Any agreement 
that concerns a payment made by the consumer in addition to the 
remuneration agreed for the principal service must be expressly 
concluded by the Bank with the consumer, even if such payment is 
stated in the Price Display or the List of Prices and Services. Unless 
otherwise agreed, the charges for any services not included in the 
Price Display or the List of Prices and Services which are provided 
following the instructions of the customer and which can, in the given 
circumstances, only be expected to be provided against 
remuneration, shall be governed by the relevant statutory provisions.  

 
12.2 Interest and charges other than for private banking  

The amount of interest and charges for the customary banking 
services which the Bank provides to customers who are not 
ŎƻƴǎǳƳŜǊǎ ƛǎ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ άtǊƛŎŜ 5ƛǎǇƭŀȅ ς Standard rates for retail 
ōŀƴƪƛƴƎέόtǊŜƛǎŀǳǎƘŀƴƎ ς Regelsätze im standardisierten 
PrivatkundengeschäŦǘύ ŀƴŘ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und 
Leistungsverzeichnis), provided that the Price Display and the List of 
Prices and Services include customary banking services to customers 
who are not consumers (e.g. business customers). If a customer who 
is not a consumer makes use of a service included therein, and unless 
otherwise agreed between the Bank and the customer, the interest 
and charges stated in the then valid Price Display or List of Prices and 
Services are applicable. Otherwise, in the absence of any other 
agreement or conflict with statutory provisions, the Bank shall 
determine the amount of interest and charges at its reasonable 
discretion (Section 315 of the German Civil Code (Bürgerliches 
Gesetzbuch ς BGB)).  

 
12.3 Non-chargeable service  

The Bank shall not charge for any service which it is required to 
provide by law or pursuant to a contractual accessory obligation or 
which it performs in its own interest, unless such charge is legally 
permissible and levied in accordance with the relevant statutory 
provisions.  

 

6 Bank Identifier Code   
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12.4 Changes in interest rates; right of termination by the 
customer in the event of an increase  

In the case of variable interest rate loans, the interest rate shall be 
adjusted in accordance with the terms of the respective loan 
agreement. The Bank shall notify the customer of any interest rate 
adjustments. If the interest rate is increased, the customer may, 
unless otherwise agreed, terminate the loan agreement affected 
thereby with immediate effect within six weeks from notification of 
the change. If the customer terminates the loan agreement, any such 
increased interest rate shall not be applied to the terminated loan 
agreement. The Bank shall allow a reasonable period of time for 
settlement.  

 
12.5 Changes in charges for services typically used on a permanent 

basis  

Changes in charges for banking services which are typically used by 
customers within the framework of the business relationship on a 
permanent basis (e.g. account/securities account management) shall 
be offered to the customer in text form no later than two months 
before their proposed date of entry into force. If the customer has 
agreed an electronic communication channel (e.g. online banking) 
with the Bank within the framework of the business relationship, the 
changes may also be offered through this channel. The customer may 
indicate approval or disapproval of the changes before their proposed 
date of entry into force. The changes shall be deemed to have been 
approved by the customer, unless the customer has indicated 
disapproval before their pro-posed date of entry into force. The Bank 
shall expressly draw the customŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ŎƻƴǎŜǉǳŜƴǘ 
approval in its offer. If the customer is offered the changes, the 
customer may also terminate the agreement affected by the changes 
free of charge with immediate effect before the proposed date of 
entry into force of the changes. The Bank shall expressly draw the 
ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ǊƛƎƘǘ ƻŦ ǘŜǊƳƛƴŀǘƛƻƴ ƛƴ ƛǘǎ ƻŦŦŜǊΦ LŦ ǘƘŜ 
customer terminates the agreement, the adjusted charge shall not be 
applied to the terminated agreement.  

The aforementioned arrangement shall only apply to consumers if the 
Bank intends to adjust the charges for principal services which are 
typically used by consumers within the framework of the business 
relationship on a permanent basis. Any agreement on the adjustment 
of a charge that concerns a payment made by the consumer in 
addition to the remuneration agreed for the principal service must be 
expressly concluded by the Bank with the consumer. 

 
12.6 Reimbursement of expenses  

Any entitlement by the Bank to reimbursement of expenses shall be 
governed by the applicable statutory provisions.  

 
12.7 Special arrangements for consumer loan agreements and 

payment services contracts with consumers for payments 
within the European Economic Area (EEA) in an EEA currency.  

The interest and costs (charges, out-of-pocket expenses) for 
consumer loan agreements and payment services contracts with 
consumers for payments within the European Economic Area (EEA)7 
in an EEA currency8 shall be determined by the relevant contractual 
arrangements and Special Conditions as well as the additional 
statutory provisions. Changes in charges for payment services 
framework contracts (e.g. current account agreements) shall be 
governed by paragraph 5.  

 

 

                                                      
7 Current EEA member countries: Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, 
Den-mark, Estonia, Finland, France (including French Guiana, Guadeloupe, Martinique, 
Mayotte, Reunion), Germany, Greece, Hungary, Iceland, Ireland, Italy, Latvia, Liechtenstein, 
Lithuania, Luxembourg, Malta, Netherlands, Norway, Poland, Portugal, Romania, Slovak 
Republic, Slovenia, Spain, Sweden, United Kingdom.   

Securities for the Bank’s Claims against the Customer 
 
13 Providing or increasing security  

 
13.1 Right of the Bank to request security  

The Bank may demand that the customer provide the usual forms of 
security for any claims that may arise from the banking relationship, 
even if such claims are conditional (e.g. indemnity for amounts paid 
under a guarantee issued on behalf of the customer). If the customer 
Ƙŀǎ ŀǎǎǳƳŜŘ ŀ ƭƛŀōƛƭƛǘȅ ŦƻǊ ŀƴƻǘƘŜǊ ŎǳǎǘƻƳŜǊΩǎ ƻōƭƛƎŀǘƛƻƴǎ ǘƻǿŀǊŘǎ ǘƘŜ 
Bank (e.g. as a surety), the Bank is, however, not entitled to demand 
that security be provided or increased for the debt resulting from such 
liability incurred before the maturity of the debt.  

 
13.2 Changes in the risk  

If the Bank, upon the creation of claims against the customer, has 
initially dispensed wholly or partly with demanding that security be 
provided or in-creased, it may nonetheless make such a demand at a 
later time, provided, however, that circumstances occur or become 
known which justify a higher risk assessment of the claims against the 
customer. This may, in particular, be the case if  

- the economic status of the customer has changed or threatens to 
change in a negative manner or 

- the value of the existing security has deteriorated or threatens to 
deteriorate.  

The Bank has no right to demand security if it has been expressly 
agreed that the customer either does not have to provide any security 
or must only provide that security which has been specified. For 
consumer loan agreements, the Bank is entitled to demand that 
security be provided or increased only to the extent that such security 
is mentioned in the loan agreement. When, however, the net loan 
amount exceeds EUR 75,000, the Bank may demand that security be 
provided or increased even if a consumer loan agreement or a general 
consumer loan agreement within the meaning of Section 491 (2) of 
the German Civil Code which is concluded, in the former case, before 
21 March 2016 and, in the latter case, from 21 March 2016 does not 
contain any or any exhaustive indications as to security.  
 

13.3 Setting a period of time for providing or increasing security  

The Bank shall allow a reasonable period of time for providing or 
increasing security. If the Bank intends to make use of its right of 
termination without notice according to No. 19 (3) of these Business 
Conditions should the customer fail to comply with the obligation to 
provide or increase security within such period, it shall draw the 
cuǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ŎƻƴǎŜǉǳŜƴŎŜ ōŜŦƻǊŜ ŘƻƛƴƎ ǎƻΦ 

 
14 Lien in favour of the Bank  

 
14.1 Agreement on the lien  

The customer and the Bank agree that the Bank acquires a lien on the 
securities and chattels which, within the scope of banking business, 
have come or may come into the possession of a domestic office of 
the Bank. The Bank also acquires a lien on any claims which the 
customer has or may in future have against the Bank arising from the 
banking relationship (e.g. credit balances).  

 
14.2 Secured claims  

The lien serves to secure all existing, future and contingent claims 
arising from the banking relationship which the Bank with all its 

8 EEA currencies at present: Bulgarian lew, Croatian kuna, Czech krona, Danish krone, euro, 
Hungarian forint, Icelandic krona, Lithuanian litas, Norwegian krone, Polish zloty, pound 
sterling, Romanian leu, Swedish krona, Swiss franc.   
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domestic and foreign offices is entitled to against the customer. If the 
ŎǳǎǘƻƳŜǊ Ƙŀǎ ŀǎǎǳƳŜŘ ƭƛŀōƛƭƛǘȅ ŦƻǊ ŀƴƻǘƘŜǊ ŎǳǎǘƻƳŜǊΩǎ ƻōƭƛƎŀǘƛƻƴǎ 
towards the Bank (e.g. as a surety), the lien shall not secure the debt 
resulting from the liability incurred before the maturity of the debt.  

 
14.3 Exemptions from the lien  

If funds or other assets come into the power of disposal of the Bank 
un- der the reserve that they may only be used for a specified purpose 
(e.g. deposit of cash for payment of a ōƛƭƭ ƻŦ ŜȄŎƘŀƴƎŜύΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŜƴ 
does not extend to these assets. The same applies to shares issued by 
the Bank itself (own shares) and to securities that the Bank keeps in 
ŎǳǎǘƻŘȅ ŀōǊƻŀŘ ŦƻǊ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘΦ aƻǊŜƻǾŜǊΣ ǘƘŜ ƭƛŜƴ 
extends neither to the profit-participation rights/profit-participation 
certificates (Genußrechte/Genußscheine) issued by the Bank itself 
ƴƻǊ ǘƻ ǘƘŜ .ŀƴƪΩǎ ǎŜŎǳǊƛǘƛǎŜŘ ŀƴŘ ƴƻƴ-securitised subordinated 
liabilities.  

 
14.4 Interest and dividend coupons  

LŦ ǎŜŎǳǊƛǘƛŜǎ ŀǊŜ ǎǳōƧŜŎǘ ǘƻ ǘƘŜ .ŀƴƪΩǎ ƭƛŜƴΣ ǘƘŜ ŎǳǎǘƻƳŜǊ ƛǎ ƴƻǘ ŜƴǘƛǘƭŜŘ 
to demand the delivery of the interest and dividend coupons 
pertaining to such securities.  

 
15 Security interests in the case of items for collection and 

discounted bills of exchange  

 
15.1 Transfer of ownership by way of security  

The Bank acquires ownership by way of security of any cheques and 
bills of exchange deposited for collection at the time such items are 
deposited. The Bank acquires absolute ownership of discounted bills 
of exchange at the time of the purchase of such items; if it re-debits 
discounted bills of exchange to the account, it retains the ownership 
by way of security in such bills of exchange.  

 
15.2 Assignment by way of security  

The claims underlying the cheques and bills of exchange shall pass to 
the Bank simultaneously with the acquisition of ownership in the 
cheques and bills of exchange; the claims also pass to the Bank if other 
items are deposited for collection (e.g. direct debits, documents of 
commercial trading).  

 
15.3 Special-purpose items for collection  

If items for collection are deposited with the Bank under the reserve 
that their counter value may only be used for a specified purpose, the 
transfer or assignment of ownership by way of security does not 
extend to these items. 

 
15.4 Secured claims of the Bank  

The ownership transferred or assigned by way of security serves to 
secure any claims which the Bank may be entitled to against the 
ŎǳǎǘƻƳŜǊ ŀǊƛǎƛƴƎ ŦǊƻƳ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎǳǊǊŜƴǘ ŀŎŎƻǳƴǘ ǿƘŜƴ ƛǘŜƳǎ ŀǊŜ 
deposited for collection or arising as a consequence of the re-debiting 
of unpaid items for collection or discounted bills of exchange. Upon 
request of the customer, the Bank retransfers to the customer the 
ownership by way of security of such items and of the claims that have 
passed to it if it does not, at the time of such request, have any claims 
against the customer that need to be se-cured or if it does not permit 
the customer to dispose of the counter value of such items prior to 
their final payment.  

 
16 Limitation of the claim to security and obligation  

to release  

 
16.1 Cover limit  

The Bank may demand that security be provided or increased until the 

realisable value of all security corresponds to the total amount of all 
claims arising from the banking business relationship (cover limit).  

 
16.2 Release  

If the realisable value of all security exceeds the cover limit on a more 
than temporary basis, the Bank sƘŀƭƭΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΣ 
release security items as it may choose in the amount exceeding the 
cover limit; when selecting the security items to be released, the Bank 
shall take into account the legitimate concerns of the customer or of 
any third party having pro-ǾƛŘŜŘ ǎŜŎǳǊƛǘȅ ŦƻǊ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
obligations. To this extent, the Bank is al-so obliged to execute orders 
of the customer relating to the items subject to the lien (e.g. sale of 
securities, repayment of savings deposits).  

 
16.3 Special agreements  

If assessment criteria for a specific security item other than the 
realisable value or another cover limit or another limit for the release 
of security have been agreed, these other criteria or limits shall apply. 

  
17 Realisation of security  

 
17.1 Option of the Bank  

The Bank realises security, it may choose between several security 
items. When realising security and selecting the items to be realised, 
the Bank shall take into account the legitimate concerns of the 
customer and any third party who may have provided security for the 
obligations of the customer.  

 
17.2 Credit entry for proceeds under turnover tax law  

If the transaction of realisation is subject to turnover tax, the Bank 
shall provide the customer with a credit entry for the proceeds, such 
entry being deemed to serve as invoice for the supply of the item given 
as security and meeting the requirements of turnover tax law 
(Umsatzsteuerrecht). 

 

Termination 
 
18 Termination rights of the customer  

 
18.1 Right of termination at any time  

Unless the Bank and the customer have agreed a term or a diverging 
termination provision, the customer may at any time, without notice, 
terminate the business relationship as a whole or particular business 
relations (e.g. a checking agreement).  

 
18.2 Termination for reasonable cause  

If the Bank and the customer have agreed a term or a diverging 
termination provision for a particular business relation, such relation 
may only be terminated without notice if there is reasonable cause 
therefor which makes it unacceptable to the customer to continue it, 
also after giving consideration to the legitimate concerns of the Bank. 

 

18.3 Statutory termination rights  

Statutory termination rights shall not be affected.  

 
19 Termination rights of the Bank  

 
19.1 Termination upon notice  

Upon observing a reasonable period of notice, the Bank may at any 
time terminate the business relationship as a whole or particular 
business relations for which neither a term nor a diverging termination 
provision has been agreed (e.g. the checking agreement authorizing 
the use of cheque forms). In determining the period of notice, the 
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Bank shall take into ac-count the legitimate concerns of the customer. 
The minimum termination notice for a payment services framework 
contract (e.g. current account or card contract) and a securities 
account shall be two months.  

 
19.2 Termination of loans with no fixed term  

Loans and loan commitments for which neither a fixed term nor a 
diverging termination provision has been agreed may be terminated 
at any time by the Bank without notice. When exercising this right of 
termination, the Bank shall give due consideration to the legitimate 
concerns of the customer.  

Where the German Civil Code contains specific provisions for the 
termination of a consumer loan agreement, the Bank may only 
terminate the agreement as provided therein.  

 
19.3 Termination for reasonable cause without notice  

Termination of the business relationship as a whole or of particular 
business relations without notice is permitted if there is reasonable 
cause that makes it unacceptable to the Bank to continue the business 
relations, also after having given consideration to the legitimate 
concerns of the customer. Reasonable cause is given in particular   

- if the customer has made incorrect statemeƴǘǎ ŀǎ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
financial status, provided such statements were of significant 
imǇƻǊǘŀƴŎŜ ŦƻǊ ǘƘŜ .ŀƴƪΩǎ ŘŜŎƛǎƛƻƴ ŎƻƴŎŜǊƴƛƴƎ ǘƘŜ ƎǊŀƴǘƛƴƎ ƻŦ ŎǊŜŘƛǘ 
or other operations involving risks for the Bank (e.g. the delivery of 
a payment card); for consumer loans, this shall only apply if the 
customer has knowingly withheld or falsified information of 
relevance for assessing creditworthiness and this has led to a faulty 
assessment of creditworthiness, 

- ƛŦ ŀ ǎǳōǎǘŀƴǘƛŀƭ ŘŜǘŜǊƛƻǊŀǘƛƻƴ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŦƛƴŀƴŎƛŀƭ ǎǘŀǘǳǎ ƻǊ ƛƴ 
the value of security occurs or threatens to occur, jeopardising the 
repayment of a loan or the discharge of any other obligation to-
wards the Bank even if security provided for it is realised  

- if the customer fails to comply, within the required period of time 
allowed by the Bank, with the obligation to provide or increase 
security according to No. 13 (2) of these Business Conditions or to 
the provisions of some other agreement. 

If reasonable cause is given due to the breach of a contractual 
obligation, termination shall only be permitted after expiry, without 
result, of a reasonable period of time fixed for corrective action by the 
customer or after a warning to the customer has proved unsuccessful, 
unless this proviso can be dispensed with owing to the special features 
of a particular case (§ 323 (2) and (3) of If the German Civil Code).  

 
19.4 Termination of consumer loan agreements in the event of 

default  

Where the German Civil Code contains specific provisions for the 
termination of a consumer loan agreement subsequent to repayment 
default, the Bank may only terminate the agreement as provided 
therein.  

 
19.5 Settlement following termination  

In the event of termination without notice, the Bank shall allow the 
customer a reasonable period of time for settlement (in particular for 
the repayment of a loan), unless it is necessary to attend immediately 
thereto (e.g. the return of cheque forms following termination of a 
checking agreement). 

 

 

Protection of Deposits 
 
20 Legal Protection of Deposits  

 
20.1 Extent of protection  

The Bank has been assigned to the statutory 
Entschädigungseinrichtung deutscher Banken GmbH (EdB (German 
Bank Indemnity Institution)) by the Bundesanstalt für 
Finanzdienstleistungsaufsicht (BaFin (the Federal Financial 
Supervisory Authority)). Pursuant to §§ 3, 4 of the German Investor 
Compensation Act (Anlegerentschädigungsgesetz, AnlEntG) and §§ 7, 
8 of the German Deposit Guarantee Act (Einlagensicherungsgesetz, 
EinSiG) the Entschädigungseinrichtung deutscher Banken GmbH (EdB) 
protects deposits up to 100,000 Euro as well as bonds from securities 
transactions at 90%, but no more than the equivalent amount of 
20,000 Euro. All types of deposit are secured, primarily sight-, savings- 
and time deposits, as well as registered savings bonds. Indemnification 
from securities business is particularly considered if the Bank, contrary 
to duty, is unable to return bonds in the customers possession and 
held for him.  

 
20.2 Exceptions to the deposit protection  

Not protected by the Entschädigungseinrichtung deutscher Banken 
GmbH (EdB) are bonds for which a bank has issued bearer notes such 
as bearer bonds and bearer deposit certificates. Further, no protection 
is provided if the deposits are not issued in Euro or the currency of an 
EU member state.  

 
20.2.1 Disclosure  

The Bank is authorized to provide the Entschädigungseinrichtung 
deutscher Banken GmbH (EdB) or an agent, all information and 
documentation required in this connection. 

 

Dispute Resolution  
 
21 Dispute resolution proceedings and arbitration bodies  

 
21.1 Extra-judicial-dispute resolution 

The bank is obliged to participate in extra-judicial dispute resolution 
proceedings in order to resolve disputes arising from certain 
provisions.  

 
21.2 Responsible arbitration bodies  

The arbitration body at the Deutsche Bundesbank 
(www.bundesbank.de/schlichtungsstelle) is responsible for the 
resolution of disputes with the Bank arising from the application  

- of provisions concerning distance selling contracts regarding 
financial services (Sections 312c et seq. BGB [German Civil Code]),  

- of provisions regarding consumer loans and other financial support 
as well as the brokering thereof (Sections 491 to 508, 511 and 655a 
to 655d BGB, Article 247a Section 1 EGBGB [Introductory Law to the 
German Civil Code], 

- of provisions concerning payment service contracts (Sections 675c 
to 676c BGB), price regulation (Regulation (EC) 924/2009 of the 
European Parliament and of the Council of 16 September 2009 on 
cross-border payments in the Community and repealing Regulation 
(EC) No 2560/2001, last amended by Art. 17 of Regulation No 
260/2012) and the SEPA Regulation (Regulation (EC) 260/2012 of 
the European Parliament and of the Council of 14 March 2012 
establishing technical and business requirements for credit transfers 
and direct debits in euro and amending Regulation (EC) No 
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924/2009, which was amended by Regulation (EC) No 248/2014) as 
well as the IF Regulation (Regulation (EU) 2015/751 of the European 
Parliament and of the Council of 29 April 2015 on interchange fees 
for card-based payment transactions), 

- of the provisions regarding the issuing and re-transfer of e-money 
between e-money issuers and customers (Section 2 Paragraph 1a 
Clause 3 and Section 23b ZAG [German Payment Services 
Supervision Act]), 

- of the provisions of the Zahlungskontengesetz [German Payment 
Account Act] which govern the relationship between payment 
service providers and consumers.  

Consumers and companies may apply for arbitration proceedings in 
connection with payment services and e-money, otherwise the 
dispute resolution is limited to consumers. Applications for arbitration 
proceedings must be made in text format to Schlichtungsstelle der 
Deutschen Bundesbank [Arbitration Body of the Deutsche 
Bundesbank] (postal address: Postfach [P.O. Box] 11 12 32, D-60047 
Frankfurt am Main; Fax: +49 (0)69 709090-9901; e-mail: 
schlichtung@bundesbank.de). The 
Finanzschlichtungsstellenverordnung [German Financial Arbitration 
Body Ordinance] governs the proceedings in more detail.  

The consumer arbitration body at the Bundesanstalt für 
Finanzdienstleistungsaufsicht [German Federal Financial Supervisory 
Authority] (www.bafin.de) is responsible for the resolution of disputes 
between consumers and the Bank arising from the application of other 
provisions in connection with contracts regarding bank transactions or 
financial services, or arising from the application of provisions as per 
the Kapitalanlagegesetzbuch [German Investment Code]. Applications 
for arbitration proceedings must be made in text format to 
Schlichtungsstelle der BaFin (postal address: Graurheindorfer Str. 108, 
D-53117 Bonn; Fax: +49 (0)228 4108 62299; e-mail: 
schlichtungsstelle@bafin.de). The 
Finanzschlichtungsstellenverordnung governs the proceedings in 
more detail.  

 

21.3 Responsible arbitration bodies  

The Bank will participate in dispute resolution proceedings before the 
Deutsche Bundesbank and the BaFin [German Federal Financial 
Supervisory Authority] in order to resolve the disputes described 
under 21.1 and 21.2. Besides this, the Bank is not willing to participate 
in dispute resolution proceedings before a consumer arbitration body. 

 
21.4 Platform for online dispute resolution 

The European Commission has set up a platform for online dispute 
resolution. You can find it at http://ec.europa.eu/consumers/odr. 
Consumers may use the platform in order to resolve their disputes. 
You can contact the bank at info@handelsbank.com. 
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1 Service offers  

- The account/depot owner and their authorized representatives may 
conduct Bank transactions via online banking to the extent offered 
by the Bank. They may also call up information from the Bank via 
online banking. They are additionally entitled to utilize an account 
information service, in accordance with paragraph 1 subparagraph 
34 of the German Payment Services Supervision Act (ZAG), in order 
to obtain information on a payment account and to utilize a service 
for the triggering of a payment pursuant to paragraph 1 
subparagraph 33 of the German Payment Services Supervision Act 
(ZAG). 

- Account/depot owner and authorized people are hereafter called 
άtŀǊǘƛŎƛǇŀƴǘǎέΦ !ŎŎƻǳƴǘ ŀƴŘ ŘŜǇƻǘ ŀǊŜ ƘŜǊŜŀŦǘŜǊ ŎŀƭƭŜŘ ά!ŎŎƻǳƴǘέΣ ƛŦ 
not otherwise expressly specified. 

- The disposal limits separately agreed with the Bank are applicable 
to on- line banking.  

 
2 Requirements for the use of online banking  

For the use of online banking services, the participant requires the 
personalized safety characteristics and authentication features agreed 
upon with the Bank in order to identify himself as authorized 
participant towards the Bank (see number 3) and to authorize orders 
(see number 4). Instead of a personalized safety characteristic, a 
biometric characteristic of the participant may be agreed on for the 
authentication or verification. 

 
2.1 Personalized safety characteristics  

Personalized safety characteristics are personal characteristics the 
bank provides the participant for the authentication. 
Examples of personalized safety characteristics that can also be 
alphanumerical are: 

- the personal identification number (PIN),  

- transaction numbers for one-time use (TAN),  

- the usage code for the electronic signature  

 
2.2 Authentication tools  

Authentication tools are personalized tools or processes, the use of 
which was agreed on by the bank and the account holder and which 
are used by the participant for the placement of an order. The 
personalized safety characteristic (e.g. TAN) can be provided to the 
participant through the following particular authentication tools: 

- PIN letter 

- on a list with TANs for one-time use,  

- via a TAN generator that is part of a chip card or a different 
electronic device for the creation of TAN,  

- Online banking app on a mobile end device (e.g. mobile telephone) 
to receive and create a TAN, 

- via a mobile end device (for example mobile telephone) to receive 
TANs via SMS (mobile TAN),  

- on a chip card with signature function or  

- on another authentication tool carrying signature keys.  

 

 
3 Access to online banking  

The participant receives access to online banking when  

- he has transferred the account number or his individual participant 
identification and his PIN or electronic signature or his biometric 
characteristic, 

- the auditing of these data by the Bank resulted in an access 

authorization of the participant and 

- no blocking of the access (see numbers 8.1 and 9) is given. 

Once access to online banking is granted, the participant is able to 
retrieve information or give orders. 

Sentences 1 and 2 also apply when the participant triggers a payment 
order via a service for the triggering of a payment and when he 
demands payment account details via an account information service 
(see number 1 paragraph 1 sentence 3) 

 
4 Online-Banking-Orders  

 
4.1 Ordering and authorization  

In order for online banking orders (for example transaction payments) 
to become effective, the participant must authorize them with the 
agreed personalized safety characteristic (e.g. TAN) provided by the 
Bank or authorize them with the biometric safety characteristic and 
transfer them to the Bank via online banking. The Bank confirms the 
entry of the order via online banking. Sentences 1 and 2 also apply 
when the participant triggers and transmits a payment order via a 
service for the triggering of a payment. 

 
4.2 Revocation of orders  

The revocability of an online banking order depends on the special 
conditions applicable to the respective order type (for example 
conditions for transaction payments). The revocation of orders can 
only take place out-side of online banking unless the Bank explicitly 
intends an option of revocability in online banking. 

 
5 Processing of online banking orders through the Bank  

(1) The processing of the online banking orders is done on the 
business days stated in the price and service index in the 
framework of the proper workflow. If the order is received after 
the point in time determined on the online banking page of the 
.ŀƴƪ ƻǊ ƛƴ ǘƘŜ αtǊƛŎŜ ŀƴŘ {ŜǊǾƛŎŜ LƴŘŜȄά όŀŎŎŜǇǘŀƴŎŜ ǘŜǊƳύΣ ƻǊ ƛŦ 
the time of receipt does not fall on a business day according to 
αtǊƛŎŜ ŀƴŘ ǎŜǊǾƛŎŜ ƛƴŘŜȄά ƻŦ ǘƘŜ .ŀƴƪΣ ǘƘŜ ƻǊŘŜǊ ƛǎ ŘŜŜƳŜŘ ŀǎ 
received on the following business day. The processing starts on 
this day.  

(2) The Bank will perform this order if the following execution 
conditions are given:  

- the participant has authorized the order, 
- the authorization of the participant for the respective order 

type (for example security order) is given,  
- the online banking data format is adhered to,  
- the separately agreed upon online banking disposal limit is not 

exceeded, 
- further execution requirements according to the special 

conditions decisive for the respective order type (for example 
sufficient account coverage according to the conditions for 
transaction payments) are given. 

If the execution conditions according to paragraph 1 are given, the 
Bank conducts the online banking orders according to the conditions 
of the special conditions for the respective order type (for example 
conditions for transaction payments, conditions for security 
transactions).  

(3) If the execution conditions according to paragraph 2 sentence 1 
are not given, the Bank will not perform the online banking order. 
The Bank will provide the participant with information about the 
non-performance via online banking and, where possible, will 
specify the reasons and options that may correct the errors that 
caused refusal. 
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6 Information of the account holder about online banking orders  

At least once a month, the Bank will inform the account holder about 
banking orders that were performed via online banking by the means 
agreed for account information. 

 
7 Due diligence of the participant  

 
7.1 Technical connection to online banking 

The participant is obligated to establish the technical connection to 
the online banking service via the online banking access channels 
specified by the Bank (e.g. web address). For the triggering of a 
payment order and for the retrieval of information on a payment 
account, the participant may also establish a technical connection to 
the online banking service via a payment triggering service or an 
account information service (see no. 1 paragraph 1 sentence 3). 

 
7.2 Secrecy of the personalized safety characteristics and safe 

storage of the authentication tools  

(1) The participant must  

- keep his personalized safety characteristics secret (see number 
2.1),  

- keep his authentication tool (see number 2.2) safe from access 
by other people,  

as any other person in possession of the authentication tool is 
able to misuse the online banking procedure in connection with 
knowledge of the associated personalized safety characteristic. 
According to sentence 1, the obligation to maintain secrecy on 
personalized safety characteristics does not apply if the 
participant communicates these to a payment triggering service 
or an account information service selected by him when placing 
a payment order or obtaining information on a payment 
account (see no. 1 paragraph 1 sentence 3). 

(2) The following specifics are to be considered for the protection of 
the personalized safety characteristic as well as the 
authentication tool: 

- The personalized safety characteristic may not be saved an 
unsecured electronic manner 

- Upon entry of the personalized safety characteristic it is to be 
ensured that other persons cannot see it.  

- The personalized safety characteristic may not be forwarded via 
email. 

- The personalized safety characteristic (e.g. PIN) and the 
utilization code for the electronic signature may not be stored 
together with the authentication tool.  

- The participant may not use more than one TAN to authorize an 
order or to remove a block. 

- The device used to receive TAN in the mobile TAN-procedure, 
(for example mobile phone) may not be used for online banking 
at the same time.  

 
7.3 Safety instructions of the Bank 

The participant must adhere to the safety notices in the Internet page 
of the Bank, especially the measures for the protection of the used 
hardware and software (customer system).  

 
7.4 Control of the order data with the data shown by the Bank  

Insofar the Bank shows the participant data from his online banking 
order (for example amount, account number of the payment recipient, 
security identification number) in the customer system or via another 
device of the participant (for example mobile phone, chip card reading 
device with display), The participant is obliged to check the compliance 
of the displayed data with the data intended for the transaction prior 
to confirmation. 

8 Display and information obligation  

 
8.1 Blocking notification  

(1) If the participant discovers  

- the loss or theft of the authentication tool, the misuse of or 

- otherwise not authorized usage of his authentication tools or 
one of his personal safety characteristics, 

the participants must immediately inform the Bank of this 
circumstance (blocking notification). The participant is also able to 
order a blocking notification via the separately sent contact data 
of the Bank. 

(2) The participant must immediately report every theft or misuse to 
the police.  

(3) If the participant suspects an unauthorized person in possession of 
his authentication tool or the knowledge of his personalized safety 
characteristic or using the authentication tool or the personalized 
safety characteristic he must also order a blocking notification.  

 
8.2 Information about not authorized or falsely conducted orders  

The account/depot holder must immediately inform the Bank after 
discovery of a non-authorized or falsely conducted order. 

 
9 Usage block  

 
9.1 Block at the inducement of the participant  

The Bank blocks the online banking access for him or all participants 
or his authentication tool at the inducement of the participant, 
especially in case of a blocking notification according to number 8.1.  

 
9.2 Block at the inducement of the Bank  

(1) The Bank may block the online banking access for a participant if  

- the Bank is authorized to cancel the online banking contract due 
to an important reason,  

- factual reasons in connection with the safety of the 
authentication tool or the personalized safety characteristic 
justify this or  

- the suspicion of a not authorized or a fraudulent usage of the 
authentication tool exists.  

(2) The Bank will inform the account/depot owner via the means 
agreed on with a statement of the decisive reasons if possible 
prior to, at the latest however immediately after the blocking. 

 
9.3 Revocation of the blocking  

The Bank will revoke a blocking or replace the personalized safety 
characteristic respectively the authentication tool if the reasons for 
the block are no longer given. The Bank will inform the account/depot 
owner of this circumstance immediately.  

 
9.4 Automatic blocking of a chip-based authentication tool  

(1) The chip card with signature function blocks itself if the user code 
for the electronic signature was entered falsely three times.  

(2) TAN-generator as component of a chip card that requires the 
entry of an own user code blocks itself if it is entered falsely a 
consecutive three times. 

(3) The authentication tools stated in paragraphs 1 and 2 can then no 
longer be used for the online banking. The participant can contact 
the Bank in order to restore the usage options of the online 
banking.  
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10 Liability  

 
10.1 Liability of the Bank upon a not authorized online banking 

disposal, or an online banking disposal that has not been 
conducted, been conducted falsely, or conducted in a delayed 
manner. 

The liability of the Bank in case of a not authorized online banking 
disposal and a not or falsely conducted online banking disposal, or an 
online banking disposal conducted with delay, is based on the special 
conditions agreed upon for the respective order type (for example 
conditions for transaction payments, conditions for security 
transactions).  

 
10.2 Liability of the account/depot holder in case of fraudulent 

usage of a personalized safety characteristic or 
authentication tool  

 
10.2.1 Liability of the account holder for not authorized 

payment transactions prior to the blocking notification  

(1) If not authorized payment transactions prior to the blocking 
notifications are based on the usage of a lost, stolen or otherwise 
absent authentication tool or an otherwise fraudulently used 
authentication tool, the account holder is liable for the damage 
occurring to the Bank up to an amount of 50 Euros, without it 
being of importance whether the participant has any culpability in 
the loss, theft, or other absence of the authentication tool.  

(2) The account holder is not liable for the replacement of damage 
according to paragraph 1 if, 

- it was not possible for him to gain knowledge of the loss, theft, 
disappearance or otherwise fraudulent use of the 
authentication tool before the non-authorized payment 
transaction 

- the loss of the authentication tool was caused by an employee, 
an agent, a branch office of a payment service provider or 
another office which tasks of the payment service provider were 
outsourced to. 

(3) If not authorized payment transactions are conducted prior to the 
blocking notification and if the participant has acted with 
fraudulent intent or has violated his due diligence or reporting 
obligation in a grossly negligent or intentional manner, the 
account holder carries the occurred damage to full extent, 
notwithstanding paragraphs 1 and 2. Gross negligence of the 
participant may be given especially if he  

- does not announce the loss or theft of the authentication tool 
or the misuse of the authentication tool of the personalized 
safety characteristic of the Bank immediately after he gains 
knowledge of this (see number 8.1 paragraph 1),  

- saved the personalized safety characteristic in an unsecure 
manner (see number 7.2 paragraph 2 1. indent),  

- has not kept the personalized safety characteristic secret and 
the misuse was caused by this action (see number 7.2 paragraph 
1),  

- disclosed the personalized safety characteristic outside of the 
online banking procedure, for example via E-Mail (see number 
7.2 paragraph 1 3rd en dash),  

- noted the personalized safety characteristic on the 
authentication tool or stored it together with it (see number 7.2 
paragraph 2 4th en dash),  

- used more than one TAN for authorization of an order(see 
number 7.2 paragraph 2 5th en dash),  

- used the device for receiving the TAN in mobile TAN procedure 

(for example mobile phone) also for online banking (see number 
7.2 paragraph 2 6th en dash). 

(4) Notwithstanding paragraphs 1 and 3, the account holder is not 
liable for damages if the Bank did not demand a strong customer 
authentication pursuant to paragraph 1 subparagraph 24 of the 
German Payment Services Supervision Act (ZAG) even though the 
Bank was obligated to do so pursuant to paragraph 68 
subparagraph 4 of the German Payment Services Act (ZAG). A 
strong customer authentication expressly stipulates the use of 
two independently used elements from the categories 
άƪƴƻǿƭŜŘƎŜέ όǎƻƳŜǘƘƛƴƎ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘ ƪƴƻǿǎΣ ŜΦƎΦ tLbύΣ άŀǎǎŜǘǎέ 
(something the participant is in possession of, e.g. TAN-generator) 
ƻǊ άƛƴƘŜǊŜƴŎŜέ όǎƻƳŜǘƘƛƴƎ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘ ƛǎΣ ŜΦƎΦ ŦƛƴƎŜǊǇǊƛƴǘύΦ 

(5) The liability for damages that are caused within the period of time 
for which the credit limit is valid is restricted to the respectively 
agreed credit limit. 

(6)  The account owner is not obliged to the replacement of the 
damage according to paragraphs 1 and 3 if the participant was not 
able to issue the blocking notification according to number 8.1 
because the Bank did not ensure the possibility of receiving the 
blocking notification. 

(7) Paragraphs 2 and 4 to 6 are not applicable if the participant acted 
with fraudulent intent. 

(8) If the account holder is not a consumer, the following is also 
applicable: 

- The account holder is liable for damages due to not authorized 
payment transactions beyond the liability threshold of 50 Euros 
according to paragraph 1 and 3 if the participant negligently or 
intentionally violated his notification and due diligence 
obligations according to these conditions. 

- The limitation of liability in paragraph 2 1st en dash does not 
apply. 

 
10.2.2 Liability of the depot owner in case of not authorized 

security transactions prior to the blocking notification  

If non-authorized security transactions prior to the blocking 
notification are based on the usage of a lost or stolen authentication 
tool or on the other misuse of the personalized safety characteristic or 
the authentication characteristic and a damage occurred to the Bank 
due to this circumstance, the depot holder and the Bank are liable 
according to the legal regulations of contributory negligence.  

 
10.2.3 Liability of the Bank after the blocking notification  

As soon as the Bank receives the blocking notification of a participant, 
it takes over all damages occurred after that time through not 
authorized online banking authorizations. This is not valid if the 
participant acted in fraudulent intention.  

 
10.2.4 Disclosure of liability  

Liability claims are excluded if the circumstances reasoning the claim 
are based on an unusual and unpredictable event on which the party 
that refers to this event has no influence and whose consequences 
could not have been prevented in spite of the application of due 
diligence. 
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1 Service offer  

The account/depot holder can conduct banking transactions to the 
extent offered by the Bank via online banking. Insofar the Bank intends 
a limitation of amount in the system for authorization via online 
banking, the Bank will inform the account holder.  

 
2 Authorized persons and access media  

For the processing of bank transaction via online banking with using 
PIN and TAN the account /depot holders and possibly other authorized 
persons each receive a personal identification number (PIN) as well as 
if applicable transaction numbers (TAN) from the Bank. Account/depot 
holders and authorized persons are hereafter called users.  

 
3 Process  

(1) The user has access to the account/depot via online banking if he 
entered the account/depot number (and/or the customer 
number) as well as his PIN.  

(2) In the single cases stated by the Bank the user must enter an 
additional TAN. For the explanation of the usage options the Bank 
provides a process instruction that describes the specialties of the 
agreed online applications.  

 
4 Message authorization/usage of the TAN  

Declarations of any kind (e.g. account status inquiries or transaction 
payments) are delivered if they are subsequently authorized for 
transferral to the Bank. In case of a process that additionally requires 
the entry of a TAN (e.g. transaction payment), the authorization of the 
TAN is decisive. A TAN cannot be used anymore as soon as it was 
authorized for transferral to the Bank.  

 
5 Processing of orders in online banking  

Orders given in online banking are processed in the framework of 
proper workflow.  

 
6 Financial usage limitation  

The user may order transactions only in the framework of the account 
credit or for a credit sum agreed upon beforehand for the account. 
Even if the user does not adhere to this usage limitation in his 
authorizations, the Bank is authorized to demand the reimbursement 
of the expenditures that accrue from the usage of the online banking. 
The booking of such authorizations on the account only leads to a 
tolerated overdraft; the Bank is authorized to demand the higher 
interest rate for tolerated overdrafts in this case. 

 
7 Secrecy of the PIN and TAN  

(1) The user shall ensure that no other person gains knowledge of the 
PIN and the TAN. Every person that knows the PIN and ς if 
necessary ς one TAN is able to use the online banking service 
offer. The person can for example place orders to debit the 
account/depot. Especially the following is to be adhered to for the 
secrecy of PIN and TAN:  

- PIN and TAN may not be saved electronically or in a different 
form, The TAN list provided to the user is to be kept securely,  

- When entering the PIN and TAN it must be ensured that third 
parties cannot see them.  

(2) If the user discovers that another person has gained knowledge of 
his PIN or a TAN or both, or if the suspicion of misuse is given, the 
user must immediately change his PIN resp. block the not yet used 
TANs. If he is not able to do this, he must inform the Bank 
immediately. In this case the Bank will block the online banking 
access to the account/depot. The Bank is liable for all damages 
that occur due to the negligence of the blocking notification as of 

the receipt of this notification. 
 
8 Change of the PIN  

The user is authorized to change his PIN anytime by using a TAN. The 
previous PIN becomes invalid upon change.  

 
9 Blocking of the online banking offer  

(1) If a false PIN is entered three times subsequently, the Bank will 
block the online banking access to the account/depot. In this case 
the user needs to contact the Bank.  

(2) If false TANs are entered three times after each other, the PIN and 
all not yet used TANs for the respective account/depot are 
blocked. In this case the user needs to contact the Bank.  

(3) The Bank will block the online banking access to the 
account/depot if the suspicion of a misuse of the account/depot 
via the online banking access exists. The Bank will inform the 
account holder about the circumstance outside of the online 
banking. This blocking cannot be revoked via online banking.  

(4) The Bank will block the online banking access to the 
account/depot by request of the account holder. This block can 
also not be revoked via online banking.  

 
10 Revocation or change of orders  

The revocation or the change of orders can only be done outside of 
the online banking process, unless the Bank explicitly intends such an 
option within the procedure. The Bank however can only consider 
such a revocation or change if the message reaches the Bank in such a 
timely manner that its consideration is possible within the framework 
of the proper workflow.  

 
11 Applicable law  

German law is applicable to the business relationship between the 
account/ depot holder and the Bank, unless it refers to foreign 
legislation.  
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1 Subject of these terms and conditions 

These terms and conditions apply to ǘƘŜ ǳǎŜ ƻŦ ǘƘŜ Ψtƻǎǘ.ƻȄΩ 
application for online banking. This function enables customers to 
ǊŜŎŜƛǾŜ ΨŜƭŜŎǘǊƻƴƛŎ ƳŀƛƭΩ ŦǊƻƳ ǿƛǘƘƛƴ ǘƘŜƛǊ ƻƴƭƛƴŜ ōŀƴƪƛƴƎ ŀŎŎƻǳƴǘΦ ¢ƘŜ 
PostBox is set up and activated for customers who have online banking 
access. 
 
2 Scope of service  

¢ƘŜ ŎǳǎǘƻƳŜǊΩǎ ǇŜǊǎƻƴŀƭ ŘƻŎǳƳŜƴǘǎ ǿƛƭƭ ōŜ ƳŀŘŜ ŀǾŀƛƭŀōƭŜ ǘƻ ǘƘŜƳ 
online in their PostBox in the form of electronic mail. Electronic mail 
includes legally binding documents of the Bank relating to the ongoing 
business relationship (e.g. changes to terms of business), account and 
(where applicable) securities-related information and advertising of 
products and services of the Bank available to online banking 
customers. Advertising material is sent where the customer has 
consented to this elsewhere; such consent can be revoked for the 
future at any time by simple declaration (by e-mail to 
support@handelsbank.com). Account-related information is in 
particular account statements, invoices, statements of account and 
other information required by law. The customer may view such 
documents online, print them out and archive them. Their use is 
restricted exclusively to the customer and to any persons given access 
authorisation by them. If the information cannot be issued via the 
PostBox for legal or practical reasons, the Bank will provide it by postal 
mail or in another suitable form. The Bank may increase or restrict the 
selection of documents available at any time according to what is 
legally permissible. 
 
3 Customer’s duties of cooperation 

The customer must access the PostBox regularly, check new 
documents immediately for correctness and completeness and raise 
any objections or complaints in respect of statements of account 
without delay, and in any case not later than 6 weeks of their receipt 
in the PostBox. Additionally, the general obligations of the customer 
with regard to receipt of documents by post apply accordingly, as also 
do the duties of cooperation agreed in the relevant product contract 
and supplementary regulations. 
 
4 Entry of documents and liability  

(1) 5ƻŎǳƳŜƴǘǎ ǘƘŀǘ ǘƘŜ .ŀƴƪ Ƙŀǎ ǇƭŀŎŜŘ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ tƻǎǘ.ƻȄ 
are deemed, where the customer has not already retrieved them, 
ŀǎ ƘŀǾƛƴƎ ōŜŜƴ ǊŜŎŜƛǾŜŘ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ tƻǎǘ.ƻȄ ǿƛǘƘƛƴ ǘƘǊŜŜ 
calendar days after they have been placed there. Irrespective of 
this, documents provided to the customer are deemed to be 
received by him at the time at which he has retrieved the 
notification. 

(2) The time limit for a document begins at the time of receipt of the 
document in the PostBox, including revocation periods. This 
applies in particular for the periods (including revocation periods) 
agreed in the relevant product contract and in supplementary 
regulations. 

(3) The Bank will not be liable for damages arising to customers from 
failure to observe a time limit because they were late in accessing 
a time-limited document, even though access to the document 
had been made possible at any time by the Bank. This exclusion of 
liability does not apply for damages to life, body and health that 
arise from negligent or wilful breach of our obligations by our legal 
representatives or vicarious agents or for damages arising from 
wilful or grossly negligent breach of contract or fraudulent intent 
by our legal representatives or vicarious agents. 

 

5 Availability of documents  

The Bank cannot guarantee the constant availability of the PostBox 
(e.g. owing to problems with internet connections or maintenance 
works). The Bank will keep the documents placed in the PostBox 
available for a period of at least 12 months. After expiry of the above 
period, the Bank shall be entitled to remove the relevant documents 
from the PostBox without separate notification being received by the 
customer. During the term of the relevant statutory retention period 
the Bank will provide duplicates to customers on request in exchange 
for a charge based on a schedule of prices and services. 
 
6 Immutability of documents; liability  

Once lodged in the PostBox, the data cannot be changed. The Bank 
guarantees the immutability of the data in the documents stored in 
the PostBox, provided that they are stored or kept in the PostBox. No 
liability can be assumed by the Bank where documents are stored or 
kept outside the PostBox or brought into circulation in modified form. 
  
7 Relinquishment of paper-based postal delivery 

The Bank fulfils its reporting, notification and other information 
obligations by depositing the relevant data in the PostBox. By using 
the PostBox, the customer agrees expressly to forego postal delivery 
of documents and notifications by the Bank in paper form. Information 
that must be provided by the Bank due to legal requirements will be 
passed to the customer solely in electronic form to the PostBox and 
made available there. Documents and notifications may be sent by 
postal mail at the ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΦ ¢ƘŜ ŎƘŀǊƎŜ ŀǇǇƭƛŎŀōƭŜ ŦƻǊ ǘƘƛǎ 
can be seen in the schedule of prices and services. The Bank is entitled 
to send documents and notifications to the customer by post or by 
other means where this is made necessary by statutory requirements 
or if the Bank considers this appropriate for fulfilling its statutory 
obligations owing to restricted availability and taking into account the 
interests of the customer. 
 
8 Approval of documents 

The Bank cannot guarantee that the information stored in the PostBox 
will be approved by the tax authorities. The customer must inform 
himself of this beforehand by consulting the relevant tax office. In the 
view of the tax authorities, the bank documents provided in the 
PostBox, such as electronic statements or statements of account, do 
not satisfy either the requirements of the retention obligation for tax 
purposes under section 147 General Fiscal Code (Abgabenordnung, 
AO) nor those of an invoice for purposes of the Value Added Tax Act 
(Umsatzsteuergesetz, UStG). 
 
9 Changes to the services offered  

The Bank is entitled to further develop the PostBox in terms of both 
content and function. The Bank is entitled to restrict its PostBox 
offering, wholly or in part, if its maintenance in its current form 
becomes unreasonable owing to IT security or to changed technical or 
legal framework conditions over which the Bank has no influence and 
if the change is acceptable for customers. The Bank is also entitled, 
under the same conditions, to adapt the PostBox to the new legal or 
technical framework conditions. The Bank will notify customers in 
good time of significant changes. The Bank is not obliged to maintain 
the PostBox. In the event that the PostBox service is suspended, the 
Bank will notify customers in good time and offer alternative means of 
communication. 

 

10 General terms of business 

Lƴ ŀŘŘƛǘƛƻƴ ǘƻ ǘƘŜǎŜ ǇǊƻǾƛǎƛƻƴǎΣ ǘƘŜ .ŀƴƪΩǎ DŜƴŜǊŀƭ ¢ŜǊƳǎ ŀƴŘ 
Conditions apply. 
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For the execution of credit transfers the following terms 
and conditions apply: 
 
1 General  

 
1.1 Main characteristics of a credit transfer, including a standing 

order  

The customer may instruct the Bank to remit funds cashlessly in favour 
ƻŦ ŀ ǇŀȅŜŜ ōȅ ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ ǘƻ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛce provider. 
The customer may also instruct the Bank to regularly remit a fixed sum 
of money to the same account of the payee on a certain recurring date 
(standing order). 

  
1.2 Unique identifier  

When making credit transfers, customers must use the following 
unique identifier of the payee. 

 

Destination area Currency Unique identifier of payee 

Germany Euro - IBAN9 

Cross-border 
within the 
European 
Economic Area10 

Euro - IBAN 

Germany or 
within the 
European 
Economic area 

Currency 
other than 
Euro 

- IBAN and BIC11 
or 

- Account number 
(Kontonummer) and BIC 

Outside the 
European 
Economic Area 

Euro or 
other 
currency 

- IBAN and BIC 
or 

- Account number 
(Kontonummer) and BIC 

 

The information required for execution of the credit transfer shall be 
determined by Sections 2.1, 3.1.1 and 3.1.2. 

 
1.3 Issuance of credit transfer orders and authorization  

(1) The customer shall issue a credit transfer order to the Bank, 
providing the information required under Sections 2.1 or 3.1.1 and 
3.2.1, on a form approved by the Bank or in the manner otherwise 
agreed with the Bank (e.g. via online banking). The customer must 
ensure the legibility, completeness and correctness of this 
information. Illegible, incomplete or incorrect information may 
lead to delays or misrouting of credit transfers, possibly resulting 
in loss or damage for the customer. Where illegible, incomplete or 
incorrect information is given, the Bank may refuse to execute the 
credit transfer (see also Section 1.7). If the customer believes that 
a credit transfer requires particularly prompt execution, the 
customer shall notify the Bank thereof separately. Where credit 
transfer orders are issued on a form, this must be done separately 
from the form if this purpose cannot be indicated on the form 
itself.  

(2) The customer shall authorize the credit transfer order by signing 
it or in the manner otherwise agreed with the Bank (using an 
online banking PIN/TAN, for example). This authorization shall at 
ǘƘŜ ǎŀƳŜ ǘƛƳŜ Ŏƻƴǘŀƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŜȄǇƭƛŎƛǘ ŎƻƴǎŜƴǘ ǘƻ ǘƘŜ .ŀƴƪ 
to retrieve (from its database), process, transmit and store the 
personal data required for the execution of the credit transfer.  

(3) Before executing an individual credit transfer order, the Bank shall 
ƛƴŘƛŎŀǘŜΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΣ ǘƘŜ ƳŀȄƛƳǳƳ ŜȄŜŎǳǘƛƻƴ ǘƛƳŜ 

                                                      
9 International Bank Account Number (Internationale Bankkontonummer) 
10 The European Economic Area currently comprises Austria, Belgium, Bulgaria, Croatia, 
Cyprus, Czech Republic, Denmark, Estonia, Finland, France (including French Guiana, 
Guadeloupe, Martinique, Mayotte, Réunion), Germany, Greece, Hungary, Iceland, Ireland, 
Italy, Latvia, Liechtenstein, Lithuania, Luxembourg, Malta, Netherlands, Norway, Poland, 

and the charges payable by the payer and, where applicable, a 
breakdown of the amounts of any charges.  

(4) The customer shall be entitled to also use a payment initiation 
service as defined in Section 1 (33) of the Payment Services 
Supervision Act (Zahlungsdiensteaufsichtsgesetz) to issue the 
ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ ƻǊŘŜǊ ǘƻ ǘƘŜ .ŀƴƪΣ ǳƴƭŜǎǎ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǇŀȅƳŜƴǘ 
account is not accessible to the customer online. 

 
1.4 Receipt of credit transfer orders by the Bank  

(1) A credit transfer order shall become valid as soon as it is received 
by the Bank. This shall also apply if the credit transfer order is 
issued through a payment initiation service provider. Receipt shall 
ǘŀƪŜ ǇƭŀŎŜ ǳǇƻƴ ŘŜƭƛǾŜǊȅ ƻŦ ǘƘŜ ƻǊŘŜǊ ƛƴǘƻ ǘƘŜ .ŀƴƪΩs designated 
ǊŜŎŜƛǾƛƴƎ ŦŀŎƛƭƛǘƛŜǎ όŜΦƎΦ ǿƘŜƴ ƛǘ ƛǎ ƘŀƴŘŜŘ ƛƴ ŀǘ ǘƘŜ .ŀƴƪΩǎ ƻŦŦƛŎŜǎ 
or entered into ǘƘŜ .ŀƴƪΩǎ online banking server).  

(2) If the point in time of receipt of a credit transfer order pursuant 
to paragraph 1, sentence 3 is not on a business day as indicated in 
ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ tǊŜƛǎ- und Leistungsverzeichnis), 
the credit transfer order shall be deemed to have been received 
on the following business day.  

(3) If a credit transfer order is received after the acceptance time 
ƛƴŘƛŎŀǘŜŘ ŀǘ ǘƘŜ .ŀƴƪΩǎ ǊŜŎŜƛǾƛƴƎ ŦŀŎƛƭƛǘȅ ƻǊ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ 
ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und Leistungsverzeichnis), it shall be 
deemed, for the purpose of determining when the execution 
period commences (see Section 2.2.2), to have been received on 
the following business day.  

 
1.5 Revocation of credit transfer orders  

(1) Until receipt of the credit transfer order has been received by the 
Bank (see Section 1.4, paragraphs 1 and 2), the customer can no 
longer revoke it. After receipt of the credit transfer order, 
revocation shall ς subject to the provisions of paragraph 2 and 3 ς 
no longer be possible. Where customers use a payment initiation 
service provider to issue the credit transfer order, they may, by 
way of derogation form sentence 1, no longer revoke the credit 
transfer order vis-à-vis the Bank once they have given their 
consent to the payment initiation service provider to initiate the 
credit transfer.  

(2) If the Bank and the customer have agreed a certain date for the 
execution of a credit transfer (see Section 2.2.2, paragraph 2), the 
customer may revoke the credit transfer order or standing order 
(see Section 1.1) up to the end of the business day before the 
agreed date. The business days shall be set out in the "List of 
Prices and Services". If the revocation of a standing order is 
received by the Bank in due time, no further credit transfers shall 
be executed under this standing order.  

(3) A credit transfer order may only be revoked after the points in 
time referred to in paragraphs 1 and 2 if the customer and the 
Bank have agreed thereupon. If the customer uses a payment 
initiation service provider to issue the credit transfer order, the 
consent of the payment initiation service provider and the payee 
shall be additionally required. For handling such a revocation by 
the customer, tƘŜ .ŀƴƪ ǎƘŀƭƭ ƭŜǾȅ ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƻǎǘ 
ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΦ 

 
1.6 Execution of credit transfer orders  

(1) ¢ƘŜ .ŀƴƪ ǎƘŀƭƭ ŜȄŜŎǳǘŜ ŀ ŎǳǎǘƻƳŜǊΩǎ credit transfer order if the 
information required for execution (see Sections 2.1, 3.1.1 and 
3.2.1) is provided in the agreed manner (see Section 1.3, 

Portugal, Romania, Slovak Republic, Slovenia, Spain, Sweden and the United Kingdom of Great 
Britain and Northern Ireland   
11 Bank Identifier Code (Bank-Identifizierungscode) 
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paragraph 1), the credit transfer order is authorized by the 
customer (see Section 1.3, paragraph 2) and a sufficient credit 
balance in the currency of the credit transfer order is available or 
sufficient credit has been granted (conditions for execution).  

(2) The Bank and the other payment service providers involved in the 
execution of a credit transfer order shall be entitled to execute 
the credit transfer solely on the basis of the unique identifier of 
the payee provided by the customer (see Section 1.2).  

(3) The Bank shall inform the customer at least once a month about 
the execution of credit transfers through the agreed account 
information channel. Where customers are not consumers, the 
manner in which and frequency with which they are informed may 
be agreed separately.  

 
1.7 Refusal of execution  

(1) If the conditions for execution (see Section 1.6, paragraph 1) are 
not fulfilled, the Bank may refuse to execute the credit transfer 
order. The Bank shall inform the customer thereof without delay, 
but in any case within the period agreed under Section 2.2.1 or 
3.1.2. and 3.2.2. It may do so also through the agreed account 
information channel. When doing so, the Bank shall, if possible, 
state the reasons for the refusal and indicate ways in which errors 
that led to the refusal can be rectified.  

(2) If the Bank is clearly unable to assign a unique identifier provided 
by the customer to any payŜŜΣ ǇŀȅƳŜƴǘ ŀŎŎƻǳƴǘ ƻǊ ǇŀȅŜŜΩǎ 
payment service provider, it shall inform the customer thereof 
without delay and, if necessary, return the amount of the credit 
transfer.  

(3) For the legitime refusal to execute an authorised credit transfer 
order, the Bank shalƭ ƭŜǾȅ ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ 
ŀƴŘ {ŜǊǾƛŎŜǎέΦ  

 
1.8 Transmission of credit transfer data  

When executing a credit transfer, the Bank shall transmit the details 
ŎƻƴǘŀƛƴŜŘ ƛƴ ǘƘŜ ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ όŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ Řŀǘŀύ ǘƻ ǘƘŜ ǇŀȅŜŜΩǎ 
payment service provider either directly or through intermediary 
ƛƴǎǘƛǘǳǘƛƻƴǎΦ ¢ƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ may make the 
ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ ŘŀǘŀΣ ǿƘƛŎƘ ǎƘŀƭƭ ŀƭǎƻ ƛƴŎƭǳŘŜ ǘƘŜ ǇŀȅŜǊΩǎ L.!bΣ 
available to the payee in full or in part. Where cross-border credit 
transfers and domes-tic priority credit transfers are involved, the 
credit transfer data may be forwarded to ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider via the Society for Worldwide Interbank Financial 
Telecommunications (SWIFT), based in Belgium. For system security 
reasons, SWIFT stores the credit transfer data temporarily at its 
operating centres in the European Union, Switzerland and the United 
States.  

 
1.9 Notification of unauthorized or incorrectly executed credit 

transfers  

The customer shall inform the Bank without delay on finding that a 
credit transfer order was unauthorized or executed incorrectly. This 
shall also apply where a payment initiation service provider is 
involved. 

 
1.10 Charges and charges therein 

 
1.10.1 Charges for consumers 

¢ƘŜ ŎƘŀǊƎŜǎ ŦƻǊ ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊǎ ǎƘŀƭƭ ōŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ 
ŀƴŘ {ŜǊǾƛŎŜǎέΦ  

Any changes in the charges shall be offered to the customer in text 
form no later than two months before their proposed date of entry 

                                                      
12 see footnote 12.   

into force. If the customer has agreed an electronic communication 
channel with the Bank within the framework of the business 
relationship, the changes may also be offered through this channel. 
The customer may indicate either approval or disapproval of the 
changes before their proposed date of entry into force. The changes 
shall be deemed to have been approved by the customer, unless the 
customer has indicated disapproval before their proposed date of 
ŜƴǘǊȅ ƛƴǘƻ ŦƻǊŎŜΦ ¢ƘŜ .ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
attention to this consequent approval in its offer. Changes in charges 
for the payment services framework contract (current account 
agreement) shall be governed by No. 12 (5) of the General Business 
Conditions (Allgemeine Geschäftsbedingungen). 

If the customer is offered changes in charges, the customer may also 
terminate the business relationship free of charge with immediate 
effect before the proposed date of entry into force of the changes. The 
.ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ǊƛƎƘǘ ƻŦ 
termination in its offer.  

 
1.10.2 Charges for customers who are not consumers  

Charges and changes therein for credit transfers by customers who are 
not consumers shall continue to be governed by the provisions of No. 
12, paragraph 2 to 6 of the General Business Conditions.  

 
1.11 Exchange rate  

If the customer issues a credit transfer order in a currency other than 
the account currency, the account shall nevertheless be debited in the 
ac-count currency. The exchange rate for such credit transfers shall be 
determined on the basis of the conversion arrangement set out in the 
"List of Prices and Services".  

Any change in the reference exchange rate specified in the conversion 
arrangement shall take effect immediately without prior notice to the 
customer. The reference exchange rate shall be made accessible by 
the Bank or shall stem from a publicly accessible source.  

 
1.12 Reporting requirements under German law on foreign trade 

and payments  

The customer must comply with the reporting requirements under 
German law on foreign trade and payments. 

 
2 Credit transfers within Germany and to other European 

Economic Area 12(EEA) countries in euros or in other EEA 
currencies13  

 
2.1 Information required  

The customer must provide the following information in a credit 
transfer order:  

- Name of the payee  

- Unique identifier of the payee (see Section 1.2); if the BIC is not 
known in credit transfers denominated in EEA currencies other than 
ŜǳǊƻΣ ǘƘŜ Ŧǳƭƭ ƴŀƳŜ ŀƴŘ ŀŘŘǊŜǎǎ ƻŦ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider should be indicated instead.  

- Currency (if possible, in abbreviated form as detailed in Annex1)  

- Amount  

- Name of the customer  

- /ǳǎǘƻƳŜǊΩǎ L.!bΣ  

- and, in the case of cross-border credit transfers, the charges 
ƛƴǎǘǊǳŎǘƛƻƴ ά{I!w9έόŎƘŀǊƎŜǎ ǎƘŀǊŜŘ ōŜǘǿŜŜƴ ŎǳǎǘƻƳŜǊ ŀƴŘ ǇŀȅŜŜύΦ 

 

13 see footnote 13.   
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2.2 Maximum execution time  

 
2.2.1 Length of the execution time  

The Bank shall be obligated to ensure that the amount of a credit 
transfŜǊ ƛǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǿƛǘƘƛƴ ǘƘŜ 
execution time indicated in the "List of Prices and Services" at the 
latest.  

 
2.2.2 Commencement of the execution time  

(1) ¢ƘŜ ŜȄŜŎǳǘƛƻƴ ǇŜǊƛƻŘ ǎƘŀƭƭ ŎƻƳƳŜƴŎŜ ŀǎ ǎƻƻƴ ŀǎ ŀ ŎǳǎǘƻƳŜǊΩǎ 
credit transfer order is received by the Bank (see Section 1.4).  

(2) If the Bank and the customer agree that the execution of a credit 
transfer is to commence on a certain date or at the end of a certain 
period or on the date on which the customer has provided the 
Bank with the funds in the currency of the order required for 
execution, the date indicated in the order or otherwise agreed 
shall determine when the execution period commences. If the 
agreed date is not a business day, the execution period shall 
commence on the following business day. The business days shall 
be set out in the "List of Prices and Services".  

(3) The execution time for credit transfer orders in a currency other 
than the currency oŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǎƘŀƭƭ ƴƻǘ ŎƻƳƳŜƴŎŜ 
until the date on which the amount of the credit transfer is 
available in the currency of the order.  

 
2.3 Customer’s entitlement to a refund, correction and 

compensation  

 
2.3.1 Refund for unauthorised credit transfers  

If a credit transfer is unauthorized (see Section 1.3, paragraph 2), the 
Bank shall have no claim against the customer for reimbursement of 
its expenses. It shall be obligated to refund the amount of the credit 
transfer to the customer without delay and, if the amount has been 
debited to an account held by the customer, to restore the balance of 
this account to what it would have been without debiting for the 
unauthorized credit transfer. This obligation must be fulfilled no later 
than the end of the busineǎǎ Řŀȅ ŀǎ ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ [ƛǎǘ ƻŦ άtǊƛŎŜǎ ŀƴŘ 
{ŜǊǾƛŎŜǎέ ǿƘƛŎƘ ŎƻƳŜǎ ŀŦǘŜǊ ǘƘŜ Řŀȅ ƻƴ ǿƘƛŎƘ ǘƘŜ .ŀƴƪ ǿŀǎ ƴƻǘƛŦƛŜŘ 
that the credit transfer is unauthorised, or the Bank has obtained 
knowledge thereof by some other means. If the Bank has informed a 
competent authority in writing of legitimate reasons for suspecting 
fraudulent conduct on the part of the customer, the Bank shall be 
required to consider and to fulfill its obligation arising from sentence 
2 without delay if its suspicion of fraud is not confirmed. If the credit 
transfer is initiated by the customer through a payment initiation 
service provider, the obligations arising from sentences 2 to 4 shall 
apply to the Bank. 

 
2.3.2 Entitlement in the case of non-execution, incorrect or 

delayed execution of authorised credit transfers  

(1) In the case of non-execution or incorrect execution of an 
authorised credit transfer, the customer may request the Bank to 
refund the full amount of the credit transfer without delay insofar 
as the payment was not made or not made correctly. If the 
ŀƳƻǳƴǘ Ƙŀǎ ōŜŜƴ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎ- count, the Bank 
shall restore the balance of this account to what it would have 
been without debiting for the non-executed or incorrectly 
executed payment transaction. If a credit transfer is initiated by 
the customer through a payment initiation service provider, the 
obligations arising from sentences 1 and 2 shall apply to the Bank. 
If the Bank or any intermediary institutions have deducted 
charges from the amount of the credit transfer, the Bank shall 
remit the amount deducted in favour of the payee without delay.  

(2) Over and above paragraph 1, the customer may request the Bank 
to refund any charges and interest insofar as these were levied on 
ǘƘŜ ŎǳǎǘƻƳŜǊ ƻǊ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎount in connection 
with the non-execution or incorrect execution of the credit 
transfer.  

(3) In the case of delayed execution of an authorised credit transfer, 
ǘƘŜ ŎǳǎǘƻƳŜǊ Ƴŀȅ ŀǎƪ ǘƘŜ .ŀƴƪ ǘƻ ǊŜǉǳŜǎǘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ 
service provider to credit the payment ŀƳƻǳƴǘ ǘƻ ǘƘŜ ǇŀȅŜŜΩǎ 
payment account as if the credit transfer had been duly executed. 
This obligation arising from sentence 1 shall also apply if the credit 
transfer is initiated by the customer through a payment initiation 
service provider. If the Bank proves that the payment amount 
ǊŜŀŎƘŜŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǇǊƻǾƛŘŜǊ ƛƴ ŘǳŜ ǘƛƳŜΣ ǘƘƛǎ ƻōƭƛƎŀǘƛƻƴ 
shall not apply. The obligation arising from sentence 1 shall also 
not apply if the customer is not a consumer  

(4) If a credit transfer was not executed or not executed correctly, the 
.ŀƴƪ ǎƘŀƭƭΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΣ ǊŜŎƻƴǎǘǊǳŎǘ ǘƘŜ ǇǊƻŎŜǎǎƛƴƎ 
of the payment and inform the customer of the result thereof.  

 
2.3.3 Compensation for neglect of duty  

(1) In the case of non-execution, incorrect execution or delayed 
execution, of an authorized credit transfer, If an authorized credit 
transfer is not executed or not executed correctly or if a credit 
transfer is unauthorized, the customer may request the Bank to 
provide compensation for any loss or damage not already covered 
by Sections 2.3.1 and 2.3.2. This shall not apply if the Bank is not 
responsible for the neglect of duty. The Bank shall be liable in this 
connection for any fault on the part of an intermediary institution 
to the same extent as for any fault on its own part, unless the main 
cause of the loss or damage lies with an intermediary institution 
specified by the customer. If the customer has contributed to the 
occurrence of any loss or damage through culpable conduct, the 
principles of contributory negligence shall determine the extent 
to which the Bank and the customer must bear the loss or 
damage.  

(2) [ƛŀōƛƭƛǘȅ ǳƴŘŜǊ ǇŀǊŀƎǊŀǇƘ м ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ϵ мнΣрллΦ ¢Ƙƛǎ 
limitation of liability shall not apply to  

- unauthorized credit transfers  

- cases of deliberate intent or gross negligence by the Bank  

- risks which the Bank has assumed on an exceptional basis and,  

- if the customer is a consumer, loss of interest.  

 
2.3.4 Entitlement of customers who are not consumers  

By way of derogation from the entitlement to a refund under Section 
2.3.2 and the entitlement to compensation under Section 2.3.3, 
customers who are not consumers shall only have a claim for 
compensation be-sides any claims for restitution under § 667 and §§ 
812 ff. of the German Civil Code (Bürgerliches Gesetzbuch ς BGB) ς for 
an authorized credit transfer that is not executed, not executed 
correctly or executed with a delay or for an unauthorized credit 
transfer in accordance with the following rules:  

- The Bank shall be liable for any fault on its own part. If the customer 
has contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must bear 
the loss or damage.  

- The Bank shall not be liable for any fault on the part of intermediary 
insǘƛǘǳǘƛƻƴǎ ŎƘƻǎŜƴ ōȅ ƛǘΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ 
limited to the careful selection and instruction of the first 
intermediary institution (order passed on to a third party).  

- TƘŜ ŀƳƻǳƴǘ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎƭŀƛƳ ŦƻǊ ŎƻƳǇŜƴǎŀǘƛƻƴ ǎƘŀƭƭ ōŜ 
limited to the amount of the credit transfer, plus the charges and 
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interest levied by the Bank. Where claims for consequential loss or 
damage are asserted, such claims shall be limited to a maximum of 
ϵ мнΣрлл ǇŜǊ ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊΦ ¢Ƙis limitation of liability shall not apply 
to deliberate intent or gross negligence by the Bank or to risks that 
the Bank has assumed on an exceptional basis or to unauthorized 
credit transfers. 

 
2.3.5 Preclusion of liability and objection  

(1) Any liability by the Bank under Sections 2.3.2 to 2.3.4 shall be 
precluded in the following cases: 

- if the Bank proves to the customer that the full amount of the 
ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ ǿŀǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider in due time or  

- if the credit transfer was executed in conformity with the 
incorrect unique identifier of the payee provided by the 
customer. In this case, the customer may,however,request the 
Bank to make reasonable efforts to recover the amount of the 
credit transfer. If it is not possible to recover the amount of the 
credit transfer, the Bank shall be obligated to provide to the 
ŎǳǎǘƻƳŜǊΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǿǊƛǘǘŜƴ ǊŜǉǳŜǎǘΣ ŀƭƭ ŀǾŀƛƭŀōƭŜ 
information so that the customer can assert a claim for a refund 
of the amount of the credit transfer against the actual recipient 
of the credit transfer. For its activities pursuant to sentences 2 
and 3 of this bullet point, the Bank shall levy the charge set out 
in the "Price and Service Index".  

(2) Any claims by the customer under Sections 2.3.1 ς 2.3.4 and any 
objections by the customer against the Bank as a result of non-
execution or incorrect execution of credit transfers or as a result 
of unauthorized credit transfers shall be precluded if the customer 
fails to inform the Bank thereof within a period of 13 months at 
the latest after being debited for an unauthorized or incorrectly 
executed credit transfer. This period shall start to run only once 
the Bank has informed the customer about the debit entry for the 
credit transfer through the agreed account information channel 
no later than one month after the debit entry was made; 
otherwise the date on which the customer is informed shall 
determine when the period commences. Customers may assert 
claims for compensation under Section 2.3.3 also after expiry of 
the period referred to in sentence 1 if they were prevented, 
through no fault of their own, from adhering to this period. 
Sentences 1 to 3 shall also apply if the customer initiates the credit 
transfer through a payment initiation service provider. 

(3) Any claims by the customer shall be precluded if the 
circumstances substantiating a claim  

- are based upon an exceptional and unforeseeable event on 
which the Bank has no influence and whose consequences could 
not have been avoided even by exercising due diligence or  

- were brought about by the Bank as a result of a statutory 
obligation.  

 

                                                      
14 The EEA currently comprises Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, 
Denmark, Estonia, Finland, France (including French Guiana, Guadeloupe, Martinique, Mayotte, 
Réunion), Germany, Greece, Hungary, Iceland, Ireland, Italy, Latvia, Liechtenstein, Lithuania, 
Luxembourg, Malta, Netherlands, Norway, Poland, Portugal, Romania, Slovak Republic, 
Slovenia, Spain, Sweden and the United Kingdom of Great Britain and Northern Ireland.   
15 E.g. US dollar.   

3 Credit transfers within Germany and to other European 
Economic Area14 (EEA) countries in the currency of a non-EEA 
country (third country currency15) and credit transfers to non-
EEA countries (third countries16)  

 
3.1 Credit transfers within Germany and to other European 

Economic Area (EEA) countries in the currency of a non-EEA 
country (third-country currency) 

 
3.1.1 Information required  

The customer must provide the following information for the 
execution of a credit transfer order:  

- Name of the payee,  

- International Bank Account Number (IBAN) or account number of 
the payee,  

- Unique identifier of the payee (see Section 1.2); if the BIC is not 
known in cross-border credit transfers, the full name and address of 
ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛce provider should be indicated instead.  

- Country of destination (if possible, in abbreviated form as detailed 
in Annex 1),  

- Currency (if possible, in abbreviated form as detailed in Annex 1),  

- Amount,  

- Name of the customer,  

- /ǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƴǳƳōŜǊ όYƻƴtonummer) and bank code 
(Bankleitzahl) or IBAN.  

 
3.1.2 Execution time  

Credit transfers shall be executed as soon as possible.  

 
3.1.3 Customer’s entitlement to a refund, correction and 

compensation 

3.1.3.1 Refund for unauthorised credit transfers 

If a credit transfer is unauthorized (see Section 1.3, paragraph 2), the 
Bank shall have no claim against the customer for reimbursement of 
its expenses. It shall be obligated to refund the amount of the credit 
transfer to the customer without delay and, if the amount has been 
debited to an account held by the customer, to restore the balance of 
this account to what it would have been without debiting for the 
unauthorized credit transfer. This obligation must be fulfilled no later 
than the end of the busineǎǎ Řŀȅ ŀǎ ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ 
{ŜǊǾƛŎŜǎέ ǿƘƛŎƘ ŎƻƳŜǎ ŀŦǘŜǊ ǘƘŜ Řŀȅ ƻƴ ǿƘƛŎƘ ǘƘŜ .ŀƴƪ ǿŀǎ ƴƻǘƛŦƛŜŘ 
that the credit transfer is unauthorized, or the Bank has obtained 
knowledge thereof by some other means. If the Bank has informed a 
competent authority in writing of legitimate reasons for suspecting 
fraudulent conduct on the part of the customer, the Bank shall be 
required to consider and to fulfill its obligation arising from sentence 
2 without delay if its suspicion of fraud is not confirmed. If the credit 
transfer is initiated through a payment initiation service provider, the 
obligations arising from sentences 2 to 4 shall apply to the Bank. 

 
  

16 Third countries are all non-EEA countries (the EEA currently comprises Austria, Belgium, 
Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Estonia, Finland, France (including French 
Guiana, Guadeloupe, Martinique, Mayotte, Réunion), Germany, Greece, Hungary, Iceland, 
Ireland, Italy, Latvia, Liechtenstein, Lithuania, Luxembourg, Malta, Netherlands, Norway, 
Poland, Portugal, Romania, Slovak Republic, Slovenia, Spain, Sweden and the United Kingdom 
of Great Britain and Northern Ireland.   
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3.1.3.2 Entitlement in the case of non-execution, incorrect 
execution or delayed execution of authorized credit 
transfers  

(1) In the case of non-execution or incorrect execution of an 
authorized credit transfer, the customer may request the Bank to 
refund the full amount of the credit transfer without delay insofar 
as the payment was not made or not made correctly. If the 
ŀƳƻǳƴǘ Ƙŀǎ ōŜŜƴ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘΣ ǘƘŜ .ŀƴƪ 
shall restore the balance of this account too what it would have 
been without debiting for the non-executed or incorrectly 
executed payment transaction. If a credit transfer is initiated by 
the customer through a payment initiation service provider, the 
obligations arising from sentences 1 and 2 shall apply to the Bank. 
If the Bank or any intermediary institutions have deducted 
charges from the amount of the credit transfer, the Bank shall 
remit the amount deducted in favour of the payee without delay.  

(2) Over and above paragraph 1, the customer may request the Bank 
to refund any charges and interest insofar as these were levied on 
the customer or debiteŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƛƴ ŎƻƴƴŜŎǘƛƻƴ 
with the non-execution or incorrect execution of the credit 
transfer.  

(3) In the case of delayed execution of an authorized credit transfer, 
ǘƘŜ ŎǳǎǘƻƳŜǊ Ƴŀȅ ŀǎƪ ǘƘŜ .ŀƴƪ ǘƻ ǊŜǉǳŜǎǘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ 
service provider to the credit payment amount ǘƻ ǘƘŜ ǇŀȅŜŜΩǎ 
payment account as if the credit transfer had been duly executed. 
The obligation arising from sentence 1 shall also apply if the credit 
transfer is initiated by the customer through a payment initiation 
service provider. If the Bank proves that the payment amount 
ǊŜŀŎƘŜŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ƛƴ ŘǳŜ ǘƛƳŜΣ ǘƘƛǎ 
obligation shall not apply. The obligation arising from sentence 1 
shall also not apply if the customer is not a consumer. 

(4) If a credit transfer was not executed or not executed correctly, the 
.ŀƴƪ ǎƘŀƭƭΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΣ ǊŜŎƻƴǎǘǊǳŎǘ ǘƘŜ ǇǊƻŎŜǎǎƛƴƎ 
of the payment and inform the customer of the result thereof. 

 
3.1.3.3 Compensation for neglect of duty  

(1) In the case of non-execution, incorrect execution or delayed 
execution of an authorized credit transfer, or if a credit transfer is 
unauthorized, the customer may request the Bank to provide 
compensation for any loss or damage not already covered by 
Sections 3.1.3.1 and 3.1.3.2. This shall not apply if the Bank is not 
responsible for the neglect of duty. The Bank shall be liable in this 
connection for any fault on the part of an intermediary institution 
to the same extent as for any fault on its own part, unless the main 
cause of the loss or damage lies with an intermediary institution 
specified by the customer. If the customer has contributed to the 
occurrence of any loss or damage through culpable conduct, the 
principles of contributory negligence shall determine the extent 
to which the Bank and the customer must bear the loss or 
damage. 

(2) [ƛŀōƛƭƛǘȅ ǳƴŘŜǊ ǇŀǊŀƎǊŀǇƘ м ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ϵ мнΣрллΦ ¢Ƙƛǎ 
limitation of liability shall not apply to 

- unauthorized credit transfers 

- cases of deliberate intent or gross negligence by the Bank  

- risks which the Bank has assumed on an exceptional basis and, 

- if the customer is a consumer, loss of interest. 

 
3.1.3.4 Special rules for the parts of a credit transfer effected 

outside the EEA  

With regard to the parts of a credit transfer effected outside the EEA, 
customers shall , by way of derogation, from the entitlement under 
Sections 3.1.3.2 and 3.1.3.3, only have a claim for compensation ς 

besides any claims for restitution under Sections 667 and 812 ff. of the 
German Civil Code (Bürgerliches Gesetzbuch - BGB) ς for an authorised 
credit transfer that is not executed, not executed correctly or executed 
with a delay or for an unauthorised credit transfer in accordance with 
the following rules:  

- The Bank shall be liable for any fault on its own part. If the customer 
has contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must bear 
the loss or damage. 

- The Bank shall not be liable for any fault on the part of intermediary 
ƛƴǎǘƛǘǳǘƛƻƴǎ ŎƘƻǎŜƴ ōȅ ƛǘΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ 
limited to the careful selection and instruction of the first 
intermediary institution (order passed on to a third party). 

- ¢ƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ŀ ƳŀȄƛƳǳƳ ƻŦ ϵ мнΣрлл ǇŜǊ 
credit transfer. This limitation of liability shall not apply to deliberate 
intent or gross negligence by the Bank or to risks which the Bank has 
assumed on an exceptional basis or for unauthorized credit 
transfers.  

 
3.1.3.5 Entitlement of customers who are not consumers  

By way of derogation form the entitlement under Sections 3.1.3.2 and 
3.1.3.3, customers who are not consumers shall only have a claim for 
compensation ς besides any claims for restitution under Sections 667 
and 812ff. of the German Civil Code (Bürgerliches Gesetzbuch ς BGB) 
ς for an authorized credit transfer that is not executed, not executed 
correctly or executed with a delay or for a an unauthorized credit 
transfer in accordance with the following rules: 

- The Bank shall be liable for any fault on its own part. If the customer 
has contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must bear 
the loss or damage. 

- The Bank shall not be liable for any fault on the part of intermediary 
ƛƴǎǘƛǘǳǘƛƻƴǎ ŎƘƻǎŜƴ ōȅ ƛǘΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ 
limited to the careful selection and instruction of the first 
intermediary institution (order passed on to a third party). 

- The ŀƳƻǳƴǘ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎƭŀƛƳ ŦƻǊ ŎƻƳǇŜƴǎŀǘƛƻƴ ǎƘŀƭƭ ōŜ 
limited to the amount of the credit transfer, plus the charges and 
interest levied by the Bank. Where claims for consequential loss or 
ŘŀƳŀƎŜ ŀŜ ŀǎǎŜǊǘŜŘΣ ǎǳŎƘ ŎƭŀƛƳǎ ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ŀ ƳŀȄƛƳǳƳ ƻŦ ϵ 
12,500 per credit transfer. This limitation of liability shall not apply 
to deliberate intent or gross negligence by the Bank or to risks which 
the Bank has assumed on an exceptional basis or for unauthorized 
credit transfers.  

 
3.1.3.6  Preclusion of liability and objection 

(1) Any liability by the Bank under Sections 3.1.3.2 to 3.1.3.5 shall be 
precluded in the following cases: 

- The Bank proves to the customer that the full amount of the 
ŎǊŜŘƛǘ ǘǊŀƴǎŦŜǊ ǿŀǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider in due time. 

- The credit transfer was executed in conformity with the 
incorrect unique identifier of the payee provided by the 
customer (see Section 1.2). In this case, the customer may, 
however, request the Bank to make reasonable efforts to 
recover the amount of the credit transfer. If it is not possible to 
recover the amount of the credit transfer, the Bank shall be 
obligated to provide to the customer, at the customeǊΩǎ ǿǊƛǘǘŜƴ 
request, all available information so that the customer can 
assert a claim for a refund of the amount of the credit transfer 
against the actual recipient of the credit transfer. For its 
activities pursuant to sentences 2 and 3 of this bullet point, the 
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.ŀƴƪ ǎƘŀƭƭ ƭŜǾȅ ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ  ŀƴŘ 
{ŜǊǾƛŎŜǎέΦ 

(2) Any claims by the customer under Sections 3.1.3.1 to 3.1.3.5 and 
any objections by the customer against the Bank as a result of 
non-execution or incorrect execution of credit transfers or as 
result of unauthorized credit transfers shall be precluded if the 
customers fails to inform the Bank thereof within a period of 13 
months at the latest after being debited for an unauthorized or 
incorrectly executed credit transfer. This period shall start to run 
only once the Bank has informed the customer about the debit 
entry for the credit transfer through the agreed account 
information channel no later than one month after the debit entry 
was made; otherwise the date on which the customer is informed 
shall determine when the period commences. Customers may 
assert claims for compensation under Sections 3.1.3.3. also after 
expiry of the period referred to in sentence 1 if they were 
prevented, through no fault of their own, from adhering to this 
period. Sentences 1 to 3 shall also apply if the customer initiates 
the credit transfer through a payment initiation service provider.  

(3) Any claims by the customer shall be precluded if the 
circumstances substantiating a claim  

- are based upon an exceptional and unforeseeable event on 
which Bank has no influence and whose consequences could not 
have been avoided even by exercising due diligence or  

- were brought about the Bank as a result of a statutory 
obligation. 

 
3.2 Credit transfers to non-EEA countries (third countries) 

 
3.2.1 Information required  

The customer must provide the following information for the 
execution of a credit transfer order: 

- name of the payee  

- Unique identifier of the payee (see Section 1.2); if the BIC is not 
known in cross-border credit transfers, the full name and address of 
ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǎƘƻǳƭŘ ōŜ ƛƴŘƛŎŀǘŜŘ ƛƴǎǘŜŀŘΦ 

- Country of destination (if possible, in abbreviated form ad detailed 
in Annex 1) 

- Currency (if possible, in abbreviated form ad detailed in Annex 1) 

- Amount  

- Name of the customer  

- /ǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƴǳƳōŜǊ όYƻƴǘƻƴǳƳƳŜǊύ ŀƴŘ ōŀƴƪ ŎƻŘŜ 
(Bankleitzahl) oder IBAN 

 
3.2.2 Execution time 

Credit transfer shall be executed as soon as possible. 

 
3.2.3 Customer’s entitlement to a refund or compensation 

3.2.3.1 Refund for unauthorized credit transfers 

(1) If a credit transfer is unauthorized (see Section 1.3 paragraph 2 
above), the Bank shall have no claim against the customer for 
reimbursement of its expenses. It shall be obligated to refund the 
amount of the credit transfer to the customer without delay and, 
if the amount has been debited to an account held by the 
customer, to restore the balance of this account to what it would 
have been without debiting for the unauthorized credit transfer. 
This obligation must be fulfilled no later than the end of the 
ōǳǎƛƴŜǎǎ Řŀȅ ŀǎ ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ ǿƘƛŎƘ 
comes after the day on which the Bank was notified that the credit 
transfer is unauthorized, or the Bank has obtained knowledge 

thereof by some other means. If the Bank has informed a 
competent authority in writing of legitime reasons for suspecting 
fraudulent conduct on the part of the customer, the Bank shall be 
required to consider and to fulfill its obligation arising from 
sentence 2 without delay if its suspicion of fraud is not confirmed. 
If the credit transfer is initiated by the customer through a 
payment initiation service provider, the obligations arising from 
sentences 2 to 4 shall apply to the Bank.  

(2) In the case of other loss or damage resulting from an unauthorized 
credit transfer, The Bank shall be liable for any fault on its own 
part.If the customes has contributed to the occurrence of any loss 
or damage through culpable conduct, the principles of 
contributory negligence shall determine the extent to which the 
Bank and the customer must bear the loss or damage. 

 
3.2.3.2 Liability for non-execution, incorrect or delayed execution of 

authorized credit transfers  

In the case of non-execution, incorrect execution or delayed execution 
of an authorized credit transfer, customers shall have a claim for 
compensation ς besides any claims for restitution under Sections 667 
and 812 ff. of the German Civil Code (Bürgerliches Gesetzbuch ς BGB) 
in accordance with the following rules: 
 

- The Bank shall be liable for any fault on its part. If the customer has 
contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must bear 
the loss or damage. 

- The Bank shall not be liable for any fault on the part of intermediary 
ƛƴǎǘƛǘǳǘƛƻƴǎ ŎƘƻǎŜƴ ōȅ ƛΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ 
limited to the careful selection and instruction of the first 
intermediary institution (order passed on to a third party). 

- ¢ƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ŀ ƳŀȄƛƳǳƳ ƻŦ ϵ мнΣрлл ǇŜǊ 
credit transfer. This limitation of liability shall not apply to deliberate 
intend or gross negligence by the Bank or to risks which the Bank 
has assumed on an exceptional basis. 

 
3.2.3.3 Preclusion of liability and objection 

(1) Any liability by the Bank under Section 3.2.3.2 shall be precluded 
in the following cases: 

- The Bank proves to the customer that the full amount of the 
credit ǘǊŀƴǎŦŜǊ ǿŀǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider in due time. 

- The credit transfer was executed in conformity with the 
incorrect unique identifier of the payee provided by the 
customer (see Section 1.2). In this case, the customer ma, 
however, request the Bank to make reasonable efforts to 
recover the amount of the credit transfer. For its activities 
pursuant to sentence 2 of this bullet point, the Bank shall levy 
ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΦ 

(2) Any claims by the customer under Sections 3.2.3.1 and 3.2.3.2 and 
any objections by the customer against the Bank as a result of 
non-execution or incorrect execution of credit transfers or as a 
result of unauthorized credit transfers shall be precluded if the 
customer fails to inform the Bank thereof within a period of 13 
months at the latest after being debited for an unauthorized or 
incorrectly executed credit transfer. This period shall start to run 
only once the Bank has informed the customer about the debit 
entry for the credit transfer through the agreed account 
information channel no later than one month after the debit entry 
was made; otherwise the date on which the customer is informed 
shall determine when the period commences. Customers may 
assert claims for compensation under Section 3.1.3.3 also after 
expiry of the period referred to in sentence 1 if they were 
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prevented, through no fault of their own, from adhering to this 
period. Sentences 1 to 3 shall also apply if the customer initiates 
the credit transfer through a payment initiation service provider. 

(3) Any claims by the customer shall be precluded of the 
circumstances substantiating a claim  

- are based upon an exceptional and unforeseeable event on 

which the Bank has no influence and whose consequences could 
not have been avoided even by exercising due diligence or  

- were brought about the Bank as a result of a statutory 
obligation. 
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Annex 1: Abbreviations for Destination Countries and Currencies 
 

Destination Country Abbreviation  Currency Abbreviation 

Austria  AT Euro EUR 

Belgium  BE Euro EUR 

Bulgaria  BG Bulgarian Lew  BGN 

Canada  CA Canadian Dollar  CAD 

Croatia  HR Croatian Kuna  HRK 

Cyprus  CY Euro EUR  

Czech Republic  CZ Czech Krone  CZK 

Denmark  DK Danish Krone  DK 

Estonia  ES Estonian Kroon  EEK 

Finnland  FI Euro EUR 

France  FR Euro EUR 

Greece  GR Euro EUR 

Hungary HU Hungarian Forint  HUF 

Iceland  IS Icelandic Króna  ISK 

Ireland  IE Euro EUR 

Italy  IT Euro EUR 

Japan JP Japanese Yen  JPY 

Lativa LV Latvian Lats  LVL 

Liechtenstein  LI Swiss Franc17  CHF 

Lithunania  LT Lithuanian Litas  LTL 

Luexembourg LU Euro EUR 

Malta  MT Euro EUR 

Netherlands NL Euro EUR 

Norway  NO Norwegian Krone  NOK 

Poland  PL Polish Zloty  PLN 

Portugal PT Euro EUR 

Romania RO Romanian Leu  RON 

Russian Federation  RU Russian Ruble  RUB 

Slovak Republic  SK Euro EUR 

Slovenia  SI Euro EUR 

Spain  ES Euro EUR 

Sweden  SE Swedish Krona  SEK 

Switzerland  CH Swiss Franc  CHF 

Turkey  TR Turkish Lira  TRY 

United Kingdom of Great and Britain 
Northern Ireland 

GB Pound Sterling GBP 

United States US US Dollar  USD 

    

  

                                                      
17 Swiss Frances are the legal currency in Liechtenstein 
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The collection of claims by customer, as the payee, 
by direct debit shall be subject to the following 
terms and conditions. 
 
1 General  

 
1.1 Definition  

A direct debit is a payment transaction initiated by the customer, as 
ǘƘŜ ǇŀȅŜŜΣ ŀƴŘ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘ ǿƛǘƘ ƘƛǎκƘŜǊ ǇŀȅƳŜƴǘ 
service provider where the amount of the payment is specified by the 
customer.  

 
1.2 Presentation periods  

Direct debit collection orders must be presented by the customer to 
the Bank within the periods specified in Annex A.  

 
1.3 Charges and changes therein 

 
1.3.1 Agreement on charges  

Unless otherwise agreed, the charges for the collection of direct debits 
shall be set out in the Direct Debit Collection Agreement 
(Lastschriftinkassovereinbarung).  

 
1.3.2 Changes in charges for consumers  

Any changes in the charges shall be offered to a customer who is a 
consumer in text form no later than two months before their proposed 
date of entry into force. If the customer has agreed an electronic 
communication channel with the Bank within the framework of the 
business relationship, the changes may also be offered through this 
channel. The customer may indicate either approval or disapproval of 
the changes before their proposed date of entry into force.The 
changes shall be deemed to have been approved by the customer, 
unless the customer has indicated disapproval before their proposed 
ŘŀǘŜ ƻŦ ŜƴǘǊȅ ƛƴǘƻ ŦƻǊŎŜΦ ¢ƘŜ .ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
attention to this consequent approval in its offer.  

If a customer who is a consumer is offered changes in the charges, the 
customer may also terminate the business relationship free of charge 
with immediate effect before the proposed date of entry into force of 
ǘƘŜ ŎƘŀƴƎŜǎΦ ¢ƘŜ .ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ 
to this right of termination in its offer.  

Changes in charges for the payment services framework contract 
(current account agreement) shall be governed by No, 12, paragraph 
5 of the General Business Conditions (Allgemeine 
Geschäftsbedingungen).  

 
1.3.3 Changes in the charges for customers who are not 

consumers  

Changes in charges for customers who are not consumers shall 
continue to be governed by No. 12, paragraphs 2 ς с ƻŦ ǘƘŜ ōŀƴƪǎΩ 
General Business Conditions (Allgemeine Geschäftsbedingungen).  

 
1.3.4 Deduction of charges from the amount credited in the 

direct debit  

The Bank may deduct the charges to which it is entitled from the direct 
debit amount that is credited.  

 
1.4 Notification  

The Bank shall notify the customer at least once a month about the 
execution of direct debit collection orders and returned direct debit 
through the agreed account information channel. If customers are not 
consumers, the manner and frequency of such notification may be 

agreed separately with them. In their case, the notification for direct 
debit amounts which are credited collectively shall only show the total 
amount and not the individual payment transactions.  

 
1.5 Customer’s  entitlement to a refund and compensation  

 
1.5.1 Customer’s notification duty  

The customer shall notify the Bank without delay upon detecting any 
incorrectly executed direct debit collections. 

 
1.5.2 Entitlement in the case of non-execution or incorrect 

execution of a direct debit collection order by the Bank 
and in the case of delayed receipt of the direct debit 
amount  

(1) In the case of non-execution or incorrect execution of a direct 
debit collection order by the Bank, the customer may request the 
Bank to send it ς again, if necessary ς without delaȅ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ 
payment service provider.  

(2) Over and above the entitlement under paragraph 1, the customer 
may request the Bank to refund any charges and interest it levied 
ƻƴ ƘƛƳκƘŜǊ ƻǊ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƛƴ ŎƻƴƴŜŎǘƛƻƴ 
with the non-execution or incorrect execution of a direct debit 
collection order.  

(3) If the direct debit amount merely reached the Bank with a delay, 
the customer may request the Bank under Section 675y, 
paragraph 4 of the German Civil Code (Bürgerliches Gesetzbuch- 
BGB) to credƛǘ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘ ŀƳƻǳƴǘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ 
as if the payment transaction had been duly executed.  

 
1.5.3 Compensation  

(1) If a direct debit collection order is not executed, not executed 
correctly or executed with a delay, the customer may request the 
Bank to provide compensation for any loss or damage incurred as 
a result. This shall not apply if the Bank is not responsible for the 
neglect of duty. If the customer has contributed to the occurrence 
of any loss or damage through culpable conduct, the principles of 
contributory negligence shall determine the extent to which the 
Bank and the customer must bear the loss or damage.  

(2) LŦ ǘƘŜ ŎǳǎǘƻƳŜǊ ƛǎ ƴƻǘ ŀ ŎƻƴǎǳƳŜǊΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ŦƻǊ ŀƴȅ ƭƻǎǎ 
or damage shall be limited to the amount of the direct debit. 
Where consequential loss or damage is involved, liability shall, in 
addition, be limited to a maximum of ϵ 12,500 per direct debit. 
These limitations on liability shall not apply to deliberate intent or 
gross negligence by the Bank or to risks which the Bank has 
assumed on an exceptional basis.  

 
1.5.4 Exclusion of liability and objection  

Any claims by the customer under Section 1.5.2 and any objections by 
the customer against the Bank as a result of non-execution or incorrect 
execution of collection orders shall be precluded if the customer fails 
to inform the Bank thereof within a period of 13 months at the latest 
after being debited for an incorrectly executed collection transaction. 
This period shall start to run only once the Bank has informed the 
customer about the transaction through the agreed account 
information channel no later than one month after the debit entry was 
made; otherwise the date on which the customer is informed shall 
determine when the period commences.  

 
1.6 Other special arrangements with customers who are not 

consumers  

(1) If customers are not consumers, Section 675d, paragraph 1, 
sentence 1, paragraphs 3 - 5 (duties to provide information) and 
Section 675f, paragraph 5, sentence 2 (fees and expenses for 
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performing ancillary duties) of the German Civil Code 
(Bürgerliches Gesetzbuch ς BGB) shall not apply.  

(2) The minimum period of notice of two months specified in No. 19, 
ǇŀǊŀƎǊŀǇƘ мΣ ǎŜƴǘŜƴŎŜ о ƻŦ ǘƘŜ ōŀƴƪǎΩ DŜƴŜǊŀƭ .ǳǎƛƴŜǎǎ /ƻƴŘƛǘƛƻƴǎ 
shall not apply to the Direct Debit Collection Agreement with 
customers who are not consumers.  

 
1.7 Making available copies of the direct debit mandates  

On request, the customer shall make available to the Bank within 
seven business days copies of the collection authorization 
(Einzugsermächtigung), SEPA core direct debit mandate or SEPA 
business-to-business (B2B) direct debit mandate and, if necessary, 
further details of the direct debits presented. 

 
2 SEPA core direct debit  

 
2.1 Main characteristics of the SEPA core direct debit scheme  

The SEPA core direct debit scheme is governed by the SEPA Core Direct 
Debit Scheme Rulebook issued by the European Payments Council. The 
SEPA core direct debit scheme enables a payer to make payments in 
euros to the payee through his/her payment service provider within 
the Single Euro Payments Area (SEPA)18. 

For the execution of payments by SEPA core direct debit, the payer 
must give the SEPA direct debit mandate (see Section 4.4.) to the 
payee before the payment transaction.  

The customer, as the payee, initiates the respective payment 
ǘǊŀƴǎŀŎǘƛƻƴ ōȅ ǇǊŜǎŜƴǘƛƴƎ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘǎ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ 
service provider though the Bank.  

For authorized SEPA core direct debit payments, the payer shall be 
entitled to claim a refund of the amount debited from his/her payment 
service provider. Such claim must be made within eight weeks starting 
from the date on which the paȅŜǊΩǎ ŀŎŎƻǳƴǘ ǿŀǎ ŘŜōƛǘŜŘΦ ¢Ƙƛǎ ǎƘŀƭƭ 
result in cancellation of the conditional credit entry in the account of 
the customer as the payee.  

 
2.2 Unique identifier  

The customer must use  

- the IBAN issued to him/her by the Bank, plus for cross-border direct 
debit collections in countries outside the European Economic Area 
(EEA) the BIC of the Bank, as their unique identifier and  

- the IBAN the IBAN notified to him/her by the payer, plus for cross-
border direct debit collections in countries outside the European 
9ŎƻƴƻƳƛŎ !ǊŜŀ ό99!ύ ǘƘŜ .L/ ƻŦ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider, as the unique identifier of the payer.  

The Bank is entitled to collect the direct debits solely on the basis of 
the unique identifiers provided to it.  

 
2.3 Transmission of direct debit data  

When SEPA core direct debits are used, the direct debit data may be 
ŦƻǊǿŀǊŘŜŘ ōȅ ǘƘŜ .ŀƴƪ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
through the message transmission system of the Society for 
Worldwide Interbank Financial Telecommunications (SWIFT), which is 
based in Belgium and has operating centres in the European Union, 
Switzerland and the United States. 

 

                                                      
18 For a list of the SEPA countries and territories, see Annex D.   

2.4 SEPA direct debit mandate  

 
2.4.1 Giving the SEPA direct debit mandate  

The customer must obtain a SEPA direct debit mandate from the 
payer before presenting SEPA core direct debits. The SEPA direct 
debit mandate must contain the following statements by the payer:  

- a statement authorizing the costumer to collect payments from the 
ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘ ōȅ {9t! ŎƻǊŜ ŘƛǊŜŎǘ ŘŜōƛǘ ŀƴŘ  

- ŀ ǎǘŀǘŜƳŜƴǘ ƛƴǎǘǊǳŎǘƛƴƎ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǘƻ Ǉŀȅ 
ǘƘŜ {9t! ŎƻǊŜ ŘƛǊŜŎǘ ŘŜōƛǘǎ ŘǊŀǿƴ ōȅ ǘƘŜ ŎƻǎǘǳƳŜǊ ƻƴ ǘƘŜ ǇŀȅŜǊΩǎ 
account.  

For this purpose, the customer must use the text attached as Annex 
B.3 or an identical text in an official language of the countries and 
territories listed in Annex D in accordance with the rules laid down by 
the European Payments Council (see 
www.europeanpaymentscouncil.eu).  

The mandate must, in addition, include the following details:  

- ƴŀƳŜ ŀƴŘ ŀŘŘǊŜǎǎ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊ ŀƴŘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎǊŜŘƛǘƻǊ 
identfier (where customers are resident in Germany, this is assigned 
by the Deutsche Bundesbank; see http://glaeubiger-
id.bundesbank.de),  

- indication of whether the mandate is for a one-off payment or re-
current payment or  

- name of the payer or identification pursuant to Annex C.2  

- unique identifier of the payer (see Section 2.2)  

¶ Signature by the payer and  

¶ date of signature by the payer.  

The mandate reference assigned individually by the costumer  

- shall, in conjunction with the creditor identifier, uniquely identify 
each mandate  

- shall be up to 35 alphanumerical digits long and  

- may form part of the mandate or must be subsequently notified to 
the payer.  

The SEPA direct debit mandate may contain additional details 
supplementing the aforementioned data.  

 
2.4.2 Einzugsermächtigung as a SEPA direct debit mandate  

(1) The customer may use an Einzugsermächtigung issued before 1 
February 2014 as a SEPA direct debit mandate. For this purpose, 
the following conditions must be fulfilled:  

- The payer has given the costumer, as the payee, an 
Einzugsermächtigung in writing, authorizing the payee to collect 
payments from his/her account by direct debit.  

- The payer and his/her payment service provider have agreed 
that  

¶ the payer, by giving an Einzugsermächtigung, instructs his/her 
payment service provider at the same time to pay the direct 
debits drawn by the payee on his/her account and 

¶ this Einzugsermächtigung may be used as a SEPA direct debit 
mandate.  

(2) The Einzugsermächtigung must contain the following 
authorization data:  

- identification of the payee,  

- identification of the payer,  
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- unique identifier under Section 2.2 or account number and bank 
code of the payer.  

The Einzugsermächtigung may contain additional details 
supplementing the authorization data. 

(3) Before the first SEPA core direct debit is collected, the customer 
must notify the payer of the changeover from collection by direct 
debit based on an Einzugsermächtigung 
(Einzugsermächtigungslastschrift) to collection by SEPA core 
direct debit, indicating the creditor identifier and the mandate 
reference in text form. Where requested by the Bank, the 
customer must duly demonstrate that it notified the payer as 
required in sentence 1.  

(4) The first SEPA core direct debit that is issued after the changeover 
from the direct debit based on collection authorization shall be 
tagged as a first direct debit. The date of signature by the payer 
indicated in the data set for the direct debits presented shall be 
the date of notification of the payer as specified in paragraph 3. 

 
2.4.3 Record-keeping requirement  

The customer shall be obligated to retain the SEPA direct debit 
mandate given by the payer ς including any changes ς in the legally 
required form. Once the mandate expires, it must be retained for a 
period of not less than 14 months calculated from the date of 
presentation of the last direct debit collected.  

 
2.4.4 Revocation of the SEPA direct debit mandate by the 

payer  

If a payer revokes a SEPA direct debit mandate vis-à-vis the customer, 
the customer may not collect any further SEPA core direct debits on 
the basis of this SEPA direct debit mandate.  

If a SEPA core direct debit is returned to the customer for the following 
ǊŜŀǎƻƴΥ άbƻ ƳŀƴŘŀǘŜκunauthorized ǘǊŀƴǎŀŎǘƛƻƴέΣ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ 
service provider thereby informs the customer that the payer has 
revoked the SEPA direct debit mandate given to the customer. The 
customer may then not collect any further SEPA core direct debits on 
the basis of this SEPA direct debit mandate. 

 
2.5 Notification of SEPA core direct debit collection  

The customer must notify the payer of SEPA core direct debit 
collection no later than 14 calendar days before the due date of the 
first SEPA core direct debit payment (e.g. by issuing an invoice); the 
customer and the payer may also agree a different notification period. 
For recurrent direct debits for the same amounts, it shall be sufficient 
to notify the payer once before the first direct debit collection and to 
indicate the dates when payments are due.  

 
2.6 Presentation of the SEPA core direct debits  

(1) The SEPA direct debit mandate given by the payer shall remain 
with the customer as the payee. The customer shall take over the 
authorization data and enter any additional details in the data set 
for collection of SEPA core direct debits. The respective direct 
debit amount and the date on which the direct debit payment is 
due shall be specified by the customer. If the SEPA core direct 
debit is drawn on an account held by the payer outside the 
9ǳǊƻǇŜŀƴ 9ŎƻƴƻƳƛŎ !ǊŜŀ ό99!ύΣ ǘƘŜ ǇŀȅŜǊΩǎ ŀŘŘǊŜǎǎ ǎƘƻǳƭŘ ōŜ 
additionally indicated in the data set. 

(2) The customer shall send the data set for collection of the SEPA 
core direct debit to the Bank electronically in compliance with the 
agreed presentation periods. The direct debit must be tagged in 
accordance with Annex C. The paȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
(payer bank) shall be entitled to process the direct debit according 
to how it is tagged.  

(3) If the due date specified by the customer in the data record is not 

a TARGET2 business day6, the Bank shall be entitled to specify the 
following TARGET2 business day as the due date in the direct debit 
data set.  

(4) If the customer does not present any SEPA core direct debit under 
a SEPA direct debit mandate within a period of 36 months 
(calculated from the due date of the last SEPA core direct debit 
presented), he/she must cease collecting direct debits under this 
mandate and shall be obligated to obtain a new SEPA direct debit 
mandate if he/she wishes to collect SEPA core direct debits from 
the payer thereafter. The Bank shall not be obligated to verify 
compliance with the measures referred to in sentence 1.  

(5) The Bank shall send the SEPA core direct debit, if presented 
ǇǳƴŎǘǳŀƭƭȅ ŀƴŘ ǇǊƻǇŜǊƭȅΣ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
so that the payment can be debited on the due date contained in 
the direct debit data set.  

 
2.7 Execution of the payment transaction and returned direct 

debits  

(1) ¢ƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǊŜƳƛǘǎ ǘƘŜ ŀƳƻǳƴǘ ŘŜōƛǘŜŘ 
ōȅ ƛǘ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ ǘƘŜ {9t! ŎƻǊŜ ŘƛǊŜŎǘ 
debit to the Bank.  

(2) If a ŘƛǊŜŎǘ ŘŜōƛǘ ƛǎ ƴƻǘ ǇŀƛŘ ōȅ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
or is returned because a refund is claimed by the payer, the Bank 
shall cancel the conditional credit entry or credit entry. It shall do 
so irrespective of whether a periodic balance statement has been 
issued in the meantime. 

 
3 SEPA business to business (B2B) direct debit scheme  

 
3.1 Main characteristics of the SEPA B2B direct debit scheme  

The SEPA B2B direct debit scheme is governed by the SEPA B2B Direct 
Debit Scheme Rulebook issued by the European Payments Council. The 
SEPA B2B direct debit scheme may only be used by payers who are not 
consumers.  

The SEPA B2B direct debit scheme enables a payer to make payments 
in euros to the payee through his/her payment service provider within 
the Single Euro Payments Area (SEPA7).  

For the execution of payments by SEPA B2B direct debit  

- ǘƘŜ ǇŀȅŜŜ ŀƴŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ Ƴǳǎǘ ǳǎŜ ǘƘŜ 
SEPA B2B direct debit scheme and  

- the payer must give the SEPA B2B direct debit mandate to the payee 
before the payment transaction and  

- ǘƘŜ ǇŀȅŜǊ Ƴǳǎǘ ƛƴŦƻǊƳ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǘƘŀǘ 
the SEPA B2B direct debit mandate has been given. 

The customer, as the payee, initiates the respective payment 
ǘǊŀƴǎŀŎǘƛƻƴ ōȅ ǇǊŜǎŜƴǘƛƴƎ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘǎ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ 
service provider through the Bank.  

For authorized SEPA B2B direct debit payments, the payer shall not be 
entitled to claim a refund of the amount debited to his/her account 
from his/her payment service provider.  

 
3.2 Unique identifier  

The customer must use  

- the IBAN issued to him/her by the Bank, plus for cross-border direct 
debit collections in countries outside the European Economic Area 
(EEA) the BIC of the Bank, as his/her unique identifier and  

- the IBAN notified to him/her by the payer, plus for cross-border 
direct debit collections in countries outside the European Economic 
Area (EEA) the BIC ƻŦ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊΣ ŀǎ ǘƘŜ 
unique identifier of the payer.  
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The Bank is entitled to collect the direct debits solely on the basis of 
the unique identifiers provided to it.  

 
3.3 Transmission of direct debit data  

When SEPA B2B direct debits are used, the direct debit data may be 
ŦƻǊǿŀǊŘŜŘ ōȅ ǘƘŜ .ŀƴƪ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
through the message transmission system of the Society for 
Worldwide Interbank Financial Telecommunications (SWIFT), which is 
based in Belgium and has operating centres in the European Union, 
Switzerland and the United States.  

 
3.4 SEPA B2B direct debit mandate  

 
3.4.1 Giving the SEPA direct debit mandate  

The customer must obtain a SEPA B2B direct debit mandate from the 
payer before presenting SEPA B2B direct debits. The SEPA B2B direct 
debit mandate must contain the following statements by the payer:  

- a statement authorizing the costumer to collect payments from the 
ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘ ōȅ {9t! .н. ŘƛǊŜŎǘ ŘŜōƛǘ ŀƴŘ  

- ŀ ǎǘŀǘŜƳŜƴǘ ƛƴǎǘǊǳŎǘƛƴƎ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǘƻ Ǉŀȅ 
.н. ŘƛǊŜŎǘ ŘŜōƛǘǎ ŘǊŀǿƴ ōȅ ǘƘŜ ŎƻǎǘǳƳŜǊ ƻƴ ǘƘŜ ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘΦ  

For this purpose, the customer must use the text attached as Annex 
B.4 or an identical text in an official language of the countries and 
territories listed in Annex D in accordance with the rules laid down by 
the European Payments Council (see 
www.europeanpaymentscouncil.eu).  

The mandate must, in addition, include the following details:  

- ƴŀƳŜ ŀƴŘ ŀŘŘǊŜǎǎ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊ ŀƴŘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎǊŜŘƛǘƻǊ 
identfier (where customers are resident in Germany, this is assigned 
by the Deutsche Bundesbank; see http://glaeubiger-
id.bundesbank.de),  

- indication whether the mandate is for a one-off payment or 
recurrent payments  

- name of the payer  

- unique identifier of the payer (see Section 3.2)  

- signature by the payer  

- date of signature by the payer  

- The mandate reference assigned individually by the costumer  

- Shall, in conjunction with the payee identifier, clearly identify each 
mandate  

¶ shall up to 35 alphanumeric digits long  

¶ may form part of the mandate or must be subsequently 
notified to the payer.  

The SEPA B2B direct debit mandate may contain additional details 
supplementing the aforementioned data. 

 
3.4.2 Record-keeping requirement  

The customer shall be obligated to retain the SEPA B2B direct debit 
man-date ς including any changes ς given by the payer in the legally 
required form. Once the mandate expires, it must be retained for a 
period of not less than 14 months calculated from the date of 
presentation of the last direct debit collected.  

 

                                                      
19 TARGET2 stands for Trans-European Automated Real-time Gross Settlement Express 

Transfer System. TARGET2 is open every day except Saturday, Sunday, New Year, Good 

Friday, Easter Monday, 1 May and 25 and 26 December.   

3.5 Notification of SEPA B2B direct debit collection  

The customer must notify the payer of SEPA B2B direct debit collection 
no later than 14 calendar days before the due date of the first SEPA 
B2B direct debit payment (e.g. by issuing an invoice); the customer and 
the payer may also agree a different notification period.  

For recurrent direct debits for the same amounts, it shall be sufficient 
to notify the payer once before the first direct debit collection and to 
indicate the dates when payments are due.  

 
3.6 Presentation of the SEPA B2B direct debit  

(1) The SEPA B2B direct debit mandate given by the payer shall 
remain with the customer. The customer shall take over the 
authorization data and enter any additional details in the data set 
for collection of SEPA B2B direct debits. The respective direct 
debit amount and the date on which the direct debit payment is 
due shall be specified by the customer. If the SEPA B2B direct debit 
is drawn on an account held by the payer outside the European 
9ŎƻƴƻƳƛŎ !ǊŜŀ ό99!ύΣ ǘƘŜ ǇŀȅŜǊΩǎ ŀŘŘǊŜǎǎ ǎƘƻǳƭŘ ōŜ ŀŘŘƛǘƛƻƴŀƭƭȅ 
indicated in the data set. 

(2) The customer shall send the data set for collection of the SEPA 
B2B direct debit to the Bank electronically in compliance with the 
agreed presentation periods. The direct debit must be tagged in 
ŀŎŎƻǊŘŀƴŎŜ ǿƛǘƘ !ƴƴŜȄ /Φ ¢ƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
(payer bank) shall be entitled to process the direct debit according 
to how it is tagged.  

(3) If the due date specified by the customer in the data set is not a 
TARGET2 business day19, the Bank shall be entitled to specify the 
following TARGET2 business day as the due date in the direct debit 
data set.  

(4) If the customer does not present any SEPA B2B direct debit under 
a SEPA B2B direct debit mandate within a period of 36 months 
(calculated from the due date of the last SEPA B2B direct debit 
presented), the customer must cease collecting direct debits 
under this mandate and shall be obligated to obtain a new SEPA 
B2B direct debit mandate if he/she wishes to collect SEPA B2B 
direct debits from the payer thereafter. The Bank shall not be 
obligated to verify compliance with the measures referred to in 
sentence 1.  

(5) The Bank shall send the SEPA B2B direct debit, if presented 
ǇǳƴŎǘǳŀƭƭȅ ŀƴŘ ǇǊƻǇŜǊƭȅΣ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
so that the payment can be debited on the due date contained in 
the direct debit data record.  

 
3.7 Execution of the payment transaction and returned direct 

debits  

(1) ¢ƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ǊŜƳƛǘǎ ǘƘŜ ŀƳƻǳƴǘ ŘŜōƛǘŜŘ 
ōȅ ƛǘ ǘƻ ǘƘŜ ǇŀȅŜǊΩǎ ŀŎŎƻǳƴǘ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ ǘƘŜ {9t! .н. ŘƛǊŜŎǘ 
debit to the Bank.  

(2) If a direct debit is not paiŘ ōȅ ǘƘŜ ǇŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
provider, the Bank shall cancel the conditional credit entry. It shall 
do so irrespective of whether a periodic balance statement has 
been issued in the meantime. 
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Annex A – Submission Deadlines  

 
 

Scheme Submission Deadline 

SEPA core direct debit up to 2.30pm for same-day processing 

SEPA business-to-business (B2B) direct debit up to 2.30pm for same-day processing 

   

.ǳǎƛƴŜǎǎ Řŀȅǎ ŀǊŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ ǇǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und Leistungsverzeichnis) 

 
 

  



3
3 

 

Terms and Conditions for payments by  

Direct Debit Collection  
 
 
 

General Terms and Conditions, date 01.08.2019, Version 7.2  page 33 

Annex B.1 
 

Text of the SEPA direct debit mandate20 to the payee 

 
 

SEPA direct debit mandate 

By signing this mandate form, you authorize (A) [NAME OF PAYEE] to send instructions to your payment service provider to debit your 
account and (B) your payment service provider to debit your account in accordance with the instructions from [NAME OF PAYEE].  

As part of your rights, you are entitled to a refund from your payment service provider under the terms and conditions of your agreement 
with your payment service provider. A refund must be claimed with 8 weeks starting from the date on which your account was debited.  

tŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ Ǉrovider (name and BIC) 

IBAN:       | _____| _____| _____| _____| __ 

 
 

Place / Date / Signature(s) of payer(s) 

 

 

                                                      
20 Pursuant to Section 4.4.1 of the “Terms and Conditions for Direct Debit Collection”, the text of the SEPA direct debit mandate is binding.   
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Annex B.2 
 

Text of the SEPA business-to-business (B2B) direct debit mandate21 to the payee 

 
 

SEPA B2B direct debit mandate 

By signing this mandate form, you authorize (A) [name of payee] to send instructions to your payment service provider to debit your account 
and (B) your payment service provider to debit your account in accordance with the instructions from [name of payee]. This mandate is only 
intended for business-to-business transactions. You are not entitled to a refund from your payment service provider after your account has 
been debited, but you are entitled to request your payment service provider not to debit your account up until the day on which the payment 
is due.  

tŀȅŜǊΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ (name and BIC) 

IBAN:       |_____| _____| _____| _____| __ 

 
 

Place / Date / Signature(s) of payer(s) 

 
 

 
 

  

                                                      
21 Pursuant to Section 5.4.1 of the “Terms and Conditions for Direct Debit Collection”, the text of the SEPA direct debit mandate is binding.   
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Annex C 
 
Tagging of the different direct debit schemes in the data set 

 
 

Scheme Date set tag 

SEPA core direct debit α/hw9ά ƛƴ α/ƻŘŜά ŜƭŜƳŜƴǘ ƻŦ α[ƻŎŀƭ ƛƴǎǘǊǳƳŜƴǘά ŜƭŜƳŜƴǘ ƎǊƻǳǇ 

SEPA business-to-business (B2B) direct debit α.н.ά ƛƴ α/ƻŘŜά ŜƭŜƳŜƴǘ ƻŦ α[ƻŎŀƭ ƛƴǎǘǊǳƳŜƴǘά ŜƭŜƳŜƴǘ ƎǊƻǳǇ 
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Annex D 
 
List of SEPA States and Regions 

 
 

1. Countries in the European Economic Area (EEA) 

1.1 Member States of the European Union: Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Germany, Estonia, 
Finland, France (including French-Guyana, Guadeloupe, Martinique, Mayotte, Réunion, 
Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, the Netherlands, 
Poland, Portugal, Romania, Slovenia, Slovakia, Spain, Sweden, United Kingdom of Great 
Britain and Northern Ireland. 

1.2 Other countries: Iceland, Liechtenstein, Norway. 

2. Other countries and regions  

Guernsey, Jersey, Isle of Man, Monaco, St. Pierre and Miquelon and Switzerland. 
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Payments which the costumer makes to payee 
(creditors) by SEPA core direct debit through 
his/her account with the Bank shall be subject to 
the following terms and conditions. 
 
1 General  

 
1.1 Definition  

A direct debit is a payment transaction initiated by the payee and 
ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǿƘŜǊŜ ǘƘŜ ŀƳƻǳƴǘ ƻŦ ǘƘŜ ǇŀȅƳŜƴǘ 
is specified by the payee.  

 
1.2 Charges and changes therein 

 
1.2.1 Charges for consumers  

¢ƘŜ ŎƘŀǊƎŜǎ ŦƻǊ ŘƛǊŜŎǘ ŘŜōƛǘǎ ǎƘŀƭƭ ōŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ 
{ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und Leistungsverzeichnis).  

Any changes in the charges shall be offered to the customer in text 
form no later than two months before their proposed date of entry 
into force. If the customer has agreed an electronic communication 
channel with the Bank within the framework of the business 
relationship, the changes may also be offered through this channel. 
The customer ma indicate either approval or disapproval of the 
changes before their proposed data of entry into force. The changes 
shall be deemed to have been approved by the customer, unless the 
customer has indicated disapproval before their pro-posed date of 
ŜƴǘǊȅ ƛƴǘƻ ŦƻǊŎŜΦ ¢ƘŜ .ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
attention to this consequent approval in its offer.  

If the customer is offered changes in the charges, the customer may 
also terminate the business relationship free of charge with immediate 
effect before the proposed date of entry into force of the changes. The 
.ŀƴƪ ǎƘŀƭƭ ŜȄǇǊŜǎǎƭȅ ŘǊŀǿ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘƛǎ ǊƛƎƘǘ ƻŦ 
termination in its offer. Changes in charges for the payment services 
framework contract (current account agreement) shall be governed by 
No.12, paragraph 5 of the General Business Conditions (Allgemeine 
Geschäftsbedingungen). 

 
1.2.2 Charges for customers who are not consumer  

Charges for payments by customers and any changes in these shall 
continue to be governed by No. 12, paragraphs 2 ς с ƻŦ ǘƘŜ ōŀƴƪǎΩ 
General Business Conditions (Allgemeine Geschäftsbedingungen).  

 
2 SEPA core direct debit  

 
2.1 General  

 
2.1.1 Main characteristics of the SEPA core direct debit scheme  

The SEPA core direct debit scheme enables the customer to make 
payments in euros to the payee through the Bank within the Single 
Euro Payments Area (SEPA). SEPA comprises the countries and 
territories listed in the Annex.  

For the execution of payments by SEPA core direct debit  

- ǘƘŜ ǇŀȅŜŜ ŀƴŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ Ƴǳǎǘ ǳǎŜ ǘƘŜ 
SEPA core direct debit scheme and  

- the customer must give the SEPA core direct debit mandate to the 
payee before the payment transaction.  

The payee initiates the respective payment transaction by presenting 

                                                      
22 International Bank Account Number   
23 For the member countries, see Annex D.   

the direct debits to the Bank through his/her payment service 
provider. If a payment which has been made on the basis of a SEPA 
core direct debit is authorized, the customer shall be entitled to claim 
a refund of the amount debited from the Bank. Such claim must be 
made within eight weeks starting from the date on which the 
ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǿŀǎ ŘŜōƛǘŜŘΦ  

 
2.1.2 Unique identifiers  

The customer must use the IBAN22 notified to him/her plus for 
crossborder payments (outside the European Economic Area23) the 
BIC24 of the Bank, as his/her unique identifier vis-à-vis the payee, since 
the Bank is entitled to execute the payment by SEPA core direct debit 
solely on the basis of the unique identifier provided to it. The Bank and 
the intermediary institutions involved will execute the payment to the 
payee using the IBAN, plus for cross-border payments outside the EEA 
the BIC, indicated by the payee in the direct debit data set as the 
ŎǳǎǘƻƳŜǊΩǎ ǳƴƛǉǳŜ ƛŘŜƴǘƛŦƛŜǊΦ  

 
2.1.3 Transmission of direct debit data  

When SEPA core direct debits are used, the direct debit data may be 
ŦƻǊǿŀǊŘŜŘ ǘƻ ǘƘŜ .ŀƴƪ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
through the message transmission system of the Society for 
Worldwide Interbank Financial Telecommunications (SWIFT), which is 
based in Belgium and has operating centres in the European Union, 
Switzerland and the United States.  

 
2.2 SEPA direct debit mandate  

 
2.2.1 Giving the SEPA direct debit mandate  

The customer shall give a SEPA direct debit mandate to the payee. With 
it, the customer authorizes the Bank to pay SEPA core direct debits 
drawn by the payee. The mandate must be given in writing or in the 
manner agreed with the Bank. This authorization shall at the same time 
Ŏƻƴǘŀƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŜȄǇƭƛŎƛǘ ŎƻƴǎŜƴǘ ǘƻ ǘƘŜ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ 
providers and any intermediary institutions involved in the collection 
of the direct debit to retrieve, process, transmit and store the personal 
data required for the execution of the direct debit. 
The SEPA core direct debit mandate must contain the following 
statements by the customer:  

- a statement authorizing the payee to collect payments from the 
cusǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ōȅ {9t! ŎƻǊŜ ŘƛǊŜŎǘ ŘŜōƛǘ ŀƴŘ  

- a statement instructing the Bank to pay SEPA core direct debits 
ŘǊŀǿƴ ōȅ ǘƘŜ ǇŀȅŜŜ ƻƴ ǘƘŜ ŎƻǎǘǳƳŜǊΩǎ ŀŎŎƻǳƴǘΦ  

The SEPA core direct debit mandate must contain the following 
authorization data:  

- identification of the payee  

- creditor identifier  

- indication whether the mandate is for a one-off or recurrent 
payment  

- name of customer (if available)  

- ƴŀƳŜ ƻŦ ŎǳǎǘƻƳŜǊΩǎ ōŀƴƪΣ ŀƴŘ  

- customer unique identifier (see Section 2.1.2) 

The direct debit mandate may contain additional details 
supplementing the authorization data. 

 

24 Bank Identifier Code   
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2.2.2 Collection authorisation (Einzugsermächtigung) as a SEPA 
direct debit mandate  

If the customer has given collection authorization 
(Einzugsermächtigung) to the payee, authorizing the payee to collect 
payments from his/her ac-count by direct debit, the customer thereby 
instructs the Bank at the same time to pay the direct debits drawn on 
his/her account by the payee. With the collection authorization, the 
customer authorizes the Bank to pay direct debits drawn by the payee. 
This collection authorization shall be deemed to be a SEPA direct debit 
mandate. Sentences 1 ς 3 shall apply also to collection authorization 
given by the customer prior to the entry into force of these Terms and 
Conditions.  

Collection authorization must contain the following authorization 
data:  

- name and address of the payee  

- name of the customer  

- ŎǳǎǘƻƳŜǊΩǎ ǳƴƛǉǳŜ ƛŘŜƴǘƛŦƛŜǊ ƛƴ ŀŎŎƻǊŘŀƴŎŜ ǿƛǘƘ {ŜŎǘƛƻƴ нΦмΦн ƻǊ 
account number (Kontonummer) and bank code (Bankleitzahl).  

Collection authorization may contain additional details supplementing 
the authorization data.  

 
2.2.3 Revocation of the SEPA direct debit mandate  

The SEPA direct debit mandate may be revoked by the customer by 
means of a statement to this effect ς if possible, in writing ς to the 
payee or the Bank, with the result that subsequent payment 
transactions are no longer authorized. If notice of revocation is given 
to the Bank, it shall take effect from the banking business day, as 
ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ŦƻƭƭƻǿƛƴƎ ǘƘŜ Řŀȅ ƻƴ ǿƘƛŎƘ 
it is received. Notice of revocation should, in addition, be given to the 
payee so that the payee does not collect any further direct debits.  

 
2.2.4 Limitation and disallowance of SEPA core direct debits  

The customer may separately instruct the Bank to limit or disallow 
payments under SEPA core direct debits. This instruction must be 
received by the Bank no later than the end of the banking business 
ŘŀȅΣ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ōŜŦƻǊŜ ǘƘŜ ŘǳŜ Řate 
indicated in the direct debit data set. This instruction should, if 
possible, be given in writing and to the account-keeping branch of the 
Bank. It should, in addition, be given to the payee.  

 
2.3 Collection of the SEPA core direct debit by the payee under 

the SEPA core direct debit mandate  

(1) The SEPA core direct debit mandate given by the customer shall 
remain with the payee. The payee shall take over the 
authorization data and enter any additional details in the data set 
for collection of SEPA core direct debits. The respective direct 
debit amount shall be specified by the payee.  

(2) The payee shall send the data set for collection of the SEPA core 
direct debit to the Bank (payer bank) electronically through 
his/her payment service provider. This data set shall also 
ǊŜǇǊŜǎŜƴǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƛƴstruction to the Bank in the SEPA 
direct debit mandate to pay the respective SEPA core direct debit 
(see Section 2.2.1, sentences 2 and 4 and Section 2.2.2, sentence 
2). For delivery of this instruction, the Bank shall waive the form 
agreed for giving the SEPA direct debit mandate (see Section 2.2.1, 
sentence 3).  

 

                                                      
25 Bank working days are all working days except Saturdays, 24 December and 31 December.   

2.4 Payment transaction based on the SEPA core direct debit  

 
2.4.1 Debiting the customer’s account with the direct debit 

amount  

(1) On receipt of SEPA core direct debits drawn by the payee, the 
ŀƳƻǳƴǘ ǎǇŜŎƛŦƛŜŘ ōȅ ǘƘŜ ǇŀȅŜŜ ǎƘŀƭƭ ōŜ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
account on the due date indicated in the direct debit data set. If 
ǘƘŜ ŘǳŜ ŘŀǘŜ ƛǎ ƴƻǘ ŀ ōŀƴƪƛƴƎ ōǳǎƛƴŜǎǎ Řŀȅ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ 
tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ǘƘŜ ŀŎŎƻǳƴǘ ǎƘŀƭƭ ōŜ ŘŜōƛǘŜŘ ƻƴ ǘƘŜ ƴŜȄǘ 
banking business day.  

(2) ¢ƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǎƘŀƭƭ ƴƻǘ ōŜ ŘŜōƛǘŜŘ ƻǊ ŀ debit entry shall 
be cancelled no later than the second bank working day25 after it 
was made (see Section 2.4.2) if  

- the Bank has received notice of the SEPA direct debit mandate 
pursuant to Section 2.2.3,  

- the customer does not have a sufficient credit balance on the 
account or sufficient credit for payment of the direct debit (lack 
of funds); the Bank shall not pay partial amounts,  

- ǘƘŜ ǇŀȅŜǊΩǎ L.!b ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘ Řŀǘŀ ǎŜǘ Ŏŀƴƴƻǘ ōŜ 
as-signed to to any account held by the customer with the Bank 
or,  

- the direct debit cannot be processed by the Bank because the 
direct data set  

¶ does not contain a creditor identifier or contains one which is 
evidently wrong to the Bank 

¶ does not contain a mandate reference  

¶ does not indicate the date on which the mandate was given 
or  

¶ does not indicate the due date.  

(3) Lƴ ŀŘŘƛǘƛƻƴΣ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǎƘŀƭƭ ƴƻǘ ōŜ ŘŜōƛǘŜŘ ƻǊ ŀ ŘŜōƛǘ 
entry shall be cancelled no later than the second bank working day 
after it was made (see Section 2.4.2) if this SEPA core direct debit 
is countermanded by a separate instruction from the customer 
pursuant to Section 2.2.4.  

 
2.4.2 Payment of SEPA core direct debits  

{9t! ŎƻǊŜ ŘƛǊŜŎǘ ŘŜōƛǘǎ ŀǊŜ ǇŀƛŘ ƛŦ ǘƘŜ ŘŜōƛǘ ŜƴǘǊȅ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎ-
count has not been cancelled later than the second bank working day 
after it was made.  

 
2.4.3 Notification of non-execution or cancellation of the debit 

entry or refusal of a payment  

The Bank shall inform the customer without delay, and no later than 
the time agreed in Section 2.4.4, of non-execution or cancellation of 
the debit entry (see Section 2.4.1, paragraph 2) or refusal to pay a SEPA 
core direct debit (see Section 2.4.2). This may be done also through 
the agreed ac-count information channel. The Bank shall, if possible, 
state the reasons and indicate ways in which errors that led to the non-
execution, cancellation or refusal can be rectified.  

For the legitime refusal to pay an authorized SEPA core direct debit 
due to a lack of funds (see Section 2.4.1, paragraph 2, second bullet 
point)Σ ǘƘŜ .ŀƴƪ ǎƘŀƭƭ ƭŜǾȅ ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ 
{ŜǊǾƛŎŜǎέΦ 

 
2.4.4 Executing of the payment  

(1) The Bank shall be obligated to ensure that the amount debited by 
ƛǘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ the SEPA core direct 
debit preǎŜƴǘŜŘ ōȅ ǘƘŜ ǇŀȅŜŜ ƛǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ 
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service provider within ǘƘŜ ŜȄŜŎǳǘƛƻƴ ǇŜǊƛƻŘ ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ 
ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ ŀǘ ǘƘŜ ƭŀǘŜǎǘΦ  

(2) The execution period shall commence on the due date indicated 
in the direct debit data set. If this date is not a banking business 
Řŀȅ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ǘƘŜ ŜȄŜŎǳǘƛƻƴ 
period shall commence on the following banking business day.  

(3) The Bank shall inform the customer of the execution of the 
payment through the agreed account information channel and at 
the agreed frequency. 

  
2.5 Customer’s entitlement to a refund for an authorized 

payment  

(1) If a payment which has been made on the basis of a SEPA core 
direct debit is authorized, the customer shall be entitled to claim 
a no-questions-asked refund of the amount debited from the 
Bank. Such claim must be made within eight weeks starting from 
ǘƘŜ ŘŀǘŜ ƻƴ ǿƘƛŎƘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǿŀǎ ŘŜōƛǘŜŘΦ ¢ƘŜ .ŀƴƪ 
shall restore the balance of ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǘƻ ǿƘŀǘ ƛǘ 
would have been without debiting for the payment. Any claims by 
the payee against the customer shall not be affected by this.  

(2) The entitlement to a refund under paragraph 1 shall be precluded 
as soon as the amount of the direct debit entry has been expressly 
authorized by the customer directly to the Bank.  

(3) ¢ƘŜ ŎǳǎǘƻƳŜǊΩǎ ŜƴǘƛǘƭŜƳŜƴǘ ǘƻ ŀ ǊŜŦǳƴŘ ŦƻǊ ŀ ƴƻƴ-executed or 
incorrectly executed authorized payment shall be determined by 
Section 2.6.2.  

 
2.6 Customer’s entitlement to a refund and compensation  

 
2.6.1 Refund for an unauthorised payment  

If a payment is not authorized by the customer, the Bank shall have no 
claim against the customer for reimbursement of its expenses. It shall 
be obligated to refund the amount debited to the cusǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ 
to the customer without delay and to restore the balance of this 
account to what it would have been without debiting for the 
unauthorized payment. This obligation must be fulfilled no later than 
the end of the business day as indicated in tƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ 
{ŜǊǾƛŎŜǎέ ǿƘƛŎƘ ŎƻƳŜǎ ŀŦǘŜǊ ǘƘŜ Řŀȅ ƻƴ ǿƘƛŎƘ ǘƘŜ .ŀƴƪ ǿŀǎ ƴƻǘƛŦƛŜŘ 
that the payment is unauthorized, or the Bank has obtained 
knowledge thereof by other means. If the Bank has informed a 
competent authority in writing of legitimate reasons for suspecting 
fraudulent conduct on the part of the customer, the Bank shall be 
required to consider and to fulfill its obligation arising from sentence 
2 without delay if its suspicion of fraud is not confirmed. 

 
2.6.2 Entitlement in the case of non-execution, incorrect 

delayed execution of authorised payments  

(1) In the case of non-execution or incorrect execution of an 
authorized payment, the customer may request the Bank to 
refund the direct debit amount in full without delay insofar as the 
payment was not executed or executed incorrectly. The Bank shall 
ǘƘŜƴ ǊŜǎǘƻǊŜ ǘƘŜ ōŀƭŀƴŎŜ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎ-count to what it 
would have been without debiting for the incorrectly executed 
payment transaction.  

(2) Over and above the entitlement under paragraph 1, the customer 
may request the Bank to refund the charges and interest levied on 
him/her or debited to his/her account in connection with the non-
execution or incorrect execution of the payment.  

(3) If ǘƘŜ ŀƳƻǳƴǘ ƻŦ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘ ŘƻŜǎ ƴƻǘ ǊŜŀŎƘ ǘƘŜ ǇŀȅŜŜΩǎ 
payment service provider until after expiry of the execution 
period referred to in Section 2.4.4. (2) (delay), the payee may 
request the payment service provider to credit the amount of the 
ŘƛǊŜŎǘ ŘŜōƛǘ ǘƻ ǘƘŜ ǇŀȅŜŜΩǎ ŀŎŎƻǳƴǘ ŀǎ ƛŦ ǘƘŜ ǇŀȅƳŜƴǘ ƘŀŘ ōŜŜƴ 

duly executed.  

(4) If a payment transaction was not executed or not executed 
ŎƻǊǊŜŎǘƭȅΣ ǘƘŜ .ŀƴƪ ǎƘŀƭƭΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǊŜǉǳŜǎǘΣ reconstruct 
the processing of the payment and inform the customer of the 
result thereof.  

 
2.6.3 Compensation for neglect of duty 

(1) In the case of noon-execution, incorrect execution or delayed 
execution of an authorized payment, or if a payment is 
unauthorized, the customer may request the Bank to provide 
compensation for any loss or damage not already covered by 
Sections 2.6.1 and 2.6.2. This shall not apply if the Bank is not 
responsible for the neglect of duty. The Bank shall be liable in this 
connection for any fault on the part of an intermediary institution 
to the same extent as for any fault on its own part. If the customer 
has contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must 
bear the loss or damage.  

(2) [ƛŀōƛƭƛǘȅ ǳƴŘŜǊ ǇŀǊŀƎǊŀǇƘ м ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ϵ мнΣрллΦ ¢Ƙƛǎ 
limitation on liability shall not apply to  

- unauthorized payments 

- cases of deliberate intent or gross negligence by the Bank 

- risks which the Bank has assumed on an exceptional basis, and  

- if the customer is a consumer, loss of interest incurred by the 
customer.  

 
2.6.4 Entitlement of customers who are not consumers  

By way of derogation from the entitlement under Section 2.6.2 and 
2.6.3, customers who are not consumers shall only have a claim for 
compensation ς besides any claims for restitution under Sections 667 
and 812 ff. of the German Civil Code (Bürgerliches Gesetzbuch ς BGB) 
ς for an unauthorized payment that is not executed, not executed 
correctly or executed with a delay or for an unauthorized payment in 
accordance with the following rules:  

- The Bank shall be liable for any fault on its own part. If the customer 
has contributed to the occurrence of any loss or damage through 
culpable conduct, the principles of contributory negligence shall 
determine the extent to which the Bank and the customer must bear 
the loss or damage. 

- The Bank shall not be liable for any fault on the part of intermediary 
ƛƴǎǘƛǘǳǘƛƻƴǎ ŎƘƻǎŜƴ ōȅ ƛǘΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭ ōŜ 
limited to the careful selection and instruction of the first 
ƛƴǘŜǊƳŜŘƛŀǊȅ ƛƴǎǘƛǘǳǘƛƻƴΦ ¢ƘŜ ŀƳƻǳƴǘ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŎƭŀƛƳ for 
compensation shall be limited to the amount of the direct debit, plus 
the charges and interest levied by the Bank. 

- Where claims for consequential loss or damage are asserted, such 
ŎƭŀƛƳǎ ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ ǘƻ ŀ ƳŀȄƛƳǳƳ ƻŦ ϵ мнΣрлл ǇŜǊ ǇŀȅƳŜƴǘΦ ¢Ƙƛǎ 
limitation of liability shall not apply to deliberate intent or gross 
negligence by the Bank or to risks which the Bank has assumed on 
an exceptional basis or to unauthorized payments. 

 
2.6.5 Preclusion of liability and objection 

(1) Any liability by the Bank under Sections 2.6.2 ς 2.6.4 shall be 
precluded in the following cases:  

- The Bank proves to the customer that the full amount of the 
ǇŀȅƳŜƴǘ ǊŜŀŎƘŜŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ƛƴ ŘǳŜ 
time.  

- The payment was executed in conformity with the incorrect 
unique identifier of the payee provided by the payee. In this 
case, the customer may, however, request the Bank to make 
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reasonable effort to recover the amount of the payment. If it is 
not possible to recover the amount of the payment pursuant to 
sentence 2 of this bullet point, the Bank shall be obligated to 
ǇǊƻǾƛŘŜ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǿǊƛǘǘŜƴ ǊŜǉǳŜǎǘΣ ŀƭƭ 
available information so that the customer can assert a claim 
for a refund of the amount of the payment. For its activities 
pursuant to sentences 2 and 3 of this bullet point, the Bank shall 
levy the charge set out in the ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΦ 

(2) Any claims by the customer under Sections 2.6.1 ς 2.6.4 and any 
objections by the customer against the Bank as a result of non-
execution or incorrect execution of payments or as a result of 
unauthorized payments shall be precluded if the customer fails to 
inform the Bank thereof within a period of 13 months at the latest 
after being debited for an unauthorized or incorrectly executed 
payment. This period shall start to run only once the Bank has 
informed the customer about the debit entry for the payment 
through the agreed account information channel no later than 
one month after the debit entry was made; otherwise the date on 
which the customer is informed shall determine when the period 
commences. The customer may assert claims for compensation 
under Section 2.6.3 also after expiry of the period referred to in 
sentence 1 if he/she was prevented, through no fault of his/her 
own, from adhering to this period  

(3) Any claims by the customer shall be precluded if the 
circumstances substantiating a claim  

- are based upon an exceptional and unforeseeable event beyond 
the control of the Bank and whose consequences could not have 
been avoided even by exercising die dilligence  

- or were brought about by the Bank as a result of a statutory 
obligation. 
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Annex 
 
 
 
List of SEPA States and Regions 

 
 

1. Countries in the European Economic Area (EEA) 

1.1 Member States of the European Union: Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Germany, Estonia, 
Finland, France (including French-Guyana, Guadeloupe, Martinique, Mayotte, Réunion, 
Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, the Netherlands, 
Poland, Portugal, Romania, Slovenia, Slovakia, Spain, Sweden, United Kingdom of Great 
Britain and Northern Ireland. 

1.2 Other countries: Iceland, Liechtenstein, Norway. 

2. Other countries and regions  

Guernsey, Jersey, Isle of Man, Monaco, St. Pierre and Miquelon and Switzerland. 
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Payments which the customer26 who is not a 
consumer makes to payees (creditors) by SEPA 
business-to-business (B2B) direct debit through 
his/her account with the Bank shall be subject to 
the following terms and conditions.   
 
1 General 

 
1.1 Definition  

A direct debit is a payment transaction initiated by the payee and 
ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǿƘŜǊŜ ǘƘŜ ŀƳƻǳƴǘ ƻŦ ǘƘŜ ǇŀȅƳŜƴǘ 
is specified by the payee.  

 
1.2 Charges  

Charges and any changes in these shall be governed by No. 12, 
paragraphs 2 ς с ƻŦ ǘƘŜ ōŀƴƪǎΩ DŜƴŜǊŀƭ Terms and Conditions 
(Allgemeine Geschäftsbedingungen).  

 
2 SEPA business-to-business (B2B) direct debit  

 
2.1 General  

 
2.1.1 Main characteristics of the SEPA B2B direct debit scheme  

The SEPA B2B direct debit scheme may only be used by customers who 
are not consumers. It enables the customer to make payments in 
euros to the payee through the Bank within the Single Euro Payments 
Area (SEPA). SEPA comprises the countries and territories listed in the 
Annex. For the execution of payments by SEPA B2B direct debit  

- tƘŜ ǇŀȅŜŜ ŀƴŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ Ƴǳǎǘ ǳǎŜ ǘƘŜ 
SEPA B2B direct debit scheme  

- the customer must give the SEPA B2B direct debit mandate to the 
creditor before the payment transaction and  

- the customer must confirm to the Bank that the SEPA B2B direct 
debit mandate has been given.  

The payee initiates the respective payment transaction by presenting 
the direct debits to the Bank through his/her payment service 
provider. If a payment which has been made on the basis of a SEPA 
B2B direct debit is authorized, the customer shall not be entitled to 
claim a refund of the amount debited to his/her account from the 
Bank.  

 
2.1.2 Unique identifiers  

The customer must use the IBAN27 notified to him/her, plus for 
crossborder payments (outside the European Economic Area)28 the 
BIC29 of the Bank, as his/her unique identifier vis-à-vis the payee, since 
the Bank is entitled to execute the payment by SEPA B2B direct debit 
solely on the basis of the unique identifier provided to it. The Bank and 
the intermediary institutions involved will execute the payment to the 
payee using the IBAN and BIC indicated by the payee in the direct debit 
Řŀǘŀ ǎŜǘ ŀǎ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǳƴƛǉǳŜ ƛŘŜƴǘƛŦƛŜǊΦ  

 
2.1.3 Transmission of direct debit data  

When SEPA B2B direct debits are used, the direct debit data may be 
forwardŜŘ ǘƻ ǘƘŜ .ŀƴƪ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ 
through the message transmission system of the Society for 
Worldwide Interbank Financial Telecommunications (SWIFT), which is 
based in Belgium and has operating centres in the European Union, 
Switzerland and the United States.  

                                                      
26 Under Section 13 of the German Civil Code (Bürgerliches Gesetzbuch ς BGB), a consumer 
means any natural person who enters into a legal transaction for a purpose that is outside 
their trade, business or profession.   

2.2 SEPA B2B direct debit mandate  

 
2.2.1 Giving the SEPA B2B direct debit mandate  

The customer shall give a SEPA B2B direct debit mandate to the payee. 
With it, the customer authorizes the Bank to pay SEPA B2B direct 
debits drawn by the payee. The mandate must be given in writing or 
in the manner agreed with the Bank. The SEPA B2B direct debit 
mandate must contain the following statements by the customer:  

- a statement authorising the payee to collect payments from the 
ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ōȅ {9t! .н. ŘƛǊŜŎǘ ŘŜōƛǘ ŀƴŘ  

- a statement instructing the Bank to pay the SEPA B2B direct debits 
drawn by the paȅŜŜ ƻƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘΦ  

The SEPA B2B direct debit mandate must contain the following details 
(authorization data):  

- identification of the payee  

- creditor identifier  

- indication of whether the mandate is for a one-off payment or for 
recurrent payments  

- name of the customer  

- ƴŀƳŜ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ōŀƴƪ  

- ŎǳǎǘƻƳŜǊΩǎ ǳƴƛǉǳŜ ƛŘŜƴǘƛŦƛŜǊ όǎŜŜ {ŜŎǘƛƻƴ нΦмΦнύΦ  

The direct debit mandate may contain additional details 
supplementing the authorization data.  

 
2.2.2 Confirmation of giving a SEPA B2B direct debit mandate  

The customer must confirm the authorization under Section 2.2.1 to 
the Bank without delay by sending the Bank the following data 
contained in the SEPA B2B direct debit mandate given to the payee:  

- identification of the payee  

- creditor identifier  

- mandate reference  

- indication of whether the mandate is a one-off payment or for 
recurrent payments  

- date on which the mandate was signed.  

For this purpose, the customer may also send the Bank a copy of the 
SEPA B2B direct debit mandate.  

The customer must notify the Bank without delay and, if possible, in 
writing of any changes to or cancellation of the SEPA B2B direct debit 
mandate given to the payee. 
 
2.2.3 Revocation of the SEPA B2B direct debit mandate  

The SEPA B2B direct debit mandate may be revoked by the customer 
by means of a statement to this effect to the Bank. Revocation shall 
ǘŀƪŜ ŜŦŦŜŎǘ ŦǊƻƳ ǘƘŜ ōŀƴƪƛƴƎ ōǳǎƛƴŜǎǎ ŘŀȅΣ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ 
tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ όtǊŜƛǎ- und Leistungsverzeichnis), following the 
day on which notice of revocation is received.  

Notice of revocation should, if possible, be given in writing and to the 
account-keeping branch of the Bank. It should, in addition, be given to 
the payee. Revocation of the SEPA B2B direct debit mandate shall not 
ŎƻǾŜǊ {9t! .н. ŘƛǊŜŎǘ ŘŜōƛǘǎ ŀƭǊŜŀŘȅ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
account. In their case, Section 2.2.4, paragraphs 2 and 3 shall apply.  

 
  

27 International Bank Account Number (Internationale Bankkontonummer)   
28 For the member countries, see Annex   
29 Bank Identifier Code (Bank-Identifizierungscode).   
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2.2.4 Rejection of individual SEPA B2B direct debits  

(1) The customer may separately instruct the Bank not to pay certain 
SEPA B2B direct debits drawn by the payee. This instruction must 
be received by the Bank no later than the end of the banking 
ōǳǎƛƴŜǎǎ ŘŀȅΣ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ōŜŦore 
the due date indicated in the direct debit data set. This instruction 
should, if possible, be given in writing and to the account-keeping 
branch of the Bank. It should, in addition, be given to the payee.  

(2) A SEPA B2B direct debit entry on the debit date may only be 
rejected on this date if the customer and the Bank have agreed 
thereupon. The agreement shall become effective if the Bank 
manages to finally recover the direct debit amount. For handling 
such a revocation by the customer, the Bank shall levy the charge 
ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΦ  

(3) The SEPA B2B direct debit may no longer be rejected by the 
customer after the date on which the debit entry is made.  

 
2.3 Collection of the SEPA B2B direct debit by the payee under 

the SEPA B2B direct debit mandate  

(1) The SEPA B2B direct debit mandate given by the customer shall 
remain with the payee. The payee shall enter the authorization 
data and any additional details in the data set for collection of 
SEPA B2B direct debits. The respective direct debit amount shall 
be specified by the payee.  

(2) The payee shall send the data set for collection of the SEPA B2B 
direct debit to the Bank (payer bank) electronically through 
his/her payment service provider. This data set shall also 
ǊŜǇǊŜǎŜƴǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƛƴǎǘǊǳŎǘƛƻƴ ǘƻ ǘƘŜ Bank in the SEPA B2B 
direct debit mandate to pay the respective SEPA B2B direct debit 
(see Section 2.2.1, sentences 2 and 5). For delivery of this 
instruction, the Bank shall waive the form agreed for giving the 
SEPA B2B direct debit mandate (see Section 2.2.1, sentence 3).  

 
2.4 Payment transaction based on the SEPA B2B direct debit  

 
2.4.1 Debiting the direct debit amount to the 

customer’saccount  

(1) On receipt of SEPA B2B direct debits drawn by the payee, the 
amount specified by the payee shall be debited to the cusǘƻƳŜǊΩǎ 
account on the due date indicated in the direct debit data set. If 
ǘƘŜ ŘǳŜ ŘŀǘŜ ƛǎ ƴƻǘ ŀ ōŀƴƪƛƴƎ ōǳǎƛƴŜǎǎ Řŀȅ ŀǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ 
tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ǘƘŜ ŀŎŎƻǳƴǘ ǎƘŀƭƭ ōŜ ŘŜōƛǘŜŘ ƻƴ ǘƘŜ ƴŜȄǘ 
banking business day.  

(2) ¢ƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ǎƘŀll not be debited or a debit entry shall 
be cancelled no later than the third bank working day30 after it was 
made if  

- the Bank has received no confirmation from the customer 
pursuant to Section 2.2.2  

- the Bank has received notice of revocation of the SEPA B2B 
direct debit mandate pursuant to Section 2.2.3  

- the Bank has received notice of rejection of ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
direct debit pursuant to Section 2.2.4  

- the customer does not have a sufficient credit balance on the 
account or sufficient credit for payment of the direct debit (lack 
of funds); the bank shall not pay partial amounts  

- ǘƘŜ ǇŀȅŜǊΩǎ L.!b ƛƴŘƛŎŀǘŜŘ ƛƴ ǘƘŜ ŘƛǊŜŎǘ ŘŜōƛǘ Řŀǘŀ ǎŜǘ Ŏŀƴƴƻǘ ōŜ 
assingend to any account held by the customer with the Bank 
or  

- the direct debit cannot be processed by the Bank because the 

                                                      
30 Bank working days are all working days except Saturdays and 24 and 31 December.   

direct data set  

¶ does not contain a creditor identifier or contains one which is 
evidently wrong to the Bank  

¶ does not contain a mandate reference  

¶ does not indicate the date on which the mandate was given 
or  

¶ does not indicate the due date. 

 
2.4.2 Payment of SEPA B2B direct debits  

{9t! .н. ŘƛǊŜŎǘ ŘŜōƛǘǎ ŀǊŜ ǇŀƛŘ ƛŦ ǘƘŜ ŘŜōƛǘ ŜƴǘǊȅ ƛƴ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 
account has not been cancelled later than the second bank working 
day after it was made.  

 
2.4.3 Notification of non-execution or cancellation of the debit 

entry or refusal of payment  

The Bank shall inform the customer without delay, and no later than 
the time agreed in Section 2.4.4, of non-execution or cancellation of 
the debit entry (see Section 2.4.1, paragraph 2) or refusal to pay a SEPA 
B2B direct debit (see Section 2.4.2). This may be done also through the 
agreed account information channel. The Bank shall, if possible, state 
the reasons and indicate ways in which errors that led to the non-
execution, cancellation or refusal can be rectified. For the legitime 
refusal to pay an authorized SEPA B2B direct debit due to a lack of 
funds (see Section 2.4.1, paragraph 2, fourth bullet point), the Bank 
ǎƘŀƭƭ ƭŜǾȅ ǘƘŜ ŎƘŀǊƎŜ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΦ  

 
2.4.4 Execution of the payment  

(1) The Bank shall be obligated to ensure that the amount debited by 
ƛǘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ ǘƘŜ {9t! .н. ŘƛǊŜŎǘ 
ŘŜōƛǘ ǇǊŜǎŜƴǘŜŘ ōȅ ǘƘŜ ǇŀȅŜŜ ƛǎ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ 
service provider within the execution period indicated in the ά[ƛǎǘ 
ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέ ŀǘ ǘƘŜ ƭŀǘŜǎǘΦ  

(2) The execution period shall commence on the due date indicated 
in the direct debit data set. If this date is not a banking business 
Řŀȅ ŀǎ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ {ŜǊǾƛŎŜǎέΣ ǘƘŜ ŜȄŜŎǳǘƛƻƴ 
period shall commence on the following banking business day.  

(3) The Bank shall inform the customer of the execution of the 
payment through the agreed account information channel and at 
the agreed frequency.  

 
2.5 Preclusion of entitlement to a refund for an authorized 

payment  

If a payment which has been made on the basis of a SEPA B2B direct 
debit is authorized, the customer shall not be entitled to claim a refund 
of the amount debited to his/her account from the Bank; any claims 
pursuant to Section 675x of the German Civil Code (Bürgerliches 
Gesetzbuch ς .D.ύ ǎƘŀƭƭ ōŜ ǇǊŜŎƭǳŘŜŘΦ ¢ƘŜ ŎǳǎǘƻƳŜǊΩǎ ŜƴǘƛǘƭŜƳŜƴǘ ǘƻ 
a refund for non-execution or incorrect execution of an authorized 
payment shall be determined by Section 2.6.2.  

 
2.6 Customer’s entitlement to a refund and compensation  

 
2.6.1 Refund for an unauthorised payment  

If a payment is not authorized by the customer, the Bank shall have no 
claim against the customer for reimbursement of its expenses. It shall 
ōŜ ƻōƭƛƎŀǘŜŘ ǘƻ ǊŜŦǳƴŘ ǘƘŜ ŀƳƻǳƴǘ ŘŜōƛǘŜŘ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀŎŎƻǳƴǘ 
to the customer without delay and to restore the balance of this 
account to what it would have been without debiting for the 
unauthorized payment. This obligation must be fulfilled no later than 
ǘƘŜ ŜƴŘ ƻŦ ǘƘŜ ōǳǎƛƴŜǎǎ Řŀȅ ŀǎ ƛƴŘƛŎŀǘŜŘ ƻƴ ǘƘŜ ά[ƛǎǘ ƻŦ tǊƛŎŜǎ ŀƴŘ 
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SeǊǾƛŎŜǎέ ǿƘƛŎƘ ŎƻƳŜǎ ŀŦǘŜǊ ǘƘŜ Řŀȅ ƻƴ ǿƘƛŎƘ ǘƘŜ .ŀƴƪ ǿŀǎ ƴƻǘƛŦƛŜŘ 
that the payment is unauthorized, or the Bank has obtained 
knowledge thereof by some other means. If the Bank has informed a 
competent authority in writing of legitimate reasons for suspecting 
fraudulent conduct on the part of the customer, the Bank shall be 
required to consider and to fulfill its obligation arising from sentence 
2 without delay if its suspicion of fraud is not confirmed. 

 
2.6.2 Compensation for neglect of duty 

(1) In case of non-execution, incorrect execution or delyayed 
execution of an authorized payment, or if a payment is 
unauthorized, the customer may, the customer may ς besides any 
claims for restitution under Sections 667 and 812ff. of the German 
Civil Code (Bürgerliches Gesetzbuch ς BGB) request the Bank to 
provide compensation for any loss or damage incurred as a result 
in accordance with the following rules.  

-  The Bank shall be liable for any fault on its own part. If the 
customer has contributed to the occurrence of any loss or 
damage through culpable conduct, the principles of 
contributory negligence shall determine the extent to which the 
Bank and the customer must bear the loss or damage. 

-  The Bank shall not be liable for any fault on the part of 
intermediary institutions ŎƘƻǎŜƴ ōȅ ƛǘΦ Lƴ ǎǳŎƘ ŎŀǎŜǎΣ ǘƘŜ .ŀƴƪΩǎ 
liability shall be limited to the careful selection and instruction 
of the fist intermediary institution.  

- ¢ƘŜ .ŀƴƪΩǎ ƭƛŀōƛƭƛǘȅ ŦƻǊ ŀƴȅ ƭƻǎǎ ƻǊ ŘŀƳŀƎŜ ǎƘŀƭƭ ōŜ ƭƛƳƛǘŜŘ to the 
amount of the direct debit, plus the charges and interest levied 
by the Bank. Where consequential loss or damage is involved, 
ƭƛŀōƛƭƛǘȅ ǎƘŀƭƭΣ ƛƴ ŀŘŘƛǘƛƻƴΣ ōŜ ƭƛƳƛǘŜŘ ǘƻ ŀ ƳŀȄƛƳǳƳ ƻŦ ϵ мнΣрлл 
per direct debit. This limitation of liability shall not apply to 
deliberate intent or gross negligence by the bank or to risks 
which the Bank has assumed on an exceptional basis or to 
unauthorized payments. 

Any claims pursuant to Section 675y of the German Civil Code 
(Bürgerliches Gesetzbuch ς BGB) shall be precluded. 

 
2.6.3 Preclusion of liability and objection  

(1) Any liability by the Bank under Section 2.6.2 shall be precluded in 
the following cases: 

- the Bank proves to the customer that the full amount of the 
ǇŀȅƳŜƴǘ ǊŜŀŎƘŜŘ ǘƘŜ ǇŀȅŜŜΩǎ ǇŀȅƳŜƴǘ ǎŜǊǾƛŎŜ ǇǊƻǾƛŘŜǊ ƛƴ ŘǳŜ 
time.  

- the payment was executed in conformity with the incorrect 
unique identifier of the payee provider by the payee.  

In this case, the customer may, however, request the bank to 
make reasonable efforts to recover the amount of the payment. If 
it is not possible to recover the amount of the payment pursuant 
to sentence 2 of this bullet point, the Bank shall be obligated to 
ǇǊƻǾƛŘŜ ǘƘŜ ŎǳǎǘƻƳŜǊΣ ŀǘ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǿǊƛǘǘŜƴ ǊŜǉǳŜǎǘΣ ŀƭƭ 
available information so that the customer can assert a claim for 
a refund of the amount of the payment. For its activities pursuant 
to sentences 2 and 3 of this bullet point, the Bank shall levy the 
charge for recovery set ouǘ ƛƴ ǘƘŜ ά[ƛǎǘ ƻŦ Prices and SŜǊǾƛŎŜǎέΦ  

(2) Any claims by the customer under Sections 2.6.1 and 2.6.2 and any 
objections by the customer against the Bank as a result of non-
execution or incorrect execution of payments or as a result of 
unauthorized payments shall be precluded if the customer fails to 
inform the Bank thereof within a period of 13 months at the latest 
after being debited for an unauthorized or incorrectly executed 
payment. This period shall start to run only once the Bank has 
informed the customer about the debit entry for the payment 
through the agreed account information channel no later than 
one month after the debit entry was made; otherwise the date on 
which the customer is informed shall determine when the period 
commences. The customer may assert claims for compensation 
resulting from fault-based liability of the Bank under Section 2.6.2 
also after expiry of the period referred to in sentence 1 if he/she 
was prevented, through no fault of his/her own, from adhering to 
this period.  

(3) Any claims by the customer shall be precluded if the 
circumstances substantiating a claim  

- are based upon an abnormal and unforeseeable event beyond 
the control of the Bank and whose consequences could not have 
been avoided even by exercising due dilligence  

- or were brought about by the bank as a result of statutory 
obligation. 
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Annex 
 
List of SEPA States and Regions 

 
 

1. Countries in the European Economic Area (EEA) 

1.1 Member States of the European Union: Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Germany, Estonia, 
Finland, France (including French-Guyana, Guadeloupe, Martinique, Mayotte, Réunion, 
Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, the Netherlands, 
Poland, Portugal, Romania, Slovenia, Slovakia, Spain, Sweden, United Kingdom of Great 
Britain and Northern Ireland. 

1.2 Other countries: Iceland, Liechtenstein, Norway. 

2. Other countries and regions  

Guernsey, Jersey, Isle of Man, Monaco, St. Pierre and Miquelon and Switzerland. 
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1 Scope of services 

(1) The Bank shall be at the disposal of customers (account holders) 
who are not consumers for remote data transmission by 
ŜƭŜŎǘǊƻƴƛŎ ƳŜŀƴǎΣ ǊŜŦŜǊǊŜŘ ǘƻ ƘŜǊŜƛƴŀŦǘŜǊ ŀǎ άǊŜƳƻǘŜ Řŀǘŀ 
ǘǊŀƴǎƳƛǎǎƛƻƴέ ƻǊ άw5¢έΦ wŜƳƻǘŜ Řŀǘŀ ǘǊŀƴǎƳƛǎǎƛƻƴ ŎƻƳǇǊƛǎŜǎ ǘƘŜ 
presentation and retrieval of files (particularly transmitting orders 
and calling up information). 

(2) The Bank shall inform customers of the types of services they may 
use within the scope of remote data transmission. The use of 
remote data transmission shall be subject to the transaction limits 
agreed with the Bank. 

(3) Remote data transmission shall be possible via the EBICS 
connection (Annexes 1a ς 1c). 

(4) The structure of the data sets and files used for transmitting 
orders and calling up information is described in the Data Format 
Specification (Annex 3). 

 
2 Users and subscribers, identification and security media 

(1) Orders can be placed via the EBICS connection only by the 
cusǘƻƳŜǊ ƻǊ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ŀǳǘƘƻrised representatives. The 
customer and the authorised representatives are referred to 
ŎƻƭƭŜŎǘƛǾŜƭȅ ƘŜǊŜƛƴŀŦǘŜǊ ŀǎ άǳǎŜǊǎέ όbǳǘȊŜǊύΦ Lƴ ƻǊŘŜǊ ǘƻ ŀǳǘƘƻǊƛǎŜ 
order data sent by remote data transmission, each user shall 
require individual identification media activated by the Bank. The 
identification media requirements are specified in Annex 1a. If 
agreed with the Bank, order data sent by re- mote data 
transmission may be authorised by means of a signed note 
accompanying it (Begleitzettel)/batch order (Sammelauftrag). 

(2) In addition to authorised representatives, the customer can name 
άǘŜŎƘƴƛŎŀƭ ǎǳōǎŎǊƛōŜǊǎέ όǘŜŎƘƴƛǎŎƘŜ ¢ŜƛƭƴŜƘƳŜǊύ ŦƻǊ ǘƘŜ ŜȄŎƘŀƴƎŜ 
of data via the EBICS connection. Such technical subscribers shall 
only be authorised to exchange data. Users and technical 
subscribers are referred to collectively hereinafter as 
άǎǳōǎŎǊƛōŜǊǎέ ό¢ŜƛƭƴŜƘƳŜǊύΦ ¢ƻ ǇǊƻǘŜŎǘ ǘƘŜ ŜȄŎƘŀƴƎŜ ƻŦ ŘŀǘŀΣ ŜŀŎƘ 
subscriber shall require individual security media activated by the 
Bank. The security media requirements are set out in Annex 1a. 

 
3 Procedural provisions 

(1) The data transmission procedure agreed between the customer 
and the Bank shall be subject to the requirements set out in Annex 
1a and in the technical interface documentation (Annex 1b) and 
the Data Format Specification (Annex 3). 

(2) The customer shall be obligated to ensure that all subscribers 
com- ply with the RDT procedure and the specifications. 

(3) Data field entries shall be governed by the data field entry and 
control guidelines for the format used in each case (Annex 3). 

(4) The user must correctly state the unique identifier of the payee or 
payer in accordance with the relevant special terms and 
conditions. The payment service providers involved in handling 
the payment order shall be entitled to process it solely on the 
basis of the unique identifier. Incorrect details may result in the 
payment order being misrouted. Any loss or damage incurred as a 
result thereof shall be borne by the customer. 

(5) Before transmission of the order data to the Bank, a record of the 
full contents of the files to be transmitted and of the data 
transmitted for verification of identification must be made. This 
record must be kept by the customer for a minimum period of 30 
calendar days from the date of execution (for credit transfers) or 
due date (direct debits) indicated in the file or, where several 
dates are indicated, from the latest such date. Unless otherwise 
agreed, it must be demonstrably kept in such a way that it can be 
made available to the Bank again at short notice on request. 

(6) In addition, the customer must produce for each presentation and 
each retrieval of files an electronic protocol which complies with 
the provisions of Section 10 of the EBICS Connection Specification 
(Annex 1b). The customer must hold this protocol on file and make 
it available to the Bank on request. 

(7) If the Bank provides the customer with data concerning payment 
transactions which have not yet been finally processed, this data 
shall merely constitute non-binding information. It shall be 
specifically marked as such in each case. 

(8) The order data submitted by remote data transmission must, as 
agreed with the Bank, be authorised either by an electronic 
signature or by a signed note accompanying the data 
(Begleitzettel)/batch order (Sammelauftrag). This order data shall 
become legally effective as an order 

a) when submitted with an electronic signature: 

- if all necessary user electronic signatures have been 
received by remote data transmission within the agreed 
period of time and 

- if the electronic signatures can be successfully verified with 
the agreed keys 

b) or when submitted with an accompanying note 
(Begleitzettel)/batch order (Sammelauftrag): 

- if the accompanying note/batch order has been received by 
the Bank within the agreed period of time and 

- if the accompanying note/batch order has been signed in 
ac- cordance with the account mandate. 

 

4 Obligation to exercise due diligence when handling the 
identification media for authorising orders 

(1) Depending on the transmission procedure agreed with the Bank, 
the customer shall be obligated to ensure that all users comply 
with the identification procedures set out in Annex 1a. 

(2) The user may place orders using the identification media activated 
by the Bank. The customer shall ensure that each user takes care 
that no other person obtains possession of their identification 
medium or gains knowledge of the password protecting it. This is 
because any other person who is in possession of the medium or 
a duplicate there- of and knows the corresponding password can 
misuse the agreed services. In order to keep the identification 
media secret, the following must be observed in particular: 

- The   data   identifying   the   user   must   be   protected   against 
unauthorised access and kept in a safe place. 

- The password protecting the identification medium must not be 
written down or stored electronically. 

- When entering the password, care must be taken to ensure that 
no other persons can view it. 

 
5 Obligation to exercise due diligence when handling the security 

media for data exchange 

When using the EBICS connection, the customer shall be obligated to 
ensure that all subscribers comply with the security procedures set out 
in Annex 1a. 

The subscriber shall secure the data exchange using the security media 
activated by the Bank. The customer shall be obligated to ensure that 
each subscriber takes care that no other person obtains possesion of, 
or can use, their security medium. Particularly if it is filed in a technical 
ǎȅǎǘŜƳΣ ǘƘŜ ǎǳōǎŎǊƛōŜǊΩǎ ǎŜŎǳǊƛǘȅ ƳŜŘƛǳƳ Ƴǳǎǘ ōŜ ǎǘƻǊŜŘ ƛƴ ŀ ǘŜŎƘƴƛŎŀƭ 
environment which is protected against unauthorised access. This is 
because any other person who has access to the security medium or a 
duplicate thereof may misuse the data exchange. 
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6 Blocking of the identification and security media 

(1) If the identification or security media are lost, become known to 
other persons or misuse of these media is suspected, the 
subscriber must immediately block their RDT access or arrange for 
the Bank to block it. Further details are contained in Annex 1a. The 
subscriber may also send the Bank a blocking request at any time 
via the separately notified contact data. 

(2) Outside the RDT procedure, the customer can arrange for the use 
ƻŦ ŀ ǎǳōǎŎǊƛōŜǊΩǎ ƛŘŜƴǘƛŦƛŎŀǘƛƻƴ ŀƴŘ ǎŜŎǳǊƛǘȅ ƳŜŘƛŀ ƻǊ ǘƘŜ ŜƴǘƛǊŜ 
RDT access to be blocked via the blocking facility specified by the 
Bank. 

(3) The Bank shall block the entire RDT access if misuse is suspected. 
It shall notify the customer thereof outside the RDT procedure. 
Such blocking cannot be lifted via remote data transmission. 

 
7 Handling of incoming order data by the Bank 

(1) The order data delivered to the Bank by remote data transmission 
shall be processed in the regular course of business. 

(2) The Bank shall verify by means of the signatures generated by the 
subscribers with the security media whether the sender is 
authorised to exchange data. If this verification reveals any 
discrepancies, the Bank shall not process the order data 
concerned and shall notify the customer thereof without delay. 

(3) The Bank shall verify the identification of the user(s) and 
authorisation of the order data delivered by remote data 
transmission on the basis of either the electronic signatures 
generated by the users with the identification media or the 
accompanying note (Begleitzettel)/ batch order (Sammelauftrag) 
and whether the order data sets comply with the provisions of 
Annex 3. If this verification reveals any discrepancies, the Bank 
shall not process the order data in question and shall notify the 
customer thereof without delay. The Bank may delete any order 
data that has not been fully authorised after expiry of the time 
limit separately notified by the Bank. 

(4) If the verification of the files or data sets performed by the Bank 
in accordance with Annex 3 reveals errors, the Bank shall indicate 
the files or data sets containing errors in appropriate form and 
notify the user thereof without delay. The Bank may exclude the 
files or data sets containing errors from further processing if 
proper execution of the order cannot be ensured. 

(5) The Bank shall be obligated to document the procedures (see 
Annex 1a) and the forwarding of orders for processing in the 
customer protocol. The customer shall be obligated to call up the 
protocol promptly and ascertain the status of order processing. In 
the event of any discrepancies, the customer shall contact the 
Bank. 

 
8 Recall/revocation 

(1) The customer may recall a file before the order data has been 
authorised. Individual order data can only be changed by recalling 
the entire file and placing the order again. The Bank can only 
accept a recall if the recall reaches it early enough to be taken into 
account in the regular course of business. 

(2) The extent to which an order can be revoked shall be governed by 
the relevant special terms and conditions (e.g. Terms and 
Conditions for Credit Transfers). Orders can be revoked outside 
the RDT procedure or, where agreed with the customer, in 
accordance with the provisions of Section 11 of Annex 3. For this 
purpose, the customer must provide the Bank with the individual 
details of the original orders. 

 

9 Execution of orders 

(1) The Bank shall execute orders if all the following conditions for 
execution have been fulfilled: 

- The order data delivered by remote data transmission has been 
authorised in accordance with Section 3 (8). 

- The specified data format has been complied with. 

- The transaction limit has not been exceeded. 

- The requirements for execution set out in the special terms and 
conditions governing the respective order type (e.g. a sufficient 
credit balance in an account under the Terms and Conditions for 
Credit Transfers) have been met. 

- If the conditions for execution under paragraph 1 are not 
fulfilled, the Bank shall not execute the order and shall notify 
the customer of the non-execution without delay through the 
agreed communication channel. Where possible, the Bank shall 
explain why the order was not executed and indicate how any 
errors that caused the non- execution can be rectified. 

 
10 Security of the customer system 

The customer shall ensure that the systems they use for remote data 
transmission are adequately protected. The EBICS security 
requirements are set out in Annex 1c. 

 
11 Liability 

 
11.1 Liability of the Bank for unauthorised RDT transactions and 

non-execution, incorrect execution or delayed execution of 
RDT transactions 

The liability of the Bank for unauthorised RDT transactions and non-
execution, incorrect execution or delayed execution of RDT 
transactions shall be governed by the special terms and conditions 
agreed for the respective order type (e.g. Terms and Conditions for 
Credit Transfers). 

 
11.2 Liability of the customer for misuse of the identification or 

security media 

 
11.2.1 Liability of the customer for unauthorised payment 

transactions before a request to block access 

(1) If unauthorised payment transactions conducted before a request 
to block access are due to the misuse of identification or security 
media, the customer shall be liable vis-à-vis the Bank for the loss 
or dam- age incurred by the Bank if the subscriber has negligently 
or wilfully breached their obligations to exercise due diligence. 
Section 675y of the German Civil Code (Bürgerliches Gesetzbuch 
[BGB]) shall not apply. 

(2) The customer shall not be obligated to provide compensation for 
loss or damage under paragraph 1 if the subscriber was unable to 
issue the request to block access under Section 6 (1) because the 
Bank failed to ensure that it had the means to receive such 
requests to block access and the loss or damage would in this way 
have been avoided. 

(3) Liability for loss or damage caused within the period of time for 
which the transaction limit applies shall be limited in each case to 
the agreed transaction limit. 

(4) Paragraphs 2 and 3 shall not apply if the subscriber acted with 
fraudulent intent. 
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11.2.2 Liability of the customer for other unauthorised 
transactions before a request to block access 

If unauthorised transactions other than payment transactions con- 
ducted before a request to block access are due to the use of a lost or 
stolen identification or security medium or to any other misuse of the 
identification or security medium and if the Bank has incurred loss or 
damage as a result thereof, the customer and the Bank shall be liable 
in accordance with the statutory principles of contributory negligence. 

 
11.2.3 Liability of the Bank after receipt of a request to block 

access 

As soon as the Bank has received a request to block access from a 
subscriber, it shall bear any loss or damage incurred thereafter due to 
unauthorised RDT transactions. This shall not apply if a subscriber has 
acted with fraudulent intent. 

 
11.3 Preclusion of liability 

Claims for compensation shall be precluded if the circumstances 
substantiating a claim are based on an exceptional and unforeseeable 
event on which the party referring to this event has no influence and 
whose consequences could not have been avoided by it even by 
exercising the required due diligence. 

 
12 Final provisions 

The Annexes referred to in these terms and conditions shall form part 
of the agreement concluded with the customer. 

 

 

 
Anlage 1a: EBICS Connection 

Anlage 1b: EBICS Connection Specification 

Anlage 1c: Security Requirements for the EBICS Customer System   

Anlage 2: currently blank 

Anlage 3:  Data Format Specificat 
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Annex 1a: EBICS Connection 

 
1 Identification and security procedures 

The customer (account holder) shall indicate the RDT subscribers and 
their authorisations to the Bank. 

The following identification and security procedures shall be used for 
the EBICS connection: 

- Electronic signatures 

- Authentication signature 

- Encryption 

The subscriber shall possess an individual pair of keys, consisting of a 
private key and a public key, for each identification and security 
procedure. The public subscriber keys must be disclosed to the Bank 
in accordance with the procedure set out in Section 2. The public bank 
keys must be protected against unauthorised alteration in accordance 
ǿƛǘƘ ǘƘŜ ǇǊƻŎŜŘǳǊŜ ǎŜǘ ƻǳǘ ƛƴ {ŜŎǘƛƻƴ нΦ ¢ƘŜ ǎǳōǎŎǊƛōŜǊΩǎ ƪŜȅ ǇŀƛǊǎ Ƴŀȅ 
also be used for com- munication with other banks. 
 

1.1 Electronic signatures 

 
1.1.1 Electronic signatures of subscribers 

The following signature classes shall be defined for the electronic 
signa- tures (ESs) of subscribers: 

- {ƛƴƎƭŜ ǎƛƎƴŀǘǳǊŜ ό¢ȅǇŜ ά9έύ 

- CƛǊǎǘ ǎƛƎƴŀǘǳǊŜ ό¢ȅǇŜ ά!έύ 

- {ŜŎƻƴŘ ǎƛƎƴŀǘǳǊŜ ό¢ȅǇŜ ά.έύ 

- ¢ǊŀƴǎǇƻǊǘ ǎƛƎƴŀǘǳǊŜ ό¢ȅǇŜ ά¢έύ 

¢ȅǇŜ ά9έΣ ά!έ ƻǊ ά.έ 9{ǎ ŀǊŜ ǊŜŦŜǊǊŜŘ ǘƻ ŀǎ άōŀƴƪƛƴƎ 9{ǎέΦ .ŀƴƪƛƴƎ 9{ǎ 
are used to authorise orders. Orders may require several banking ESs 
which must be provided by different users (account holders and their 
authorised representatives). For each order type supported, 
aminimum number of re- quired banking ESs shall be agreed between 
the Bank and the customer. 

¢ȅǇŜ ά¢έ 9{ǎΣ ǿƘƛŎƘ ŀǊŜ ŎŀƭƭŜŘ άǘǊŀƴǎǇƻǊǘ ǎƛƎƴŀǘǳǊŜǎέΣ ŀǊŜ ƴƻǘ ǳǎŜŘ ŦƻǊ 
banking authorisation of orders, but solely for transmitting orders to 
ǘƘŜ ōŀƴƪ ǎȅǎǘŜƳΦ ά¢ŜŎƘƴƛŎŀƭ ǎǳōǎŎǊƛōŜǊǎέ όǎŜŜ {ŜŎǘƛƻƴ нΦнύ Ƴŀȅ ƻƴƭȅ ōŜ 
as- siƎƴŜŘ ŀ ǘȅǇŜ ά¢έ 9{Φ 

The programme used by the customer can generate different messag- 
es (e.g. domestic and international payment orders, but also messages 
for initialisation, calling up protocols and retrieving account and 
turnover information, etc.). The Bank shall let the customer know 
which types of message can be used and which type of ES must be 
applied in each case. 

 

1.2 Authentication signature 

In contrast to the ES, which is used to sign order data, the 
authentication signature is configured via the individual EBICS 
message including the control and log-in data and the ES contained 
therein. With the exception of a few system-determined order types 
defined in the EBICS Specification, the authentication signature is 
provided by both the customer system and the bank system in every 
transaction step. The customer must ensure the use of software 
which, in accordance with the EBICS Connection Specifi- cation (see 
Annex 1b), verifies the authentication signature of each EBICS 
message transmitted by the Bank, taking into account the current 
ǾŀƭƛŘƛǘȅ ŀƴŘ ŀǳǘƘŜƴǘƛŎƛǘȅ ƻŦ ǘƘŜ .ŀƴƪΩǎ ǎǘƻǊŜŘ ǇǳōƭƛŎ ƪŜȅǎΦ 

 
1.3 Encryption 

In order to ensure the secrecy of the banking data at application level, 

the order data must be encrypted in accordance with the EBICS 
Connection Specification (see Annex 1b) by the customer, taking into 
account the cur- ǊŜƴǘ ǾŀƭƛŘƛǘȅ ŀƴŘ ŀǳǘƘŜƴǘƛŎƛǘȅ ƻŦ ǘƘŜ .ŀƴƪΩǎ ǎǘƻǊŜŘ 
public keys. 

In addition, transport encryption is required on the external 
transmission routes between the customer and bank systems. The 
customer must en- sure the use of software which, in accordance with 
the requirements of the EBICS Connection Specification (see Annex 
1b), verifies the current validity and authenticity of the server 
certificates used by the Bank for this purpose. 

 
2 Initialisation of the EBICS connection 

 
2.1 Establishing the communication link 

Communication is established using a URL (Uniform Resource 
Locator). Alternatively, an IP address for the respective Bank may be 
used. The URL or IP address shall be disclosed to the customer on 
conclusion of the agreement with the Bank. 

To initialise the EBICS connection, the Bank shall provide the following 
data to the subscribers named by the customer: 

- URL or IP address of the Bank 

- Name of the Bank 

- Host ID 

- Permitted version(s) of the EBICS protocol and security procedures 

- Partner ID (customer ID) 

- User ID 

- System ID (for technical subscribers) 

- Further specific details of customer and subscriber authorisations. 

For the subscribers assigned to the customer, the Bank shall issue a 
user ID which clearly identifies the subscriber. If one or more technical 
sub- scribers are assigned to the customer (multi-user system), the 
Bank shall issue a system ID in addition to the user ID. If no technical 
subscriber is specified, the system ID and user ID are identical. 

 
2.2 Initialisation of subscriber keys 

The key pairs used by the subscriber for the banking ESs, encryption of 
the order data and the authentication signature shall, in addition to 
the general conditions set out in Section 1, comply with the following 
requirements: 

1. The key pairs are assigned exclusively and unambiguously to the 
subscriber. 

2. If the subscriber generates their keys independently, the private 
keys must be generated by means which the subscriber can keep 
under their sole control. 

3. If the keys are made available by a third party, it must be ensured 
that the subscriber obtains sole possession of the private keys. 

4. As regards the private keys used for identification, each user shall 
define a password for each key which protects access to the 
respective private key. 

5. As regards the private keys used to protect the data exchange, 
each subscriber shall define a password for each key which 
protects access to the respective private key. This password may 
be dispensed with if the subscǊƛōŜǊΩǎ ǎŜŎǳǊƛǘȅ ƳŜŘƛǳƳ ƛǎ ǎǘƻǊŜŘ ƛƴ 
a technical environment which is protected against unauthorised 
access. 

Initialisation of the subscriber by the Bank requires transmission of the 
sub- ǎŎǊƛōŜǊΩǎ ǇǳōƭƛŎ ƪŜȅǎ ǘƻ ǘƘŜ ōŀƴƪ ǎȅǎǘŜƳΦ CƻǊ ǘƘƛǎ ǇǳǊǇƻǎŜΣ ǘƘŜ 
subscriber shall transmit their public keys to the Bank via two 
independent communication channels: 
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- via EBICS by means of the system-determined order types provided 
for this purpose. 

- via an initialisation letter signed by the account holder or an 
authorized representative. 

For initialisation of the subscriber, the Bank shall verify the 
authenticity of the public subscriber keys transmitted via EBICS on the 
basis of the initiali- sation letters signed by the account holder or an 
authorised representative. 

The initialisation letter shall contain the following data for each public 
sub- scriber key: 

- Purpose of the public key 

- Electronic signature 

- Authentication signature 

- Encryption 

- Version supported by each key pair 

- Specification of exponent length 

- Hexadecimal represŜƴǘŀǘƛƻƴ ƻŦ ǘƘŜ ǇǳōƭƛŎ ƪŜȅΩǎ ŜȄǇƻƴŜƴǘ 

- Specification of the modulus length 

- IŜȄŀŘŜŎƛƳŀƭ ǊŜǇǊŜǎŜƴǘŀǘƛƻƴ ƻŦ ǘƘŜ ǇǳōƭƛŎ ƪŜȅΩǎ ƳƻŘǳƭǳǎ 

- IŜȄŀŘŜŎƛƳŀƭ ǊŜǇǊŜǎŜƴǘŀǘƛƻƴ ƻŦ ǘƘŜ ǇǳōƭƛŎ ƪŜȅΩǎ ƘŀǎƘ ǾŀƭǳŜ 

The Bank shall verify the signature of the account holder or authorised 
representative on the initialisation letter and whether the hash values 
ƻŦ ǘƘŜ ǎǳōǎŎǊƛōŜǊΩǎ ǇǳōƭƛŎ ƪŜȅ ǘǊŀƴǎƳƛǘǘŜŘ Ǿƛŀ 9.L/{ ŀǊŜ ƛŘŜƴǘƛŎŀƭ ǿƛǘƘ 
those transmitted in writing. If verification is positive, the Bank shall 
activate the relevant subscriber for the agreed order types. 

 
2.3 Initialisation of bank keys 

¢ƘŜ ǎǳōǎŎǊƛōŜǊ ǎƘŀƭƭ ŎƻƭƭŜŎǘ ǘƘŜ .ŀƴƪΩǎ ǇǳōƭƛŎ ƪŜȅ ǳǎƛƴƎ ŀ ǎȅǎǘŜƳ- 
determined order type specifically designated for this purpose. 

The hash value of the public bank key shall additionally be made 
available by the Bank via a second communication channel agreed 
separately with the customer. 

Before using EBICS for the first time, the subscriber shall verify the 
authen- ticity of the public bank keys sent to them by remote data 
transmission by comparing their hash values with the hash values 
notified by the Bank via the separately agreed communication 
channel. 

The customer must ensure use of software which verifies the validity 
of the server certificates used in transport encryption by means of the 
certification path notified separately by the Bank. 

 
3  Placing orders with the Bank 

The user shall verify the accuracy of the order data and ensure that 
only this data is signed electronically. When initialising 
communication, the Bank shall first conduct subscriber-related 
authorisation verifications, such as order type authorisation or, if 
applicable, agreed limit verifications. The results of further banking 
verifications such as limit verifications or account authorisation 
verifications shall be notified to the customer in the customer protocol 
at a later date. An exception shall be the online verification of order 
data by the Bank agreed with the customer on an optional basis. 

Order data transmitted to the Bank system may be authorised a 
follows: 

(1) All necessary banking ESs are transmitted together with the order 
data. 

(2) If a Distributed Electronic Signature (Verteilte Elektronische 
Unterschrift [VEU]) has been agreed with the customer for the 
respective order type and the ESs transmitted are insufficient for 

banking author- isation, the order is stored in the bank system 
until all necessary ESs have been submitted. 

(3) If the customer and the Bank agree that order data delivered by 
RDT may be authorised by means of a separately transmitted 
accompanying note (Begleitzettel)/batch order (Sammelauftrag), 
ŀ ǘǊŀƴǎǇƻǊǘ ǎƛƎƴŀǘǳǊŜ όǘȅǇŜ ά¢έύ Ƴǳǎǘ ōŜ ǇǊƻǾƛŘŜŘ ŦƻǊ ǘƘŜ ǘŜŎƘƴƛŎŀƭ 
ǇǊƻǘŜŎǘƛƻƴ ƻŦ ǘƘŜ ƻǊŘŜǊ Řŀǘŀ ƛƴǎǘŜŀŘ ƻŦ ǘƘŜ ǳǎŜǊΩǎ ōŀƴƪƛƴƎ 9{Φ ¢ƻ 
this end, the file must bear a special tag indicating that there are 
no further ESs for this order other than the transport signature 
όǘȅǇŜ ά¢έύΦ ¢ƘŜ ƻǊŘŜǊ ƛǎ ŀǳǘƘƻǊƛǎŜŘ ƻƴŎŜ ǘƘŜ .ŀƴƪ Ƙŀǎ ǎǳŎŎŜǎǎŦǳƭƭȅ 
ǾŜǊƛŦƛŜŘ ǘƘŜ ǳǎŜǊΩǎ ǎƛƎƴŀǘǳǊŜ ƻƴ ǘƘŜ ŀŎŎƻƳǇŀƴȅƛƴƎ ƴƻǘŜ 
(Begleitzettel)/batch order (Sammelauftrag). 

 
3.1  Issuing orders by means of the Distributed Electronic 

Signature (VEU) 

The manner in which the Distributed Electronic Signature will be used 
by the customer must be agreed with the Bank. 

The Distributed Electronic Signature shall be used if orders are to be 
au- thorised independently of the transport of the order data and, if 
applicable, by several subscribers. 

Until all banking ESs necessary for authorisation are available, the 
order can be deleted by an authorised user. If the order has been fully 
authorised, it can only be recalled/revoked in accordance with Section 
8 of the Terms and Conditions for Remote Data Transmission. 

The Bank may delete orders that have not been fully authorised after 
expiry of the time limit notified separately by the Bank. 

 
3.2 Verification of identification by the Bank 

Order data delivered by remote data transmission shall be executed 
as an order by the Bank only after the necessary banking ESs or the 
signed accompanying note (Begleitzettel)/batch order 
(Sammelauftrag) have been received and positively verified. 

 
3.3 Customer protocols 

The Bank shall document the following in customer protocols: 

- Transmission of the order data to the bank system 

- Transmission of information files from the bank system to the 
customer system 

- Result of each verification of identification for orders from the 
customerto the bank system 

- Further processing of orders where these concern signature verifica- 
tion and the display of order data. 

The subscriber shall consult the result of the verifications carried out 
by the Bank by promptly calling up the customer protocol. 

The subscriber shall file this protocol, the contents of which shall 
comply with the provisions of Section 10 of Annex 1b, in its records 
and make it available to the Bank on request. 

 
4 Change of subscriber keys with automatic activation 

If the identification and security media used by the subscriber are valid 
for a limited period of time, the subscriber must transmit the new 
public subscriber keys to the Bank promptly before the expiry date. 
After the expiry date of the old keys has passed, a new initialisation 
must be per- formed. 

If the subscriber generates their keys personally, they must renew the 
sub- scriber keys using the systemςdetermined order types provided 
for this purpose and transmit them promptly before expiry of the old 
keys. 

To automatically activate new keys without renewed subscriber 
initialisation, the following order types shall be used: 
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- update of the public banking key (PUB) 

- and 

- update of the public authentication key and the public encryption 
key (HCA) 

- or alternatively 

- update of all three above keys (HCS). 

- The order types PUB and HCA or HCS must be provided with a valid 
user banking ES for this purpose. After the keys have been 
successfully changed, only the new keys may be used. 

- If the electronic signature could not be positively verified, the 
procedure specified in Section 7 (3) of the Terms and Conditions for 
Remote Data Transmission shall apply. 

- The key may be changed only after all orders have been fully 
processed. Otherwise, any orders not yet executed must be placed 
again using the new key. 

 
5 Blocking of subscriber keys 

If misuse of the subscriber keys is suspected, the subscriber shall be 
ob- ligated to block their access authorisation for all bank systems 
using the compromised key(s). 

If the subscriber is in possession of valid identification and security 
media, they can block their access authorisation via EBICS. By sending 
a mes- ǎŀƎŜ ǿƛǘƘ ŀƴ ά{twέ ƻǊŘŜǊ ǘȅǇŜΣ ŀŎŎŜǎǎ ǿƛƭƭ ōŜ ōƭƻŎƪŜŘ ŦƻǊ ǘƘŜ 
subscriber whose user ID was used to send the message. After 
blocking, no further orders can be placed by this subscriber via EBICS 
until the reςinitialisation referred to in Section 2 has been carried out. 

If the subscriber is no longer in possession of valid identification and 
secu- rity media, they can request blocking of the identification and 
security media outside the RDT procedure via the blocking facility 
notified sep- arately by the Bank. 

¢ƘŜ ŎǳǎǘƻƳŜǊ Ƴŀȅ ǊŜǉǳŜǎǘ ōƭƻŎƪƛƴƎ ƻŦ ŀ ǎǳōǎŎǊƛōŜǊΩǎ ƛŘŜƴǘƛŦƛŎŀǘƛƻƴ ŀƴŘ 
security media or the entire remote data transmission access outside 
the RDT procedure via the blocking facility notified by the Bank. 

 

Annex 1b: 

EBICS Connection Specification 

The specification is available at www.ebics.de. 

 

Annex 1c: 

Security Requirements for the EBICS Customer System 

In addition to the security measures set out in Annex 1a (5), the 
customer must comply with the following requirements: 

- The software used by the customer for the EBICS procedure must 
meet the requirements set out in Annex 1a. 

- EBICS customer systems may not be used without a firewall. A 
firewall is an application which monitors all incoming and outgo- ing 
messages and allows only known or authorised connections. 

- A virus scanner must be installed and regularly updated with the 
latest virus definition files. 

- The EBICS customer system should be configured in such a way that 
subscribers must log in before using it. They should log in as a 
normal user and not as an administrator who is authorised, for 
example, to carry out programme installations. 

- The internal IT communication channels  for  unencrypted banking 
data or for unencrypted EBICS messages must be protected against 

interception and manipulation. 

- If securityςrelated updates are available for the operating system in 
use and for other securityςrelated software programmes that have 
been installed, they should be used to update the EBICS customer 
systems. 

- The customer shall be exclusively responsible for compliance with 
these requirements. 

 

Annex 2: currently blank 

 

 

Annex 3: 

Data Format Specification 

The specification is available at www.ebics.de. 

http://www.ebics.de/
http://www.ebics.de/


5
2 

 

Terms and Condition s for paperless data exchange by  

means of service data centres with sole  

authorisation by accompanying documents  

 
 

General Terms and Conditions, date 01.02.2019, Version 7.1  page 52 

1 General procedural provisions and scope of service 

(1) Paperless exchange of data by means of remote data transmission 
and the use of service data centres with sole authorisation by 
accompanying documents is offered to customers on the basis of 
the following conditions. 

(2) In paperless data exchange using service data centres, the central 
agency nominated by the Bank receives files relating to bank 
transfer and direct debit orders that have been created by the 
service data centre commissioned by the customer. Where this 
has been separately agreed, the Bank provides account statement 
information for collection by the service data centre 
commissioned by the customer. 

(3) For orders placed by the customer, the Bank or the central agency 
nominated by it keeps the files sent to it available for 14 calendar 
days from delivery of the data. After expiry of this period, the 
customer (account holder) can no longer place an order for the 
execution of these files. Account statement information is made 
available for collection by the central agency to the service data 
centre for a period of not less than 10 calendar days, beginning on 
the day of the daily closing. 

(4) A condition for this process is that the service data centres have 
reached a suitable agreement with the Bank or central 
ŀƎŜƴŎȅκǊŜŎŜƛǾƛƴƎ ƻŦŦƛŎŜΣ ǊŜŎƻƎƴƛǎƛƴƎ ǘƘŜ άDǳƛŘŜƭƛƴŜǎ ŦƻǊ ǘƘŜ 
involvement of service data centres in paperless data exchange by 
ǊŜƳƻǘŜ Řŀǘŀ ǘǊŀƴǎƳƛǎǎƛƻƴ όw5¢ύέΦ ¢ƘŜ ŎǳǎǘƻƳŜǊ Ƴǳǎǘ ƴƻǘƛŦȅ ǘƘŜ 
Bank immediately in writing if a different service data centre is 
used. 

 
2 Order placement 

(1) With the accompanying note signed by the customer, he 
authorises the Bank to execute the order to process the transfer 
and/or direct debit orders contained in the files transmitted by 
the service data centre to the Bank. The customer receives an 
accompanying note already completed and a checklist from the 
service data centre. He must check the correctness of the 
information in the accompanying note. No changes can be made 
to the accompanying note. The Bank is authorised to perform the 
order on the basis of the content it contains. If the customer 
receives, at his instigation, a corrected accompanying note from 
the service data centre, he must use this when issuing the order 
to the Bank. The original accompanying note can then not be used 
for authorisation. The accompanying note states the period within 
which authorisation is possible by this method.  

For payment orders the customer must correctly enter the 
customer identification (account number and sort code or IBAN 
and BIC) of the payer and the customer identification of the 
recipient (account number and sort code or IBAN and BIC or other 
identification of the payment provider of the recipient). 

The payment services providers nominated in the payment order 
are entitled to process the order solely on the basis of the 
customer identifications given. Incorrect information may result 
in the incorrect processing of the order. 

 
3 Recall of orders 

(1) No recall of a file is possible once the associated accompanying 
note has been received by the Bank. 

(2) Changes to the content of a file can only be made by recalling the 
file and placing the order again. 

(3) Individual transfer or direct debit orders can only be recalled 
outside the process. The possibility of recalling an order is 
determined by the special conditions applicable to it (e.g. terms 
and conditions for bank transfer business). To do so, the customer 

must notify the Bank of the specific details of the original order. 
4 Monitoring of files by the Bank 

(1) If discrepancies are discovered between the file and the 
accompanying note during processing, the customer is notified. In 
such a case the order is not processed. 

(2) If errors are detected during the checks made by the Bank, the 
Bank is entitled to exclude incorrect datasets from subsequent 
processing, if the proper execution of the order cannot be 
assured. In such cases the customer is notified without delay by 
the agreed means. 

 
5 Execution of orders 

(1) The Bank will process the orders if all the following conditions are 
met: 

- The order data supplied by the service data centre have been 
authorised. 

- The specified data format is complied with. 

- The conditions for processing in terms of the relevant 
conditions for the particular order type are met (e.g. sufficient 
account coverage for the transfer business). 

(2) If the conditions for execution as per paragraph 1 are not met, the 
Bank will not process the order and will notify the customer of this 
without delay by the agreed means. Where possible the Bank will 
indicate to the customer the reasons and errors that led to the 
refusal to process the order, and possible ways by which the 
errors can be corrected.  

(3) The order data sent to the Bank from the service data centre are 
processed within the framework of the normal course of 
workflow. 

 


